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DPS Telecom warrants, to the original purchaser only, that its products a) substan-
tially conform to DPS’ published specifications and b) are substantially free from
defects in material and workmanship. This warranty expires two years from the
date of product delivery with respect to hardware and ninety days from the date of
product delivery with respect to software. If the purchaser discovers within these
periods a failure of the product to substantially conform to specifications or that the
product is not substantially free from defects in material and workmanship, the pur-
chaser must promptly notify DPS. Within a reasonable time after notification, DPS
will endeavor to correct any substantial non-conformance with the specifications

or substantial defects in material and workmanship, with new or used replacement
parts. All warranty service will be performed at the company’s office in Fresno,
California, at no charge to the purchaser, other than the cost of shipping to and
from DPS, which shall be the responsibility of the purchaser. If DPS is unable to
repair the product to conform to the warranty, DPS will provide at its option one of
the following: a replacement product or a refund of the purchase price for the non-
conforming product. These remedies are the purchaser’s only remedies for breach
of warranty. Prior to initial use the purchaser shall have determined the suitability
of the product for its intended use.

DPS does not warrant a) any product, components or parts not manufactured by
DPS, b) defects caused by the purchaser’s failure to provide a suitable installation
environment for the product, ¢) damage caused by use of the product for purposes
other than those for which is was designed, d) damage caused by disasters such as
fire, flood, wind or lightening unless and to the extent that the product specifica-
tion provides for resistance to a defined disaster, ¢) damage caused by unauthorized
attachments or modifications, f) damage during shipment from the purchaser to
DPS, or g) any abuse or misuse by the purchaser.

THE FOREGOING WARRANTIES ARE IN LIEU OF ALL OTHER
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED
TO THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE.

In no event will DPS be liable for any special, incidental, or consequential damages
based on breach of warranty, breach of contract, negligence, strict tort, or any other
legal theory. Damages that DPS will not be responsible for include but are not lim-
ited to: loss of profits; loss of savings or revenue; loss of use of the product or any
associated equipment; cost of capital; cost of any substitute equipment, facilities

or services; downtime; claims of third parties, including customers; and injury to
property.

The purchaser shall fill out the requested information on the Product Warranty
Card and mail the card to DPS. This card provides information that helps DPS
make product improvements and develop new products.

For an additional fee DPS may, at its option, make available by written agreement
only an extended warranty providing an additional period of time for the applica-
bility of the standard warranty.

If a purchaser believes that a product is not operating in substantial conformance
with DPS’ published specifications or there appear to be defects in material and
workmanship, the purchaser should contact our technical support representatives.
If the problem cannot be corrected over the telephone and the product and problem
are covered by the warranty, the technical support representative will authorize the
return of the product for service and provide shipping information. If the product is
out of warranty, repair charges will be quoted. All non-warranty repairs receive a
90-day warranty.
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Supported Systems

T/Mon LNX

[’'Mon NOC

T/Mon LT

[’/Mon SLIM

IAM

T/MonXM Workstation
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Downloading the ProvisSioning File...........cccoiieiiiiiiiriiiieiieieetet ettt sreesae e esbe e sseesaesseens M3-27
Virtual Port TYPe ASSIZNMENL .....ccvieviriieiierieiiitieieeeesieeeesteetesreeevesbeessesseessesseessesseessesseessenses M3-27

DIAL-UP REIMOTES ..vvivieiiiieiiiieieiieteettet ettt ettt et e st e te e b e s teesseeseesseessesseaseesseessesseessesssessesssessenssasenns M3-28
DPM SIEES .ttt ettt b ettt ettt a bt ae bbbt bbbt bt e et e teneennen M3-28
AIPRAMEAX 82A STLES ....uveveeeieiieieitieieete ettt ettt et et esae st e be st e bessaesbeesbesseessenseessesseessesseensennes M3-28

DPM 216 SILES ..veuvevinieteietirietisieitste sttt et ete sttt etestetestesesbesesseseeseneeseneetensesensesensesessesessenens M3-28

KDA 864, KDA-TS, KDA 832-T8 SIteS....ccesteuiriereriererieririererieirieesieeeseseesesesessesessesessesessesens M3-28

DaAtalok 10D SIES ...ouviivieiiieieiieiesieet et ettt et e steetesteesbe st e beseeesbesssesseessesseessaseessesseessesseensenses M3-29

AASSCIL STEES...veuveveneetiieterietestetestetteteetetestetestetestetestesessesessesessesessaseeseseeseneeseneesentesensesensesensesensasens M3-29

IMEAIS SHEES .vveeetieeeteiete ettt ettt ettt ettt et et et et ese s ebesaes e s b e st ebe st e b eneese st et et ete s ete s eteesesensenen M3-29
Defining a Remote DPM, AlphaMax, or Net DO ......ccceiuiiiiiieiieieiieierie ettt se e eaese e M3-30
STtE DETINITION ..evvieieiieciicieceete ettt ettt e et et e e b e beesbesbeesbesseesseessessessaeseessesseessenseas M3-31

DEeVICe DEfINIION ...eovvivieiiciieiicieieet ettt ettt et b e et e be e st e sbeesseeseessesseesseeseenseses M3-32
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POint DEfINTtION ....c..oiiiiiiiiiiicicc ettt e st M3-34

DPM and AlphaMax ProviSiOnIng .........ceceeririeriiieiieieiteeest ettt ettt sttt sttt st seee e e M3-35

Pager ASSIZNIMENTS .....oc.eiitiiieiieiieie ettt ettt ettt e e bt et e st et e st e st e sbe et e eae e e ees M3-35

AlArm ProOVISIONINE ....ouieiiiiieieeieee ettt ettt sae et eae e eee M3-37

ReIAY PrOVISIONING ....veitieieiiieiieiieteee ettt ettt ettt et b et b et e st et esae et e eaee e eee M3-39

AdVanCed PrOVISIONINE .....cc.veiuirieiiieiieitieieeteete ettt sttt ettt ettt et et esae et e saee e see M3-40

DErived CONLIOLS ...c..ouviuiiiiieieiicieteeetee ettt ettt st e sa et nen M3-41

Software Module 4 Badger Interrogator M4-1

Install or Upgrade the SOftWare ........c.ooiiiiiiiiieee e M4-1

Configure the Badger INterrOZator. ........coiiieiiiiieniieiiieeeece ettt M4-1

Define the RemOte POIt.......ccoiiiiiiiiiiiiieiieresteceeceeeteee ettt M4-1

Define Badger RemMOte DEVICES .......ccuiviiriiiiiiiieierieee ettt M4-2

Define AlArm POINES......c..coueoiiiiiiiiieincneet ettt ettt st st neee M4-4

Define Analog POINTS .....cc.oiiiiiiiiiiieieet ettt st st M4-6

Analog Display WOTKSHEEL .......c.oiuiiiiiiiieet ettt M4-7

Define Internal ALAIMS. ....c..cccocviieiiiiiiinintinenent ettt ettt s s neae M4-8

Define Control RELAYS. ......couiiiiiiieieie ettt et s M4-9

Software Module 5 Larse Interrogator M5-1

Software INStAllation..........coeoiiieririiiiiiiiccee ettt ettt M5-1

L0011 i Te401 ;1 Te) 1 OSSOSO ST PRSP PRPRRPRRRTNt M5-1

Define the RemOte POTt.......ccooiiiiiiiiiiiiiniiereececeeeteee ettt M5-1

Define Larse/Badger Remote DeVICES.......cccueiuiiiiiiiiiiiieieiieeee et MS5-2

Provision the Larse/Badger Remote Unit ...........ccooieriiiiiiiiiiiiiieeeeee e M5-4

Define T/MonXM Analog Alarm Thresholds .........coocoiieiiiiiiiiiiiieeee e M5-7

Analog Display WOTKSHEEL .......c.oouiiiiiiiiiie et M5-8

Note 0N ANAlOZ ALAIMS ....coiuiiiiiiieie ettt st M5-9

Define AlArm POINES......c..coveviiiiiiirieiiicieeteeese ettt st MS5-10

Define Internal ALAIMS. .......ccceviiiiiiiiiiiieinesestet ettt ettt een MS5-10

Define Control ReLAYS. ......oouiiiiiiiiiieiee ettt M5-11

Software Module 6 ASCII Interrogator Me-1

INEEOAUCTION. ...ttt ettt ettt bbb et et sa e ennennens Meé-1

HOW t0 USE this SECHIOMN ..c.eeuiiiiiiiiiieiieiiiicieicecte ettt st nennene Me6-2

ASCII TerMS/GLOSSATY ...ttt ettt ettt sttt st e bt e b et eb et e e st e bt eseeebeentesaeentesaeenbesseensesneenseas M6-3

BaASIC COMCEPES ...eueetieiieitieieet ettt ettt ettt ettt et sa et s bt et e s bt et e eb e et e ea e e bt eaeeebeenteeaeeneesaeenbesaeensesneenneas M6-5

IMESSAZE PIOCESSINE ....cueetienieitieteettet ettt ettt ettt sttt s a et e b et e bt et e e s e st e eseeebeenteeaeeneesseensesmeenbesneenneas M6-6

Navigating the ASCII Device RUIES SCIEEMS. ......ccueiuiiiiriieiiiieit ettt M6-7

ASCII CONNECLIVITY TOST ...eeutiuieiieiieetieteetee ettt ettt ettt ae et e sbeestesbeentesbeenteeneeneeene Me6-10

NUMDETEd RULES ....oeiiiiiiiiieee ettt s st s ee Mo6-11

ASCII Processing Lan@UAZE. ........cccuiruieiiiieiieiieie ettt ettt ettt et ettt sbe et e sbeestesbeentesbeeneeeneenteens Meo-14

Match COMMEANS ....c..oviiiiiiiiiiiiieeeeee ettt ettt st sa e ennen M6-17

Positioning CoOmMMANAS .........couiiiiiiiiiiiieieeee ettt ettt sb et Me6-19

S10t COMMEANGS .....oveiiiiiiriiicteeceet ettt sttt ettt ettt r e b e e ne M6-21

L0OD COMIMANGS.......etiiniiitieiieiieie ettt ettt ettt b et b et eb et e eh e e bt eseenbeemtesbeemtesbeentesbeenteeneenteans M6-28

WHILE LLOOPS ..ttt ettt ettt e e e b e e ettt et e bt e st e sae et e eaee e eee M6-28

REPEAT LLOOPS ettt ettt et e e e bt ettt e a et n e eb et eae e eee M6-28

WHhILe LANE LLOOPS ..eneiiieieeiieieetete ettt et ettt et eae et e eae e see Me6-30

Detailed LOZZING ....veeieiiiiieiieiee ettt ettt b et e a et e e st e bt et e s bt e tesbe et e e beenteeneenteene M6-35

ASCIT TADIES ...ttt ettt sttt ettt eae bbbt sa e b b saennen M6-37

ASCIT PATAMELETS ....cueueiieiieiieiieieeiteteete sttt sttt ettt et ettt et et sa ettt eaeeateueeueebesaesaesnesaesaennen M6-36

ALSCII SCTIPES ..vttenteitieteet ettt ettt ettt ettt e e s bt et e b e e s e e bt ea b e ebe et e es e e et eseenbeemtesbeemtesbeenteebeenseeneenteans Me6-37

ASCILDEDUZ ...ttt bbbttt b et bbbttt be e M6-38

Debug SIOt CONENLS .....eeuiieieiieiieiieeete ettt ettt ettt b e et e st et e st e st e sbeeeeeaeeneesee Mo6-42

Alarm ProcesSiNg —— OVEIVIEW .....c.uiiuieiiiiieiiitieite ettt ettt ettt ettt ettt e et e st e steeatesbeentesbeenteebeenteeneenteens Mo6-44
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Remote Ports, ASCIL DIal-Up ......cccuiiieiiiiieiiiierie ettt ettt ste et teesaesseesaeesaesseessesseessesssessesssensenns M6-45
Properties to be Databased OVEIVIEW .......c.ccuiiieriiiieriiiieiieeieseeteeeesteeteesseeseesseessesseessesseessesssessesssessenns M6-45
Incoming Call Device Type [dentifiCation............ccuevvieieriieiienieiiceee ettt sre e eeas Me6-47
Selecting the Device Type Using the \KDIlit Command............c.ccceevuieievienvienieeeneeiereeeeees M6-49

ASCII DIal-Up DEfINItION ....veeviiiieiiictieiieieeie ettt ete st ete s e esbeeteesseeseessesseesseessesseessesssessesssessesssessenns M6-50
Remote Ports, Dedicated ASCIL.........ooovviiieiiieeiie ettt ettt e et et e e etaeeeeraeeeenaeeeeaeeeenes M6-54
ASCII POINt DEIINITIONS ...vveuvieeieiieeiietietieteeieetesie et e steete e e testeessesseesseeseesseeseesseessesseessesssessesssessenseessenns M6-58
ASCIT ACtion DEfINItIONS......ccviiiieiieiietieeeteeterteete e ete e et e s teeseeteebeeseesseeseesseessesseessesseessesssessensaessenns M6-61
ASCIL TOMPLALES ....veveenrieeieiieiieeieete ettt e et ete et este et e steesaesteesbesseesseaseessesseesseaseeseessesssessesssessesssessensaassenns M6-63
BUild @ TemMPIALE ....ccviieiiiiieieiieieteee ettt ettt ettt b e sea et e e sbesbeesb e seesseeseessesseensenes M6-63
Template Site DEfINITION ....c.cccviviieiiiieie ettt ettt ettt seeebesteebeesb e beessesseessesseessesseensesns Mé6-64
Attach @ Template t0 @ STE......cccviiieciirieiieieie ettt ettt te e et e ettt e b e steessesseessesseensenes Mé6-64

ASCII Analyzer DiSplay MOAES .......c.ccveiirrieriiiieiiieesieeteteeete e seaesteeesesteessesreessesseessesseesseses M6-65

ASCIL ANALYZET .ecvviiieieciieieeee ettt ettt et e et e st e e b e st e esbeeseesseeseesseaseesseessesseessesssessesssessanssensenns M6-65
Port and RUIE SEIECtION........cuiuiiiiiiiieiiieie ettt M6-65
LLOZZING ...veeviiieeie ettt ettt et ettt et e e e teesaeeae e b e e se e beesa e bees s e beesb e be et b e teenseare e st e eneennenees M6-66
AUto-Databasing ASCIL ........cccuoiuieiiieieiieeete ettt ete et et e b e eteebeeteesseesaesseessesseessesseessesssessenssessenns Me6-71
OVETVIBW ..ttt ettt ettt ettt a bt bt e bttt e bt s b st e bt et et en b et e ates e esteseebeebeebesbe et e sbeseententensens M6-71

SIOtS ANA KEYS...iiuiiiiiiiiiieiieiieti ettt ettt ettt ete e et e st e beesbesbeessesseessesseessesssessesssesseesseseas M6-72

KEY MAPPING . ...cutiiiiiiiiiieieeieteet et ettt ettt et e steeaesteebesse e besssesbesssesseesseseessaseesseaseessesseensenees Mé6-74

ATATTIT STALUS 1.ttt sttt ettt st e bt e st ea e bt e bt bbbt bt et et e e enean M6-75

ATAITI LEVEL ittt b bbbt ettt nean Me6-77

TEXE IMIESSAZE. ..o euveeereeiieeniteeieesiteeteestteeteesttesebeesstesaseestaeesseenseesnseenseessseenseessseensaesnsesnseesnsesnseens M6-78

PAgEr PrOfIlC ... oottt ettt re e e aeenaeees Mé6-79
Cate@OrieS (WINAOWS)...ccvieuierieeieiieieiteete st ete st estesteebesteesseeseessesseesseeseesesseesseessesseessesseessensens Me6-80

SCIEEI LLOZ. e eutieiiieiieeie ettt ettt ettt et e st e et e st e st e e s bbeenb e e beesaseeseesnbeensaennseesaennseenne M6-81

ALBIIN HISEOTY ..ovviiiieiiciieie ettt ettt ettt sttt b e s e e bessa e besss e beessesbeesseseessesseessenseensenees M6-82

Alarm QUATTICAION. .....ccveieiiiciie ettt ettt ettt et e e re e eteeeaaeeeteeeaaeeeteeeareeereeeanas M6-83

ATAITI COUNTRT ...ttt ettt ettt sttt ettt et e st ebt e st eaeebeebesbe et e e besbe st e benbeneenean Mo6-84

The MAUTO COMMANA .....ouiimieiieiieiieiieieet ettt ettt et see st sbe e benaeneens M6-85

Remote Port DEfINItION ......c.cceccveiiieiiiiieiieieie ettt ereesaeeaeenaeees Me6-87

ASCII Input Device DefiNition ........cc.evieiirieriiiieie ettt sre s sre s sreesesreesseees Me6-87

CLEAT ALttt ettt ettt a bbbt e bt e bt sttt be st et et eens Me6-87

ASCII Action DEfINIIONS .....ccveecviriieiiriieiietieie ettt eeesre et te st e e seaesbeessesreessesseessesseessesseessenes Mo6-88
AUtO-ASCII Site DEfINITION ..c.vieeviiieiiiiieiieiieie ettt sttt eeb st ssesre e s e sseesseeseenseees M6-89

POINt DEfINILION .....ueiiiieieiicieieeiete ettt ettt et a ettt see e beesa e b e esbesbeesseseesseeseesseeseensenes M6-91
CONCIUSION ..ttt ettt b ettt et et e et e e st ea e e st ebeeb e s bt sbeebesbeseenteneneens M6-91
Software Module 7 E2A Interrogators and Responders M7-1
E2A TNEEITOZALOTS ..veeuvieeiieitieniieeitesite et estte et esteeebeesaeesateessbeesbeessseenseesseesnseenseesnseesssesnseessseenseenssesseenseennn M7-1
Remote Device DEefINItioN.........ccvieieriieieriiiieiie ettt sre s e saeesaeseeessesseesessnensens M7-4

POINt DEFINTEION ....euenieiieiieieee ettt ettt st be sttt neenee M7-5

INEETNAL ALAIINS. c..eutiteiete ettt ettt et eb e b sbe bbbt et et eeenean M7-6

E2A RESPONAETS ....vovieiiiiieiiieieeteetesteete st testeeetesteesbesteessesseesseeseessesseesseassesseassesseassesseessesenssenseessenseensenns M7-7
Remote Device DefiNItioN.........ccuieiiriieieriiiieiie ettt sbe e saeeaesreesseseaesessnensens M7-8
ReSPONAEr DETINITION ....ooveiiviiieiiieiieiieeeie ettt ettt sbeeseesaeessesreessesenessessnensens M7-9
Miscellaneous Interrogator/ ReSponder NOES .........c.ccviveriiecieiieiieieiieeerte ettt ete e eae e esse e ebeesaeseens M7-10
Software Module 8 DCM Interrogator M8-1
DCM Interrogator Remote Port Definition .........c.cccveviiiieriiiiiiiiieicceeeeeeee et MS-1
Remote Device DEfINItION .........ccvieiiiieiectieieeteete ettt ettt e e steessesseessesaeesaesseessesssessesssensens M8-3
POINE DEFINTEION ..ottt ettt b et b e bt be s bt s bt b s b b et e b e e eeensentene M8-5
INEETNAL ATAIINS ...ttt ettt ettt ettt et e st eb e e st e bt eb e e bt sb e et e e besbe st et e s e e eneens MS8-6
Software Module 9 TBOS Interrogators and Responders M9-1
TBOS INEEITOZALOT ..c.uveeviieitieriieetiesie et e sttt et e sttt ebeesetesebeestaeesseessteesseenseessseesseessseesssesnseesssesnseenseesseenseesnss MO-1
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TBOS Remote Device DEfINItion ........c.coeviruiriireniiniinieieicieieeeeeteeet et M9-2

INtEINAl ALBITIS......ovinieiiiieieieeee ettt ettt sttt nene M9-5

TBOS RESPONAET ...ttt b ettt et et e et e te e e s bt s st e saeeseesbeestesbeente et eentesbeenteene MO9-6
TBOS Responder Remote Device Definition .........cccuevueeierieriiiieniiieereeeenieeeeneee e MO9-7

TBOS Responder Definition ..........cooiiieriiiieiiiieiieeieeee ettt M9-8
Software Module 10 FX 8800 Interrogator M10-1
FX 8800 INtEITOZALOT .....etieutieeietieiieettete ettt ettt ettt et b et e et e st eb et eeb e bt eaeenbeemtesbeentesbeensesbeensesneenseans M10-1
Remote Device DefINItioN......c..ccuiiiiriiiiiiinereneteesccteteee ettt et M10-2

POint DEfINTtION ....c..oiiiiiiiiieieicccc ettt e M10-4

FX 8800 Alarm Output MapPing........cceeuerueerierieieeieere et te ettt sttt seee e saee e sees M10-5

INtErNal ALBITIS......oviiiiiieieieiccee ettt ettt st s sa et M10-7
Software Module 11 Integrated SNMP Agent M11-1
SMNP Agent CONTIGUIALION .......ceuiitiiiirtieiieitee ettt sttt sttt et et e st e sbe st e sbeeaeesbeeneenaeas Ml11-1
PerfOrmanCe/STALS .......c.oouiiiiiiiiiie ettt et s M11-4
SNMP Manager DISPIaY ......ccueiuirieniieeeiteee ettt sttt b et sa et eseente st e saeeatesaeeneenaeas Ml11-5
Software Module 12 SNMP Trap Processor M12-1
INEEOAUCTION. ...ttt sttt ettt et bbbt st be e M12-1
Install or Upgrade the SOftWATe ..........oouiiiiiieiiiec e e M12-1
L1011 7401 ;1 Te) 1 OO OSSOSO M12-1
Shortcut COMMANAS .......coeririiiiriineeeeeetee ettt sttt ettt ettt sae e b e M12-24
Copy, Next, and PrEVIOUS ....ccoooiiiiiiiieieieeete ettt sttt st nbe e M12-24
Translate ComMMANA ........cc.couivieriiiiiiiii ettt ettt M12-24
Software Module 13 TL1 Responder M13-1
TLT TULOTIAL ..ottt ettt et et b et eae b besae et sne s ennen M13-1
TL T RESPONAET ...ttt ettt ettt et sa et s bt et e s bt et e eb e et e ese e bt eneeseeeneeebeenaeeee M13-1
Transaction Language 1 (TL1) ..oooioiiiiiiiee et e M13-1

SIDS ANA AIDS ...ttt ettt sttt ettt ettt ne M13-2

TL1 Responder Setup ProCedure...........ooiiiiiieiiiiieieeeee ettt e M13-4
Defining TL1 Source INtEITOZAtOrS .......c.cvuieiirieriirieitieierte ettt ettt ettt st et sbeestesbe e e sbee e eneeneeene M13-5
SID Definition SCIEEM....c..couiviiiiiiieiieiieieiietee ettt ettt ettt st a e M13-6
Defining TL1 Alarm POINES.......oouiiiiiieiiiee et ettt sttt be et eaee e e M13-7
Alarm Point Definition KEYS .......ccoeiiiiiiiiieiiiieeeee e e M13-7

TL1 Alarm Point AtrIDULES .....ceoviiiiiiiiiiiieeres ettt e M13-8

Alarm Definition COmMMANGS ..........ccooveririirierienieieieieieiet ettt ettt ere e st s be s e M13-9
Defining TL1 Control POINES........coiiiiiiiiiiee ettt ettt e e eaeas M13-13
Command: OPR-EXT-CONT .....ccccooiiimiiiininenentetenieseeteteeeeet ettt s M13-14
Command: RLS-EXT-CONT .....ccccocirimiiirinineneneeseseeteteeeeeteeee ettt s M13-14
Command: RTRV-ATTR-CONT .....cccccooirimiinininieneneeteeeeeeeeee et s M13-14
Command: SET-ATTR-CONT ......ccccirimiriiiniienenteenteneeeteeeeet ettt M13-14
Defining TL1 RESPONAETS .....cc.eiiiiiieiieiieieeieete ettt ettt et e et e sttt e bt et esbeeneesaeenbeeaeas M13-15
Remote Device DEfINItION ......c.ccciiiriiiiiriiicntecte ettt sttt ettt M13-16
ReESPONAET DETINITION. ....etieiiiitieiietieteet ettt sttt et e b et e at ettt e bt eeesbeenaesbeenbesaeas M13-18
TL1 User Input Command EITOTS ........ccoouiiiiiiiieiiiieieeeee ettt M13-19
ISP - Input, Invalid Syntax or Punctuation.............ccccoveeiiiiiiiiieiiieeeecee e M13-19

ICNV - Input, Command Not Valid .........ccccoriiiiiiiiiiieieeeeee e e M13-19

IDNV - Input, Data NOt Valid ......c.cooiiiiiiiiiiiieseeeeee et M13-19

TL T IMESSAZES ..veuveentetienieeitenteeitesteete st et e sbt et et e bt eaee bt eneesee e et saeeaeseeenbeesaenbesaeenseans M13-20

TL1 Commands, Messages and Codes..........oouiiiiiiiiiiieieriieeetcee ettt M13-20
TLT COMMANAS ..ottt ettt ettt st M13-20

Error Codes and MEanings........cc.eeueeuirieniirienie ettt sttt et sae e sae e sveeaesaean M13-20

IITA - Input, Invalid Target identifier..........cceoireeniiienineeeeeeeeeee M13-21

ITAC - Input, Invalid ACcess Identifier...........coccevieriiieniiienieeeeeeeeeee e M13-21
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IICT - Input, Invalid Correlation Tag.........c.ccceecveviecierrieiiiieie et M13-21

SROF - Status, Request Operation Failed...........ccccocevuiiiinieienieiecieieeeeeeee e M13-21

CoNFIGUIAtION TaADIES .....ccueeiieiieiicieie ettt ettt et e et e ete e b e e reessessaessessaesseessesseessesseessasenns M13-22
TLT GIOSSATY ..viutieeiiiieitieieet et ete et ste et este et esteeaesbe e s e s beesbessaessassaesseaseesseaseessesssessessaesesssesseessessenssansenns M13-23
TL1 COMMANA OVEIVIEW .....iovieiieeieiiieieteetesteetesteetesteesesseessesseesseeseessesseessesssessesssessesssessesssessesssessenns M13-24
INOLALIONS ..vvvvivieitietieteette et et e et ete et et e e et e b e e et e beess e seesseeseessesseessesssessessseseessansaessenseensenseensenses M13-24

General Command SYNTAX ......cceivveviiiieriiiienieetesteeeesteetesteeseereeaesreessesseessesssessesssessesssesseens M13-24

IO <.ttt ettt ettt ettt h ettt R e b n e b ae et ettt te e ebe e senene M13-24

TID ettt ettt h st s b st b et b et a et ae b s et e st st be e beneene M13-25

ATD oottt ettt ekttt h ettt b et et et s e b ae b ne b entebe st se e be e senene M13-25

CTAG ottt ettt s et e st b e st b e st e b e st e b e s s e s e s ese b e st be st beneebeneeseneene M13-25

ATAG ottt ettt ettt ettt ettt sttt s et a bttt be sttt be e beneene M13-25

Data PATAMELETS ... .eeieiieieeeie ettt sttt et et e et e s atesbeesateeseessaeenbeesseesnseenssesnseesssesnseenns M13-25

3 (SEIMI COLOM)...uviiiiiiieietieie ettt ettt ettt e et e st e et e sbeesaesbeessesseessaesaesseessenseessenseeseessenses M13-26

SROTE CULS....evieteceieie ettt ettt ettt ettt et e e te et e et esbeeseesbeesaesseessasseessesseensesssenseessensenseessenses M13-26

TL1 Command DEfINItIONS.......cc.eecieriiieieriieieiieciesieete st et et eteeteeseereessesreessesseessessaesseesaesseessessesssensenns M13-27
Software Module 14 TABS Responder M14-1
Protocol Mediation StEPS ....c.eccvervieciierieiiieieriieierteete st ete e ete s e esesteebeeseesseesaesseessesseessesseessesssessenssensenns M14-1
TABS RESPONACT SELUP....ccvieiiiiieieitieieiteetesttete et eteettesteeaesteessesseessesseessesssessesssessesssessesssesseessesseensenses M14-1
Defining the RemOte POrt .........ccviiiiiiiiiiiiicieiecceee et M14-1
Defining the TABS MaSET ...c..cccviiiieiieiieiietieieeteete ettt st sve e sbe s steessesseessesseessesseenseees M14-2
Mapping Devices to the TABS DISPIAY ....ocvveiiiiiiiiieiicieie ettt M14-3
Software Module 15 FTP Server M15-1
SELUP @ FTP SETVET...ccuuiiiiiiiiieeie ettt ettt ettt e st e s e e e ateesabessbeebeesabeenseesaseenseessseenseennseenes MI15-2
Setup @ FTP SEIVET JOD...ooiiiiieiieiieiieiesiteee ettt ettt ste s e teesbeeraesseesnesaeesaeneeas M15-2

Setup a FTP Data Transfer JOD .......c.occiiiiiiiieiiiieieiieie ettt ae e sre e esaesnees M15-4
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Description

See alarms as they occur
and quickly obtain emer-

gency procedure instruc-

tions.

T/MonXM supports many
Ethernet applications.

New users should begin
with the Quick Start
Guides at the front of the
manual

T/MonXM User Manual

T/MonXM is an affordable dual-function network monitoring
master that provides network managers with instantaneous and
comprehensive network status information while supporting full
archiving and control functions. Its windowing features allow
operators to see alarms as they occur and quickly obtain emergency
procedure instructions.

T/MonXM runs on the T/Mon LNX, T/Mon NOC and IAM
hardware platforms. This workstation is appropriate for use as the
main polling master in a large telecom network management center
or as a local monitor in a central office. It is designed to be easily
updated and/or enhanced by adding software modules and hardware
boards.

This User Manual for T/MonXM Version 6.7 has been updated
throughout to reflect the many new features and system
enhancements that have been added to T/MonXM. The structure
and style of the manual has also been updated to make it a more
useful guide to T/MonXM. New task-oriented sections have been
written to guide users through system set-up and configuring their
system for specific applications.

We especially recommend that new T/MonXM users begin by
following the instructions in the T/MonXM New Installations and
Software Setup Quick Start Guides at the beginning of the manual.

TN T
[ S T T .
PRI CURITI T RLE R T

T/Mon LNX with T/MonXM
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NetGuardian Legacy RTUs
= . —
TEEL- N S=EeIoc !
Net Dog 82IP RS232, 202

KDA 864

E— i

T/MonXM

ASCIl and TL1 devices

ASCIl and TL1 devices l |

Dial-up RTUs

Block diagram of network monitoring system with T/Mon master

T/MonXM is simple
and straightforward
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T/MonXM Software

T/MonXM interacts with a large variety of remote devices over
many different protocols, synthesizing them into one consistent
interface. Because of this, it is not just a matter of starting it up and
using it like a word processor or spreadsheet program. Before it can
be brought online in user mode, effort must be put into program-
ming and preparing a data base for the devices it will monitor. This
effort can be small or great, depending on the number and types of
devices involved. Once the programming is complete and a data
base is entered, operation of the T/MonXM is simple and straight-
forward.

T/MonXM software comes in a variety of configurations deter-
mined by equipping it with various hardware and software modules.
This manual contains information for all standard modules. Some T/
MonXM packages may contain new or customized modules. Such
modules are documented in the Software Modules section included
in the back of the T/MonXM Manual binder.
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What’s New in
T/MonXM

. Initial support for Web 3.0 (LNX only) - See version 6.8 Quick Start Guide for more info.
. Added support for allowing hostnames for DCP interrogator devices.
. Added support for the following devices:

* NetGuardian LT

* NetGuardian LT G2

* NetGuardian 480 G3

* LAN-based remote device type for BVM

* TempDefender DCP interrogator device type

* Polling Interface device RS232 to LAN

* SMS Interface Box

* NetGuardian 16 w/ D-Wire sensors

. Added support for forcing users to update their password when they first log in. Accessed by
pressing F2 on the System Users window.

. Added support to allow users to update their own password while in monitor mode on the
console or T/Windows session. User must have user rights for File Maintenance. Accessed by
entering “P” on the logout prompt.

. Added support for assigning an SNMP Trap Feed data connection to an ASCII job and selecting
the ASCII job from an SNMP device to forward SNMP traps as ASCII text to the ASCII processor.

New T/MonXM Enhancements:
. Extended length of user passwords from 8 characters to 16 characters.

. Mail in job now processes commands in the body of an email if it doesn’t find a valid command
in the subject line for Acking by reply.

. Added ability to ack all SNMP alarms by pressing CTRL+F9 in the standing alarm screen.
Requires user rights.

. Added drop down list of pager carriers when editing pager groups. Accessed by pressing TAB
on the pager group definition screen.

. Added ability for console users to be able to manually disconnect remote access connections if
remote access job has a connection but user hasn’t logged in yet. Accessed by pressing Alt+F2 on the
alarm summary screen while viewing the performance/stats window for a remote access job.

. Added support for assigning user-defined internal alarms for device offline/failures for T/
MonNET Nodes. Accessible by pressing Alt+F3 on the T/MonNET Node screen.

. Added support for user definable TMon hosts for outgoing mail notifications. These are
databased on the Remote Parameters screen for the Mail Out job.

T/MonXM Corrections

. Resolved issue with not being able to view analogs for KDA devices with an 8 analog/4 TBOS
expansion.
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. Automatically clean up trailing spaces for IP address/hostname field on the data connection
screen. Also cleans up the mail in and mail out remote parameter settings. Cleanup is only
done after editing each field.

. Resolved issue with pager notifications not sending a notification for clear events if alarm was
already standing when entering monitor mode.

. Resolved issue with Pager Carrier override not applying to carriers inside pager groups.

. Resolved issue with AutoSNMP and AutoASCII including non-printable ascii in the point
description, aux description, fail status and clear status fields. These normally cause formatting issues
when displaying or editing the point information.

. Resolved issue with Import and Exporting of SNMP devices not including the GET/SET
Command field for ASCII port. Also resolves issue with the ASCII Action string in the Trap
Association not saving to the right ASCII port.

. Resolved issue with pager notifications going out after alarm has been acknowledged. Had
previously sent out notifications based on alarm presence in COS and Standing screen regardless of
being acknowledged.

. Resolved issue with SNMP Trap Processor not handling SNMPv1 generic trap types other than
type 6.

. Resolved issue with T/Windows user not logging out when T/Windows with a dedicated
connection is closed without logging out. TCP disconnect will now cause user to log out.

. Resolved issue with SNMP Agent/Responder Authentication failure trap being sent to all
databased IP Addresses instead of where the incoming trap came from. Authentication Failure now
only sent to the same IP address of the incoming trap.

. Resolved issue with Voice Dialer calls not being logged to the history log.
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Alarm Summap

ALL ALARMS __|ICRITICAL ____ EMAJOR __ EMINOR ____STATUS |
POVER  WTOWER LIGHTS WFIBER _ WMICROWAUE __ BSECURITY |
ENUIRONMENTAL QFIRE _______WDOOR ______ WSNMP ALARMS _ EBATTERY |
STANDBY _ BGENFAIL ____ WSCISMIC __ NPRIME FAIL __ WSECONDARY FAIL
HI TEMP QIO TEMP _____ BA/C FAIL ____ WHEATER FAIL _BHISTORY REPORT

Q REPORTS 0C REPORTS OFFLINE  WDEUICE FAILURE
GOS = STANDING : PRINTER :

evel A : CR The har color indicates
evel B : MJ the highest standing alarm
evel C = MN level. Blinking bar text
evel D @ ST means there is a COS that
LG EEYY | has not heen acknowledged._
larms are Masked
44784096

Alarm monitor screen displays 30 windows at once

Sta 1] d a rd Remote Polling
T/MonXM obtains status information (alarms) from remote devices
Featu res (remotes) by polling them over the telecommunications network

via dial-up or dedicated lines or Ethernet. In polling, the T/MonXM
issues an address on the network and listens for a response from
the remote. The response includes identification of the remote and
status of its alarm points. T/MonXM can also issue commands for
remotes to operate relay contacts (control points).

Passive/Active Mode of Operation

In Passive Mode a T/MonXM at a local site can monitor the interro-
gations from an alarm center and report only those that are of inter-
est to the local site. It may also act as a secondary master, assuming

An alarm can appear in polling if the main alarm center goes down.
more than one

. Multiple Alarm Windows
window

Alarms can be categorized into groups assigned to windows.
Windows appear as a rectangular icon on the main viewing screen.
Selecting an icon allows opening the windows assigned to the icon,
where additional
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Access to alarm windows
can be controlled by a
security code.
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details about the alarms are displayed. In making window assign-
ments the alarms can be grouped by geographic area, classification
or priority of the alarm, the type of equipment, etc. An alarm can
appear in more than one window. The standard T/MonXM software
supports 90 alarm windows. It can support up to 720 alarm win-
dows with the Alarm Windows Module option. All alarms are dis-
played in an All Alarm window, represented by the icon at the top
left of the main viewing screen.

User Friendly
T/MonXM is very easy to use. The user interface is consistent in
appearance, featuring on-line help and individual field prompts.

Text/Messages Window

Messages that describe actions to be taken in response to an alarm
are displayed in a Text/Messages Window on the monitoring screen.
Operators can immediately see important information like phone
numbers and document references.

Historian Function

Individual alarms may be logged to a history file, along with time
stamping information. Reports may be run at any time to retrieve
selected information from the history file.

System Security

System security allows security access levels and areas to be
defined for each user. System security log-on is accessible from the
Master menu and the Monitor Mode screen. Security codes control
who is monitoring and working in each area and define the actions a
user can perform.

Background Polling

The interrogation/monitoring/responding functions of T/MonXM
take place in background. Because of this, the user can interactively
perform a large number of tasks without interrupting T/MonXM’s
operation. For example, polling continues to take place while issu-
ing control commands or while system reports are being generated.

Alarm Formatting

Alarm Formatting allows the user to customize which alarm fields
are defined, their position, their width and the colors used when an
alarm is reported on the screen. The text displayed for the status
field is definable on an alarm-by-alarm basis. Both fail and clear
status descriptions can be defined for each alarm. If a status descrip-
tion is not defined for a particular alarm, a global default descrip-
tion is displayed.

Special color options allow the color of a field to be derived from
the alarm’s state or combination of states (failed, cleared, level A,
etc.). The Alarm Format Definition may be up to 2 screens wide (up
to 153 characters)
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CUS ALARMS - ALL MICROWAVE
8 NOR 1000,DEDHAM_MSC DACCS_CRIT
0R 1123 H[]LLSTN DH-2-12 B BER THD FRANKL I

1000, DEDHAM_MSC DACCS_CRIT
1123, ,HOLLISTON DM-2-12_R¥_B_FAIL THD_FRANKLI
1000, DEDHAM_MSC DACCS_CRIT
2000, WAL THAM_MSC DACCS_MAJ
1123, HOLLISTON DH-2-12 SITE THD_FRANKLI
1000, DEDHAM_MSC DACCS_CRIT
2000, WAL THAM_MSC DACCS_MIN
3000, BURLINGTON_MSC DRACCS_MIN
1123 ,HOLLISTON DHM-2-12 RX _B_FAIL THD_FRANKLT
1000 DEDHAM MSC DACCS CRIT

Text/Messages
DACCS_CRITICAL ALARM!!! MULTIPLE T1°’S
0.0.S-NOTIFY SUPERVISOR!

262181764

Alarm dlsplay format

Event Logging

Event logging is a standard feature of T/MonXM which reports all
system events to the History report file. This feature allows retrieval
of information on items such as the UPS (optional) going on/off
battery power. Other activities reported include printer failures,
polling addresses on/off line, LED Displays off-line, and T/MonXM
system off-line.

Control Point Operation

Control points are described by English text that appears on the
screen. Control points may be defined to latch (requiring a release
command to unlatch) or operate momentarily. Two methods of
operating control points are used in T/MonXM, Labeled Controls
and Site Controls.

With the Labeled Controls method, a group of control points can be
accessed and operated from any window on the screen. This allows
quick operation of controls that have a high level of urgency. Points
to be operated via this method are defined during data base prepara-
tion.

Points defined as Site Controls can be accessed and operated from
only the window for their site. This allows a higher level of secu-
rity, since access to some windows can be restricted to only certain
users. Points to be operated via this method must also be defined in
the data base.

Derived Alarms/Controls

Matrix formulas can be defined that will evaluate specified alarms
and generate a common or higher level alarm from them. The same
matrix can be used to automatically operate a control point.
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Window MHame : MADERA MAIN
Category : RADSW RADIO SWITCH

_-t:
=
o=

Description

LPAl SN2 7 HY
LPAl1 SN2 7 HY
LPAZ SN2 7 HY
LPAZ SN2 7 HY
BB L-B OFF-ON
BB L-B OFF-ON
IF LB OFF-0ON
IF LB OFF-ON

1
2
3
4
5
b
Ky
8
9
A

1

Enter description

ON-OFF
ON-OFF
ON-OFF
ON-OFF
L 85562
L 85562
L 8552
L 8552

VIDED HY ON-OFF
VIDEO HV ON-OFF

Control Points

Ch I Add Unt Point(s)

RP 14
RP 14
RP 14
RP 14
RP 14
RP 14
RP 14
RP 14
RP 14
RP 14

[T R
O b o DO L DN D) e e

F1=GOTO, F3=BLANK, F8=Sawve, FI9=Help, F1A-Eszsc=Exit
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Control point operation screen

Craft Mode Interface

With Craft Mode T/MonXM can access an ASCII port on a remote
device for troubleshooting or configuration. In addition, any remote
terminal (T/Remote, laptop, etc.) can access the same devices
through the T/MonXM. In this mode the T/MonXM or remote ter-
minal operate as a dumb terminal. Example: A DPS DPM reports an
alarm on a PABX it is monitoring. A technician requires more detail
about the alarm from the PABX. The ASCII port on the PABX

can be connected to the technician’s laptop computer through T/
MonXM’s Craft Mode Interface.

Pager Support

With Pager Support T/MonXM will call up to 999 pager numbers.
Each alarm point can be programmed to call a pager when an
alarm occurs or when it clears. Alarm points are assigned to pag-
ers through pager profiles (up to 99 of them), which are groups or
categories of 30 operators. Operators use schedules to determine
on a 7-day/24 hour basis what pager is called, as well as categoriz-
ing who is pages by alarm type, delay, and pager format.. Up to
999 paging operator schedules may be entered into the T/MonXM
data base. The Pager Support Module includes a schedule excep-
tions screen that can override the 24 hour schedule to make special
changes for holidays, etc. Group mode allows a single event to be
issued to multiple pagers.

2-Way Paging

Two-way paging allows the paged technician to immediately
acknowledge an alarm from the pager. This halts additional paging
activity. A Technician can also acknowledge all alarms at a site, tag
alarms for future reference or ignore nuisance alarms.
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DCP/DCP(F) Interrogator

The DCP(F) Interrogators allows data to be brought into the system
from remotes that use DCP, DCP(F), DCP (X), or DCP1 protocol.
DCP/(F)/(X) protocols are normally used over dedicated lines via 202
modems or RS 422/485 interfaces. This protocol is used to interrogate
all DPS Telecom products as well as other vendors’ equipment.

DCM Interrogator

The DCM Interrogator allows data to be brought into the system from
remotes that use the DCM protocol (MATs and CPMs). The multiple
port version of the module is standard.

TRIP Protocol
TRIP polls DPS Telecom dial-up remotes via dial-up modem.

W/Shell Software
W/Shell is a management software that provides a menu listing for
selecting and running all installed DPS programs.

T/Link Software
T/Link uses an internal modem to provide access to DPS Telecom
Customer Support for system troubleshooting via phone line.

Unlimited Remote Access Ports

Remote Access Ports give T/MonXM the ability to have additional
users independently access the system via modem or direct con-
nection through Intelligent Controller Card ports (see Hardware
Options). Each port may be assigned a different access level for
security. Remote access supports the following hardware/software
emulations in full T/MonXM color: T/Remote workstation, T/Remote
for Windows, and T/Remote for DOS. Remote Access can also
emulate VT100s, WYSE50s and ADDSVP. For users of older ver-
sion of T/Mon, Remote Access ports are limited by the number of
Remote Access software modules you have installed. If more ports
are required at a future time, additional remote access modules may
be purchased. Intelligent Controller Cards or an Ethernet card are
required to provide the physical ports for remote access.

In version 3.5 and later, remote access can also be used over Ethernet.
Up to 16 remote users can be supported on an Ethernet port.

T/Windows

T/Windows software is an advanced version of T/Remote for
Windows, except that it provides users with true point-and-click
access to all the features of T/Mon — making centralized alarm man-
agement easier than ever. T/Windows also provides intensive right-
click functionality for quick and easy access to the major functions of
T/Mon.

Web Browser Interface

This feature, introduced in version 3.5, gives the ability to view and
manage alarms via LAN using Internet Explorer™, or Netscape
Navigator™, This permits alarm management from non-Windows
environments. Features include: Acknowledge individual alarms,
view, add and close Trouble Logs, view report files, up 18 simultane-
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Optional
Features
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ous users. See Sectionl17 (Web Browser Interface) for more infor-
mation.

E-Mail Notification

Introduced in version 3.5 is alarm notification via E-mail. E-mail
notification setup is very similar to pager carrier setup. Each pager
carrier can be given an e-mail address as well as a pager number.
Response options also allow the e-mail recipient to reply to T/
MonXM and acknowledge or Tag alarms via e-mail.

Ping Interrogator

Besides monitoring your Telecom network, T/MonXM can now
act as a check on your LAN and network equipment. The Ping
Interrogator can be used to ping and IP aware device, i.e. servers,
routing equipment, etc. It is a low level device check, simply not-
ing if a device is present or not based on its response or lack of
response to a ping.

Optional features may be added to T/MonXM by installing soft-
ware modules. The software modules provide instant access to
upgrade features. These modules are briefly described below. See
the DPS Catalog for the latest software modules available. Call DPS
Telecom at 1-800-693-0351 if you don’t see a feature or module
that fits your needs. The software modules that are discussed in
detail in the Software Modules section at the back of the manual are
indicated next to each title by the page number they begin on..

Alarm Windows Module

This installable option allows the basic 90 alarm windows (89 plus
an All Alarm window), to be expanded up to 179, 329 or 719 alarm
windows plus an All Alarm window. The number of alarm win-
dows available is dependent on whether the 90, 240 or 690 Alarm
Windows modules have been installed. Multiple Alarm Windows
modules may be installed, up to the 720 alarm windows limit.

Each window can have a verbal description assigned. When a win-
dow has an alarm, the window changes color to indicate the level of
the alarm and the window name flashes. The operator can place the
highlight box around the window and press F3 to move to the COS
screen or press F4 to move to the standing alarm screen. The Alarm
Windows modules provide flexibility in the assignment of equip-
ment to the alarm system.

Alarm Message Forwarding Module

The Alarm Message Forwarding Module allows the user to assign
a alarm window as an ASCII forwarding window. When alarm
information is reported to this window, it is redirected out one of
the intelligent controller ports in ASCII format. All alarms that are
assigned to the forwarding window will be displayed in that win-
dow. The alarms will also be sent out the selected port in the same
format as they appeared on the screen.

For example, if all of the power related alarms from each central
office are assigned to window #8, window #8 can be set to forward
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alarms to one of the intelligent controller ports. If this port is tied to
a printer in another location, the alarms that appear in window #8
will be printed.

Building Access Manager Module
The Building Access Manager Module software supports security
for building access using either DTMF or BAU hardware options.

The DTMF Building Access option allows personnel, without spe-
cial equipment, to log in using a DTMF telephone. The T/MonXM
host computer receives the log in call and (using the DTMF/ASCII
converter) logs in personnel at a building site.

The Building Access Unit (BAU) hardware monitors routine door
alarms and matches them with log in codes entered into the BAU
Keypads at remote sites. Invalid entries and door alarms without
keypad entries are sent to T/MonXM. The BAU gives operators a
way to identify unsecured illegal entries into equipment sites.

ASCII Dial-Up Module

Available in both multi-port and single port versions, ASCII Dial-
Up Modules provide dial-up Support for ASCII Devices. They
accept ASCII Messages, create rule tables for parsing ASCII
information and support control sequences for interrogating ASCII
devices. Requires dial modem.

ASCII Interrogator Module

Available in both multi-port and single port versions, ASCII
Interrogator Modules provide support for direct connect ASCII
device monitoring. This includes checking all data received from
the device for redefined alarm conditions. Once detected, a standard
T/MonXM alarm will be generated. Periodic query commands can
also be issued and their responses processed.

Auto-Databasing ASCII

The Auto-Databasing ASCII Modules automatically fill in alarm
descriptions and assign windows according to user-programmed
instructions. Available in direct connect and multi-port versions.
Ideal for TL1 and other messages that follow a pre-determined for-
mat.

TBOS Interrogator and Responder Module

TBOS Interrogators allow data to be brought into the system from
remotes that use TBOS protocol. These modules support up to 8
TBOS displays for a total of 512 alarm points per T/MonXM port.
TBOS typically requires an RS 422/485 interface, which can be
implemented via an external converter or a docking pad on the 602
card (see Hardware Options).

E2A Interrogator and Responder Modules

E2A Interrogators allow data to be brought into the system from
remotes that use E-Telemetry protocol. This protocol supports up to
255 addresses and is primarily used in the Bell System. Requires an
E-Telemetry interface (see Hardware Options).
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FX 8800 Interrogator Module

The FX 8800 Interrogator software module provides support for the
ADC Fibermux MAGNUM 100 fiber optic terminals, supporting
point to point as well as ring applications. Once the MAGNUM 100
alarm information is on the T/MonXM platform alarm information
can be converted to any of the available protocols supported.

TABS Interrogator/Responder S/W (Multi-port)

Enables the T/MonXM to either interrogate or respond the TABS
protocol on multiple T/MonXM ports. The TABS subset imple-
mented is the Alarm Surveillance & Control section (AS&C) of
AT&T compatibility bulletin #149.

Pulsecom Datalok™ Module

Allows T/MonXM to support the Pulsecom Datalok 10 Series
remote telemetry units. This includes: 10, 10L, 10A, 10A micro,
10D, 10D micro and 10X. The support includes the ability to
configure those remote units that are downloadable. Support also
includes: Analogs, Controls (Momentaries, latched, SBOs) and
point Lockout. DPS Telecom does provide a separate database con-
version service to facilitate migration to the T/Mon platform from
the aging PDP 11 master.

TL1 Combiner Modules

The TL1 Combiner Modules provide filtering and Flow Control For
TL1 Combiner Multiple Incoming TL1 Channels. They support the
RS232, RS422/485 communication boards.

TL1 Responder Modules

The TL1 Responder Modules convert T/Mon alarms into TL1.
They support autonomous messages as well as various retrieve
commands. TL1 controls will be forwarded to the proper device.
User may define TL1 attributes on a per alarm basis. (Requires 8
Megabytes of main-board memory on monitoring platform).

X.25/ASCII Interrogator Software Module -with X.25 card
Provides standard ASCII alarm monitoring functions over multiple
PVCs on a single X.25 card (included). Each PVC may have its
own ASCII rules and is processed independent of other PVCs.

ASCII MUX Software Module

This module enables all direct connect ASCII ports on T/MonXM
to have the ability to connect to the DPS 8-Channel MUX. This
means that if the T/MonXM workstation already has a single port
ASCII interrogator, up to 8 ASCII devices can be connected to that
port by using this software module along with the 8-Channel MUX.
This is ideal for processing data from a large quantity of ASCII
devices without large port allocation requirements. NOTE: Only
ONE ASCII MUX software module is required regardless of how
many 8 channel MUXs are used.

Remote Access Modules
These modules give T/MonXM the ability to have additional users
independently access the system via LAN, modem or direct con-
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nection through Intelligent Controller Card ports (see Hardware
Options). Each port may be assigned a different access level for
security. Remote access supports the following hardware/software
emulations: Web Browser Interface, T/Windows, T/Remote work-
station, T/Remote for Windows, and T/Remote for DOS. Remote
Access can also emulate VT100s, WYSES50s and ADDSVP.
Ethernet support is provided for up to 16 users of T/Remote for
Windows and color VT100 24 or 25 line drivers. This module

is available in 1, 2 or 4 port additive modules. Physical ports for
Ethernet or Intelligent controllers require the appropriate hardware
modules.

ASCII Query Language (AQL) Module

This module enables T/MonXM to Respond to Commands from

a Higher Level Management Computer as well as Reporting
Spontaneous Alarm events. Commands Include: Issuing Controls,
asking for Standing or Unacknowledged Alarms for a Particular
window, Placing devices on/offline. Also supports the reporting of
analog data.

XMEdit Software

This software can be used on an off-line computer to prepare

and maintain the database for T/MonXM. This allows the system
administrator to perform data basing activities without interrupting
on-going alarm monitoring at the T/MonXM Workstation.

SNMP Agent

With the SNMP Agent, T/MonXM can forward alarms from multi-
ple sources, using multiple protocols, to an SNMP manager. Alarms
can be directed to SNMP as direct displays or as derived alarms,
allowing alarms from many different sources to be used. The SNMP
Agent transmits an SNMP packet over an Ethernet, SLIP or PPP
link. It supports Get, Get Next, Trap and Set Messages. An NE2000
Ethernet card is required - standard in new systems. (Packages are
available with or without the Ethernet card.)

Network Alarm Controller -NAC

Allows direct polling through an Ethernet 10BaseT network to
KDA remotes that are equipped with an Network Interface Adaptor
(NIA). An Ethernet card is required. (Packages are available with or
without the Ethernet card.)

T/Mon SQL

The T/Mon SQL job is designed to store history events in a SQL
database. Once in the SQL database they can be queried from any
number of outside sources. In order to accomplish this the T/Mon
must forward it’s history events via TCP to the T/Mon SQL Agent
which will insert them into the SQL database. The T/Mon SQL
Agent is used to manage the SQL database.

Cordell Responder Module
Reports alarms to higher-level Cordell master.
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Options

Port Interface Cartridge
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Granger Interrogator Module
Enables T/MonXM to obtain alarms and analog values from
Granger 8000 system remotes.

Badger Interrogator Module
Enables T/MonXM to obtain alarms from Badger remotes

T/GrafX

The T/GrafX software module is supplied with the T/GrafX work-
station or software. Instructions for using it are included in the T/
GrafX Operation Guide or Manual.

You can order additional Port Interface Cartridges (PICs) for differ-
ent interfaces and terminations.

Standard T/Mon NOC Port Interface Cartridges
Note: Refer to the T/Mon NOC hardware user manual for more
information.

* 202/FSK/PSK Modem Interface Cartridge with Screw Down
Termination (D-PK-1C202-12001)

* RS-232 Interface Cartridge with DB9 Termination, RJ11
Termination, or Screw Down Termination (D-PK-1C232-12001)

* Dial (33.6K modem/1200 baud modem) Interface Cartridge
with Screw Down Termination (D-PK-IC336-12001)

» RS-422/485 Interface Cartridge with Screw Down Termination
(D-PK-IC485-12001)

T/MonXM WorkStation Pin-Compatible Port Interface

Cartridges

*  202/FSK/PSK Modem Interface Cartridge with RJ11
Termination (D-PK-RC202-12001)

* RS-232 Interface Cartridge with RJ11 Termination (D-PK-
RC232-12001)

* Dial (33.6K modem/1200 baud modem) Interface Cartridge
with RJ11 Termination (D-PK-RC336-12001)

*  RS-422/485 Interface Cartridge with RJ11 Termination (D-PK-
RC485-12001)

IAM and IAM-5 Pin-Compatible Port Interface Cartridges
* 202/FSK/PSK Modem Interface Cartridge with DB9
Termination (D-PK-9C202-12001)

* RS-232 Interface Cartridge with DB9 Termination (D-PK-
9C232-1001)

» Dial (33.6K modem/1200 baud modem) Interface Cartridge
with DB9 Termination (D-PK-9C336-12001)

* RS-422/485 Interface Cartridge with DB9 Termination (D-PK-
9C485-12001)



Fig. 1.7 - Intelligent
Controller Card

Fig. 1.8 - Docking module
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IAM-5 and T/MonXM Workstation Port Interface Cartridges
Intelligent Controller Card

The Intelligent Controller Cards are switch addressable for 4
sequential ports at a time. The T/MonXM WorkStation will accept
up to 4 cards (limit of 16 ports).

D-PC-600-10A-00 Intelligent Controller Card
Four (4) Port Intelligent Controller Card for Ports 1-16 with RS232
Interface.

D-PC-602-10A-00 Intelligent Controller Card

Four (4) Port Intelligent Controller Card for Ports 1-16. Interfaces
available with the factory installation of up to four docking mod-
ules. Depending on interface requirements, the 602 Card can be
equipped with a variety of modules. The 602 Card docking modules
are described below.

D-PC-603-10A-00 Intelligent Controller Card for Pentium T/
MONSs

Shorter version of the 602 for use in the short slots of TMON
Pentium mother boards. Uses one docking module and three hard-
wired RS232 or RS422/485 ports.

Docking Modules
D-PR-140-10A-00 212 Type 1200 Baud Internal Modem
Provides 212 type 1200 baud modem interface for the 602 card.

D-PR-145-10A-00 212 Type 2400 Baud Internal Modem
Provides 212 type 2400 baud modem interface for the 602 card.

D-PC-635-10A-00 202 Type 1200 Baud Internal 4-Wire Modem
Provides 202 Tone Modem interface for the 602 card.

D-PC-645-10A-00 RS232 Docking Module
Provides RS232 interface for the 602 card.

D-PC-655-10A-00 RS422/RS485 Docking Module
Provides RS422/RS485 interface for the 602 card.

In addition to the 602 card described above, versions are available
which have the equivalent of the docking modules hard-wired to the
card. See the DPS Catalog, or call us at (800) 622-3314 for details.

Uninterruptible Power System (UPS)

The Uninterruptible Power System (UPS) is line-interactive and
computer-grade quality. It has outstanding lightning and brownout
protection, and RF noise filtering. Because the software is commu-
nicating with the UPS, there is no break in power transfer between
line power and UPS usage. The UPS has two operational modes:
time-out and extended operation. Time-out mode allows a user
assignable amount of time, in minutes, after going to battery power
before T/MonXM will be shut down. This allows performance of
an orderly shutdown without corrupting alarm data files. Extended
operation mode allows T/MonXM to continue normal operation
until two minutes of battery operation remain before the it will be
shut down. In the event of an extended overnight power failure this
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will permit unmanned operation to continue until shutdown. When
power goes back on, T/MonXM will restart the system and go back
into Monitor mode or the Master menu Log On screen.
Special Options

* D-PC-102-10A-00 Relay Card with Alternate Address

* D-PR-240-10A-00 X.25 Synchronous Channel Card (Channels

1-4)

* D-PR-100-10A-00 Multi-Type Printer - NX1001

* D-PR-130-10A-00 Internal Tape Backup

* D-PR-051-10A-00 Uninterruptible Power System (UPS).

For additional items call us at 1-800-622-3314.
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About this Manual

This manual is divided into three parts:

Partl

Part 11

Part 111

contains the T/Mon hardware setup information
and procedures for using the core T/MonXM
software.

represents the Software Modules. This
section supports the software modules
available in T/MonXM software. Some are
standard, others are optional.

is the Appendix. Appendixes include tables
and other support details that may be
referred to in Parts I or II.

NOTE: For specifications and basic setup instructions for your
T/Mon hardware, please refer to the appropriate Quick Start Guide.

Refer to the

T/Mon LNX
Quick Start
Guide

A5 Teaco

TiMon NOC

Refer to the
T/Mon NOC
Quick Start
Guide

NOTE: This manual is continually updated. DPS Telecom will make
every effort to provide software owners with the most current manual
as it becomes available. To assist us in supporting your manual,
please send in the registration card included with your equipment.
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Section 1 - T/Mon NOC/LNX Hardware
Installation Guide

Slide Rack
Mounting

D-UM-TMNXM-12001

= E 2

Fig. 1.1 - Th

The vast majority of T/Mon users order their unit with the accessory
Slide Rack. The Slide Rack enables T/Mon to easily slide out of its
rack position for installation and service access.

Your T/Mon shipped with the Slide Rack already mounted to the
unit and with the specified rack ears in the correct position for
installation.

Installing the T/Mon with Slide Rack takes three steps:

1. Removing the Slide Rack from the T/Mon
2. Mounting the Slide Rack on the equipment rack
3. Mounting the T/Mon on the Slide Rack.

Note: The T/Mon with Slide Rack occupies 10.5” (6 rack units) of
rack space. At least 1 rack unit (1 3/4”) should be allowed above
the T/Mon for ventilation. The Slide Rack extends nearly 13” — be
sure to provide adequate service loop in the connecting cables to
allow the T/Mon to extend to this distance. After installation and
testing of the T/Mon is completed, the slide lock screws should be
installed in the Slide Rack to prevent accidental migration of the
unit into the aisle space. The slide lock screws go into the equip-
ment rack when flush mounted.

Removing the Slide Rack From T/Mon
Removing the Slide Rack makes mounting the T/Mon an easy, one
person, job. To remove the Slide Rack, follow these steps:

1. Make sure the T/Mon is off and disconnected from all network
interfaces and power supplies.

2. Carefully place the T/Mon upside down on a clean, even sur-
face. (This will not damage the unit.)

3. The T/Mon is secured to the Slide Rack by two screws — see
Figure 1.1. Remove these screws and save them for reattaching
the unit.

4. Gently lift the Slide Rack to remove it from the T/Mon .

ese screws secure the T/Mon to the Slide Rack

Section One - Introduction 1=1
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Mounting the Slide Rack

The Slide Rack is light and can easily be mounted to the equipment
rack by one person. The rack ears specified with your order (either
19” or 23”) are already attached to the Slide Rack. (If the incorrect
ears have been attached to the Slide Rack, look for the extra ears
included with your shipment.)

To mount the Slide Rack to the equipment rack, follow these steps:

1. Supporting the Slide Rack with one hand, align the mounting
holes in the rack ears with the rack rails.

2. Secure both brackets with the rack screws provided in the hard-
ware bag.

Fig. 1.2 - The Slide Rack can be easily mounted by one person

Mounting the T/Mon on the Slide Rack
To mount the T/Mon on the Slide Rack, follow these steps:

1. Extend the Slide Rack.
2. Lift the T/Mon and place it on the Slide Rack.

Fig. 1.3 - Place the T/Mon on the extended Slide Rack

1-2 Section One - Introduction



T/MonXM 6.8 User Manual

Fig. 1.4 - There is a mounting tab on either side of the Slide Rack
approximately 2” from the front of the Slide Rack

3. Align the notches on the bottom of the T/Mon with the mount-
ing tabs on the Slide Rack — see Figure 1.4. There is a tab on
either side of the Slide Rack, approximately 2” from the front of
the Rack. Gently place the T/Mon onto the mounting tabs.

4. From below the T/Mon, insert the two screws that secure the T/
Mon to the Slide Rack.

5. Slide the Slide Rack back into place.

Fig. 1.5 - Secure the T/Mon by inserting the two mounting screws from below

D-UM-TMNXM-12001

Rack Mounting

If you did not order the Slide Rack, your T/Mon is equipped with
rack ears that can be positioned for either 5 projection or flush
mounting in either 23” or 19” racks.

To mount the T/Mon directly to the equipment rack, follow these
steps:

1. Determine which mounting configuration is required. The T/
Mon is supplied with the brackets in the 19”/5” projections
position.
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2. [If a different configuration is required, remove the 8-32 screws,
re-orient the brackets and re-install the screws.

3. Place the T/Mon in the rack and align the mounting holes in the
brackets with the holes in the rack rails. Secure each bracket
with two 12-24 screws (provided in hardware bag).

BaCk Panel Power feeds, serial ports, the LAN port and the internal modem
C . port are located on the back panel of the T/Mon — see Figure
on neCtlons 1.6. Here you will also find ports for connecting a VGA monitor

and keyboard, and the Cartridge Extractor key used for removing
Port Interface Cartridges. Connectors not labeled in Figure 1.6 are
reserved for future use.

Swappable Port
B Cartridges _ Intemal  Aux, Visible, &
Modem Port Audible Relays AC Power Input
- | ]
i ._-- .-..-n....n..u
n
l.i .’ .5 .E - . .5 Power
" Switch
Ethernet port
Printer Paraliel
Port
Keyboard Port
COM Port &
Video Out
Empty Port Interface Cartridge Bays
Covered with Blanking Plates
(room for an additional 16 ports)
Fig. 1.6 - T/Mon NOC back panel (AC version shown)
Pawer
fan
Monilor
Mouse Gm':.u:::ing

Powaer Inputs &
Fusers (DG Vorsiong

T T TS T T A P, T . TN ST PR TR

Cold-Bwappable Port Interlace Cantidges
Fig. 1.7 - T/Mon LNXback panel (DC version shown)
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Power Dual —48 VDC Models

C t. These instructions apply only to T/Mon models with dual —48
onnections power connections. To connect the T/Mon to a power supply,

follow these steps:

1. Remove T/Mon fuses and appropriate fuses from power source.
2. Remove the power connector plugs from T/Mon.

3. Connect a 48 VDC line to the —48 volt terminal and a battery
ground to the GND terminal of each power connector plug. Seat
the barrier screws firmly, but be careful not to nick the bare
wire.

4. Push the power connector plugs firmly into their sockets. Not

that the power connector plug is keyed and the plug must be
properly aligned within the socket.

5. Reinstall power source fuses.

6. (Optional) Use voltmeter to check polarity Connect common
lead to ground and V lead to —48V power. Meter should read
from —48 to -56 volts.

7. Connect fuse alarm relay outputs. The fuse alarm relay pro-
vides dry open contact closure, which can hook into a remote or
other device to give you visibility of a blown fuse.

Note: T/Mon also has an internal fuse alarm for blown fuses
which can be viewed in Monitor Mode.

8. Reinstall T/Mon fuses. The PWR LED for each power connec-
tion will light GREEN.

Fig. 1.8 - T/Mon Power Connections
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110 VAC Models

These instructions apply only to T/Mon models with 110 VAC
power connection. To connect the T/Mon to a power supply, follow
these steps:

1. Insert the power cord into the power inlet on the back of the T/
Mon . Connect the plug end to a 110 VAC outlet.

2. Turn on the power switch on the back panel to start the system.

Previous T/Mon hardware required a security key to be connected
to the back panel printer port. This method is no longer used. If the
error message below appears on boot up, contact DPS at 559-454-
1600.

Program = TAM Uersion = 4_5BA4_.1222

DPS key not found —-1-8
If key iz present in your system and is connected
to a printer. verify that the printer is turned on.

For assistance contact DPS Telecom at:

Phone: 559-454-1680
Fax = 557-454-1688

Press Any Key to Continue

Fig. 1.9 - Security Key error message - Contact DPS if this message appears.

If you want to connect a printer to your T/Mon to print reports and
logs, you can connect any standard parallel printer to the female
DB25 connector.

To set up a printer in the T/MonXM software, choose Parameters >
Hard Copy from the Master Menu.
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Network LAN Connection
. Connect the T/Mon to your LAN by inserting a standard Ethernet
Con nections cable into the 10/100 BaseT port located on the rear of the unit —

see Figure 1.10.

These connectors
reserved for future use

usse
Fig. 1.10 - T/Mon LAN connector

Internal Modem Connection

To connect to the T/Mon ’s internal 56K modem (used for dial-
up console access), connect a standard phone line to the internal
modem port — see Figure 1.11. The modem port is the bottom
RJ11 connector, labeled with the icon of an RJ11 plug. If you
would like to use a telephone on the same line, plug the phone line
into the telephone jack just above the modem port (labeled with a
telephone icon).

Telephone Jack ==}

Modem Port

MODEM
Fig. 1.11 - Internal modem port
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T/Mon ’s 24 serial ports can be individually configured for the inter-
face you choose. Each port is housed in a removable Port Interface
Cartridge (PIC). If you ever want to change your port configuration,
or if a port is damaged, you can replace a single port without opening
the case or disconnecting other ports.

If you ordered your T/Mon with less than 24 ports populated, the
empty Port Interface Cartridge bays will be covered with a blank-
ing plate. This plate can be removed to add more Port Interface
Cartridges later.

Port interface cartridges are available with the following interfaces:

+ RS-232

*  RS-422/485

e 202 modem

¢ 33.6K modem
* FSK modem

*  PSK modem

T/Mon Port Interface Cartridges are divided into three families,
depending on their pinout compatibility: standard; pin compatible
with the T/MonXM WorkStation; and pin compatible the IAM and
IAM-5.

Swappable Port
Interface Cartridges

Cartridge Extractor —

Empty Port Interface Cartridge Bays
Covered with Blanking Plates
(room for an additional 16 ports)

Fig. 1.12 - T/Mon serial ports (DC version shown above)
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Pinouts

R3-232

{D-PR-20232-12001)

GND _I [—Fréx

54312 1—=ncn

BB TESH
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RE5-423485

(D-PH-SC485-12001)

TE+
T —— .|,_ s

4321

9BTE

RX+
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IAM-Compatible Port Pinouts

These Port Interface Cartridges are pin compatible with the IJAM
and [AM-5. Refer to these diagrams when making serial port con-
nections to the T/Mon.

202FESKPSK Modem
[D-PR-9C202-12001)

Ping Signal  Description Pin#  Signal  Dwescription
1 DCD Data Carrier Detect 1
R+ -
2 RX Receive data lr I ™= 2 TH- Transmil data-
3 TX Transmit data 54321 3
4 4
5 GGNDO Grsund 5 R¥+  Recaive datas
6 9 ET A g
7 RTS Request o sand r | T TH+ Transmil dala+
B CTS Clear to send RX- TX+ & RX- Receive data-
8 ]
Dial (336851200 Baud) Modem
Pin#  Signal Descriplion (D-FIE-8C-336-12001) Fan#t  Signal
1 RX- Recaive data - |
; Tx+ Transmit data + TIE _I 2
3 TX- Transmit data - £ 40321 3
4 4
& ]
7 RX+  Recewe datas asve 7
B RING 8 RING
9 8

Fig. 1.13 - Pinouts for IAM-compatible Port Interface Cartridges
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T/MonXM WorkStation-Compatible Port Pinouts

These Port Interface Cartridges are pin compatible with the IJAM
and [AM-5. Refer to these diagrams when making serial port con-
nections to the T/Mon.

g INLFSHPSK Mosern
(B-PE-RCERA 20017) (D-FN-RC203-1300 1)
& KT (Feacebs Dwtal 8 T+ [Trarsamit Data =]
— _//—“lmmmm m L
—— 4GND (Ground] :] A & A+ (Fecabvs Duta +)
— :—\:: 3 CTE [Chear o Sand) — = \“ﬂl— 3 Ri- [Raeshe Dstn §
", 2 DGO {Data Carrier Dutest) InT
4 TS [Requsst to Sand) 1 T%- (Tranamit Datn
RA-AZEMES Dilal {33, 80M 200 Baua] Moderm
(D-PI-FRCASS-1 2001) (D-PE-RCII8-12001)

§ FR+ (Recaive Duta +}
f,(—.' & RL- [Fincolve Dista -
i NG

\tmmm-j
1 TIC# (Trarmett Dutm +

o

4 Ring

N+

Fig. 1.14 - Pinouts for T/MonXM WorkStation-compatible Port Interface Cartridges

Changing
Port Interface
Cartridges

WARNING!

The Port Interface Cartridges are
NOT hot-swappable! DO NOT
remove them while the T/Mon is
operational.
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Port Interface Cartridges (PICs) can be easily replaced without
opening the T/Mon case.

Changing a Port Interface Cartridge takes three steps:
1. Shutting down the T/Mon

2. Changing the Port Interface Cartridge

3. Defining the port parameters in T/MonXM

Shutting Down T/Mon
1. Exit Monitor Mode by pressing F10 or Esc

2. Exit T/MonXM by pressing F10 or Esc

3. When the W/Shell screen appears, remove the fuses from T/Mon
and disconnect the power supply.
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1. Remove the screw from the Port Interface Cartridge.

2. Remove the Cartridge Extractor from its slot and insert it into
the vertical slot in the Port Interface Cartridge.

3. Turn the Cartridge Extractor and remove the Port Interface
Cartridge from the cartridge bay — see Figure 1.15.

4. Insert the new Port Interface Cartridge into the slot. Do not
force the PIC into the slot.

Note: Make sure the Port Interface Cartridge is compatible with the
intended port usage. For example, you wouldn’t want a 33.6K dial-
up interface on a TBOS port.

5. Reinsert the screw and tighten to secure the Port Interface
Cartridge. Do not overtighten the screw.

Fig. 1.15 - Use the Cartridge Extractor to remove the old Port Interface Cartridge

Configure Port Parameters
1. Reconnect the T/Mon’s power supply, and power up the unit.

2. When the W/Shell screen appears, choose Main > T/MonXM >
Run T/MonXM to start T/MonXM.

Parameters
Remote Ports
Hard Copy
UPs
Alarm Format
Hiscellaneous
BSU

Card 'CI

Building Access
THonHET
Maintenance Reset
Summary Colors
Time Services
Quit-sHaster

Fig. 1.16 - Choose Master > Parameters > Card PCI
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3. From the T/MonXM Master Menu, choose Parameters > Card
PCI — see Figure 1.16.

4. In the PCI Card Definition Screen, use the arrow keys to choose
the port number you want to change.

Card Definition

a]
=]
L]

Type Fort Type Port

212-33.6 Mdm 92 Mone

RS 232 18
RS 232

RS 232

Mone

Mone

Mone 212-33 .6

Mone

1
2
3
4
5
6
?
8

Select docking pad interface

Quit-Hazter
DPFE Telecom Technical Support : 559-45%4-1688

5. Press Tab to select the List Box. Use the arrow keys to choose
the correct Port Interface Cartridge type — see Figure 1.17.

6. Press F10 or Esc to exit to the Parameters Menu
7. Press F10 or Esc to exit to the Master Menu

8. From the Master Menu, choose Monitor to enter Monitor Mode
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LC D D|sp|ay T/Mon ’s front panel LCD display provides a convenient listing of
system status messages. You can select what information is dis-
played by using the MODE, SELECT and A and ¥ buttons.

When the T/Mon is in Monitor Mode, the LCD display will show
one of six screens.

The first is the Standard Prompt, which is displayed when no other
menu item is selected — see Figure 1.18. The standard prompt
shows three items:

* T/Mon software version

» Polling status. If the T/Mon is polling alarms, the word
“Active” will be displayed in the standard prompt. In redundant
dual master configurations, the actively polling T/Mon will dis-
play “Active” in the standard prompt, and the back-up T/Mon
will display the word “Inactive.”

*  Current time
To change the LCD display, press the MODE button.

Fig. 1.18 - The T/Mon LCD display, showing the Standard Prompt

Standing/COS Alarm Display

This screen lists the current number of standing and change-of-state
(COS) alarms.

To see other screens, press the ¥ button to scroll down the list.
You can also press the A button to scroll the list backwards.

Fig. 1.19 - Standing/COS Alarm Display
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Run Time/Mon Time Display

This screen lists the Run Time (total system uptime since the T/
Mon was powered up or rebooted) and the Mon Time (total time in
Monitor Mode).

Fig. 1.20 - Run Time Mon Time Display

System Name and IP Address Display
This screen lists the system name of the T/Mon and its assigned IP
address.

Fig. 1.21 - Software Version and Serial Number Display
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Contrast Display

This screen provides controls for adjusting the contrast of the LCD

display. To adjust the contrast, press MODE until this screen is dis-
played. Use the A and ¥ buttons to adjust the contrast, then press

SELECT to set your choice.

MODE SELECT

Fig. 1.22 - Contrast Display

Other T/Mon Status Messages

When the T/Mon is not in Monitor Mode, other status messages
will appear in the LCD display. These status messages are described
in Table 1.A.

Tbl. 1.A - Additional T/Mon status messages

Display Message Description

The version of TCP Agent currently loaded is earlier than the earliest recom-

TCPAgnt Outdated mended version, TCP Agent 1.0D

TCPAgnt Not Load |[TCP Agent is not loaded

Loading TMon T/Mon software is loading from disk
Initializing T/Mon is initializing in preparation for Monitor Mode
Closing Files T/Mon is closing files during shut down
Offline T/Mon is currently not monitoring

Halt Monitoring T/Mon is in the process of leaving Monitor Mode
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W/Shell Status Messages
Other status messages appear in the LCD display only when the W/

Shell program is active. W/Shell status messages are described in
Table 1.B.

Tbl. 1.B - W/Shell status messages

Display Message Description

WShell

Loading W/Shell is loading

WShell

Active W/Shell is active.

WShell

Format Floppy W/Shell is formatting a floppy disk

W/Shell

Closing Files W/Shell is closing files and exiting

1-16 Section One - Introduction
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Section 2 - Starting T/MonXM Software

i
2
3
4
5
F
8
u

W/Shell

Note: W/Shell is not
available for the T/Mon
LNX. The following steps
are only for T/Mon NOC,

T/MoniM Shell

Uersion 4.0i

DPS Telecom
4955 E Yale Ave
Fresno, CA 93727

Phone: (559> 454-16008
FAX =: (559) 454-1688
e—mail: supportldpstele.com

Fig. 2.1 - Main W/Shell screen

W/Shell is the lowest-level user interface for your T/MonXM sys-
tem. This is the program you see when the system is on and T/
MonXM is not running. Normally, you only need to work with W/
Shell to start T/MonXM, to update your software, or to setup your
network. The following sections explain the options in W/Shell. See
the following pages for more information on each selection.

SLIM, and IAM users

Table 2.A - W/Shell main menu itemized

Selection Description
NETWORK SETUP Run .the Network _Setup Utility for configuring systems IP connection (See
Section 3 for details)
TLINK Run the T/Link Utility for configuring remote connection via COM port or

modem

UPDATE SOFTWARE

Upgrade IAM or T/MonXM software from CD

IAM or TMONXM

Run T/MonXM

WORKSTATION INFO

Display your IAM or T/Mon information

Format Floppy Disk

Use system floppy disk drive to initialize a disk

System Time

Manually set system date and time

Update Using T/Install

Upgrade, install, or remove DPS software from floppy disks

DNHVIMIVABBOM-12001
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Run T/MonXM
from W/Shell

Upgrading The
Software from a
CD

Note: When a software
upgrade is installed, the
original on-line/off-line set-
tings and tagged alarms
will be lost.

Note: The serial num-
bers of your software
upgrade disks and T/
Mon or IAM must match.
If you have multiple T/
Mons, make sure that
you use the correct disk
set with each machine.

When the T/MonXM system finishes booting, the W/Shell util-
ity will run. Highlight IAM or TMONXM on the menu and press
Enter. The program will load and the log on screen will be dis-
played.

Note: The other menu items in W/Shell are used under the direction
of DPS Technical Support. The T/Mon comes from the factory with
all the software loaded. Software installation is required only to
install system upgrades or new software modules, or during system
recovery.

The T/MonXM upgrade is installed from within your present T/
MonXM installation, using the included T/Install program.

Note: This upgrade must be installed directly onto the internal
hard disk of the T/Mon or IAM. This software cannot be installed
through a remote or LAN connection.

To install the T/MonXM Version 4.6 upgrade, follow these step-by-
step instructions.

Step One: Exit to W/Shell

1. If T/MonXM is running in Monitor Mode, press F10 or Esc to
exit Monitor Mode. At the Log Off prompt, press R to return to
the Master Menu.

2. From the Master menu, choose Quit to exit T/MonXM.

pdates

Fig. 2.2. Choose Updates from the W/Shell Main menu.

Step Two: Install W/Shell CD Support

Upgrade
1. Insert the floppy disk labeled “W/Shell CD Upgrade.”

2. After exiting T/MonXM, the W/Shell screen will open to the
TMonXM or IAM Menu.

3. Choose Quit to to exit to the W/Shell Main menu.
4. Choose “Updates” from the W/Shell Main menu, see Figure 2.2.
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5. The Update Menu prompt screen will appear. Press Enter to launch
T/Install.

Note: You can exit this screen by pressing F10 or Esc.

6. Your T/MonXM system will read the disk and the T/Install program
will start.

7. The T/Install screen lists the program to be installed: CDUPG
8. Press Enter to choose the highlighted Install command.

T/Install
Program Information

Program CDUPG Uersion # : 1.6a
Current disk # Disk #1 of 1 Serial # N +.4.1.1.1

Type of protection: Hardware Release Date =
Product Class: PROGRAM

ACTION MEDIA BY DATE TIME COMMENT
———————————————————————————— (Last 3 Uses>
Installation

Destination drive(A-H>: C Uolume Label : MS-DOS_6
Destination path N

Name of installer MCH
Comment 4.5 UPGRADE

Begin installation <¥/N>? N

Type "Y' and press Enter to begin installing the software.

Fig. 2.3. Installation setup fields

Step Three Setup Installation
The Installation window, similar to that shown in Figure 2.3, will
appear. Fill in the fields with appropriate information.

The fields in the Installation window are:

Destination drive: The disk on which the upgrade will be installed.
On all standard installations you should accept the default destina-
tion, C, the internal disk of the T/MonXM system.

Volume label: This field will be automatically filled with the label
of the destination disk.

Destination path: The directory where the upgrade will be
installed. On all standard installations you should accept the default
path: \ (the root directory).

Name of installer: Enter your name or initials here. Installers’
names are used by T/Install’s history function to track installations.

Comment: Enter a comment to identify the installation.

After filling in the installation setup fields, type Y and press Enter
to begin installation.
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nsta
Program Information

Program - TAM Version # 4.5

Current disk # : Disk H1 of 4 Serial # . 06150

Type of protection: Hardware Release Date : MAR 18,2004
Product Class: PROGRAM

ACTION  MED

Install MS-| The software has been successfully installed.

Press anv key to continue.

Install
Remove

History
Quit

Fig. 2.4. Successful installation message prompt

Step Four Run Installation
The installation process will only take a few minutes. After a suc-
cessful installation, you will see the screen shown in Figure 2.4. Press
any key to exit T/Install and return to the W/Shell Main menu.

MAIN

. UPDATE SOFTWARE

UPDATE SOFTUWARE
1. UPDATE FROM CD MondM Shell

SomhwhE

2
Q rsion 4.0i

DPS Telecom
4955 E Yale Ave
Fresno, CA 93727

Fig. 2.5. Select Update From CD from the Update Software Menu

Step Five Update W/Shell, T/MonXM, NetSetup and T/
Link from the CD

1. Insert the T/Mon or IAM Update CD into the CD-ROM drive of
the T/Mon or IAM.

2. Choose “Update Software” from the Main menu. See Figure 2.5.
3. Choose “Update from CD.”

2-4 Ssection Two - Software Installation



T/MonXM 6.8 User Manual

Install TLink Upgrade 2.1 to C:\ [¥Y.N1?Y
nable to create directory
LINKUPGNTLINK.EXE
1 file<{s> copied
Install Net Setup Upgrade 2.8E to C:\DPSNET [Y.N1?Y¥

file(s> copied

3 e
Install IAM 4.5AB4.0630 to C:\TMONEM [¥.N17_

Fig. 2.6. Enter Y to install each software upgrade

4. When prompted, press “Y” to install each software upgrade. See
Figure 2.6.

Note: “Unable to create directory” or “Directory already exists”
messages are a normal part of CD installations and do not indicate
an error.

5. Press any key to return to W/Shell.
6. Restart the computer.
On the T/MonXM WorkStation: Press CTRL-ALT-Delete

On the IAM-5: In the T/AccessMW menu bar, choose
Connection > Reboot Remote System.

Re-i nsta"ing T/ Under normal circumstances installation will only need to be done
for software updates or newly ordered modules. However, the origi-
MonXM (Com' nal disks have been supplied with the workstation for archival or
pl ete SySt em emergency recovery procedures.
This procedure should only be done when a complete system recov-
recove rY) ery is required, as with a hard disk failure. DPS technical support

should be notified before undertaking these steps.

Note: This procedure To re-install IAM or T/MonXM from a CD follow the instructions

does not restore yqur from sections 2-2 to 2-5. If you are re-installing I[AM or T/MonXM
database, but provides a from floppy disks use the instructions on the following sections.
clean copy of the original

software.
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Upgrading The
Software from
Floppy Disks

Step One

Note: When a software
upgrade is installed, the
original on-line/off-line set-
tings and tagged alarms
will be lost.

Step Two

Note: The serial numbers
of your software upgrade
disks and T/Mon or IAM
must match. If you have
multiple T/Mons, make
sure that you use the cor-
rect disk set with each
machine.

The latest T/MonXM version is installed from within your present T/
MonXM installation, using the included T/Install program.

Note: This upgrade must be installed directly onto the internal hard
disk of the T/Mon or IAM. This software cannot be installed through
a remote or LAN connection.

To install the T/MonXM Version 4.6 upgrade, follow these step-by-
step instructions.

Exit to W/Shell

1. If T/MonXM is running in Monitor Mode, press F10 or Esc to
exit Monitor Mode. At the Log Off prompt, press R to return to
the Master Menu.

2. From the Master menu, choose Quit to exit T/MonXM.
3. Quit again to exit to WShell.

pdates

Fig. 2.7. Choose Updates from the W/Shell Main menu.

Install W/Shell Upgrade
1. Insert the floppy disk labeled “WS XM or IAM UP-.”

Note: T/Mon users should use disks labeled “WS XM UP” disk.
IAM users will should use disks labeled “WS IAM UP.”

2. After exiting T/MonXM, W/Shell will open to the TMonXM or
IAM Menu. Choose Quit to exit to the W/Shell Main menu.

3. Choose “Updates” from the W/Shell Main menu. See Figure 2.7.

4. The Update Menu prompt screen will appear. Press Enter to
launch T/Install.

5. Your T/MonXM system will read the disk and the T/Install pro-
gram will start.

6. The T/Install screen lists the program to be installed: IAM Shell
or XM Shell

7. Press Enter to choose the highlighted Install command.

2-6 Section Two - Software Installation



T/MonXM 6.8 User Manual

T/Install
Program Information

Program : TMONKM Version # S

Current disk # : Disk #1 of & Serial # ;06150

Type of protection: Hardware Release Date : MAR 18,2004
Product Class: PROGRAM

ACTION MEDIA BY DATE TIME COMMENT
—— { I 1 < R Y1)
Installation

Destination drive(A-H): C Yolume Label : HS-D0OS_6
Destination path : ATHONKM

Name of installer : JRB

Comment : 4.9 UPGRADE

Begin installation (Y/N)? N

Type "Y" and press Enter to begin installing the software.

Fig. 2.8. Installation setup fields

Step Three Setup Installation
The Installation window, shown in Figure 2.8, will appear. Fill in

Note: Program titles and the fields with appropriate information.

default destination paths
may vary according to
your 1AM or T/Mon and Destination drive: The disk on which the upgrade will be installed.

firmware versions. On all standard installations you should accept the default destina-
tion, C, the internal disk of the IAM or T/MonXM system.

Volume label: This field will be automatically filled with the label
of the destination disk.

The fields in the Installation window are:

Destination path: The directory where the upgrade will be
installed. On all standard installations you should accept the default
path: \ (the root directory). Note: Accept the default path unless
you are instructed to do otherwise by a DPS Technical Support
Representative.

Name of installer: Enter your name or initials here. Installers’
names are used by T/Install’s history function to track installations.

Comment: Enter a comment to identify the installation.

After filling in the installation setup fields, type Y and press Enter
to begin installation.
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T/Install

Program Information

Program : IAH Version # A

Current disk # : Disk #1 of 4 Serial # ;06150

Type of protection: Hardware Release Date : MAR 18,2004
Product Class: PROGRAM

ACTION  MED

Install MS-| The software has been successfully installed.

Press anv key to continue.

Install
Remove

History
Quit

Fig. 2.9. Successful installation message prompt

Step Four Run Installation

The installation process will only take a few minutes. The prompt
line at the bottom of the screen will list the files being installed and
prompt you to swap installation disks when necessary.

Note: Program titles and
default destination paths

may vary according to . . . .
your IAM or T/Mon and After a successful installation, you will see the screen shown in

firmware versions. Figure 2.9. Press any key to exit T/Install.

You will return to the W/Shell Main menu. From here you can
run your upgraded IAM or T/MonXM software or you can choose

Upgrades again to perform more installations.

Step Five Quit T/Install

After the upgrade is finished press Enter to select Quit. Then press
“Y” and remove the disk. Now you are ready to install updates, see
The following page for more information.
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T/Mon8M Shell

pdate Using T/Install Uersion 4.0i

DPS Telecom
4955 E Yale Ave
Fresno, CA 93727

Fig. 2.10 Select Update Using T/Install to install updates from a floppy disk

Step Six Install Updates Using T/Install
1. Insert Disk 1 of the T/Mon or IAM four-disk set.

2. Choose “Update using T/Install” from the W/Shell Main menu,
see Figure 2.10.

Note: T/Install is not avail-
able for the LNX platform.

The following instructions
apply to T/Mon NOC, 3. The Update Menu prompt screen will appear, see Figure 2.11.

SLIM, and IAM models. 4. Repeat Steps 2-4 to install the other T/Mon or IAM floppy disks.

Once you have finished repeat steps 2-4 to install T/Link, NetSetup
and any other Utilities using T/Install.

UPDATE MENU

This function is used to install software upgrades.

Insert the software installation disk inteo the floppy drive

and press Enter to begin the installation process.

Press Enter to begin the installation process:

Fig. 2.11 Press Enter to being installation or F10/Esc to abort
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Remove Start the T/Install utility using the original DPS software disk(s).
Software

Choose the Remove option. A removal window will appear at the
bottom of the screen. Note that the program will remove program
files from the specified drive and path; however, files other than
the program files (i.e. data files created by software) will remain.
Note: This option is Before a removal starts, the following prompts must be answered.
typically not used.

Remove software from drive (A-H). The source drive cannot be
the removal drive.

There is no need to Drive from which the software will be removed. Enter the drive
remove old versions letter followed by Enter to select. Valid drives are A - H.

before installing newer Path of program files. Path of installed software to be removed.
versions. Drive ID must be omitted since it has been already entered from the

e

previous prompt. If software is in the root directory, type “\” or
(space) followed by Enter.

Name of Uninstaller. Enter your name here and press Enter.

Comment. Enter an identifying comment in reference to this
removal.

Confirm to remove (Y/N). Type “Y” and press Enter to start
removal or “N” to go back to the beginning of removal procedure.

You have now removed a working copy from a disk and restored it
back to the original DPS software disk.

T/Inztall
Program Information

Program 1AM Uersion # :  4_6A05% . 8406

Current disk # Dizk #1 of 4 Serial # :  Be@vs

Type of protection: Hardware Releasze Date = APR &.208085%
Product Class: PROGRAM

ACTION MEDIA BY DATE TIHE COMMENT
————————————————————————————————— {Last 3 Uses>
Removal

Remove programsz from drive C(A-H> Uolume Label :
Path of program files

MHame of un—-installer

Comment

Enter comments for tracking purposes (Mandatory field>

ESC/FiB/Up—arrow = Edit previous field
Fig. 2.12 - Removal screen
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Insta"ation Note:This feature is optional. Information about this feature is
. included for reference.
History

A history of installations and removals is kept on file so you may
keep track of each transaction. Selecting History from the Main
Menu will display the installation/removal history.

Note:The last 3 installation/removal histories will be shown at the
Main Menu screen at all times, selecting History from the Main
Menu will display the last 15 entries.

History Command Keys
The following keys are applicable when viewing the Installation/
Removal History screen:

F1 Toggles the Path column to display the Comment column.

F2 Toggles the Comment column to display the Path where the soft-
ware was Installed/Removed.

F10/ESC Exits the History screen and returns to the Master Menu.

T/ Install
Installation“Removal History

ACTION  MEDIA BY DATE TIME  COMMENT

Remove A JOHNNY M. May 11, 2002 13:88 TAKE TO NEW W-S
Install A G. HOWER May 11, 28682 13:87 INSTALL 1
Install DISK1_VO.L3 ERB Jan 27, 2883 16:47 FACTORY TEST

Fl=Comment, FZ2=Path, F1B8/Esc=Return to Master Menu
Fig. 2.13 - Installation /removal history screen
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Qu |t To exit the T/Install utility choose Quit from the Main Menu. You
will return to the W/Shell Main Menu depending upon where you
started.

The T/Link utility controls remote access of the T/Mon or IAM via
T/Access. Normally you do not have to change the default T/Link
settings—with one important exception. You should change the
default factory password for increased security.

T/Link Edit T/Link Configuration Settings

Use the following instructions to edit your T/Link configuration set-
Note: T/Link is not avail- tings:
able on the LNX platform. 1. To edit your T/Link configuration settings, use your arrow keys
The following instructions to highlight TLINK and press Enter. The TLINK menu will
are for T/Mon NOC, SLIM appear (see Figure 2.14).
and IAM users. 2. Highlight and choose “Configure T/Link. The T/Link

Configuration screen will appear. See Figure. 2.15.
Note: Change the factory 3

default password in T/Link
for increased security 4. Press F8 to save your changes.

. Press E (Edit) to edit your configuration settings.

TLINK T/Mon¥M Shell
1. CONFIGURE T/LINK
2 Uersion 4.8i
Q

1
P
3
4
5
F
S
U

Fig. 2.14 - T/Link Utilities menu
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ST AW

Eddit. Qduit :

T/Link Configuration

1 2600 NO
4 26008 YES

PN

AT SB8=1 EB UA X8 MO &C1

FAX : (559> 454-1688
e—mail: support@dpstele.com

Fig. 2.15 - Press E to edit your T/Link configurations

Table 2.B - Fields in the T/Link Configuration screen

Selection Description
First Port (Typically T/Access port on computer)
Com Enter the T/Access Com port number (1-4, “-“ for none)
Select the baud rate for the T/Access Com port (300, 1200, 2400, 9600).
Baud Usually baud rate is 9600.
Note: Press the Tab key to select rate from menu. Make sure Caps Lock is off.
Modem Select N (No) for T/Access port (select No for no modem on this port)
Second Port (Typically Modem port on IAM or T/Mon) *
Com Enter the Modem Com port number (1-4, “-“ for none)
Select the baud rate for the T/Access Com port (300, 1200, 2400, 9600).
Baud Usually baud rate is 9600.
Note: Press the Tab key to select rate from menu. Make sure Caps Lock is off.
Modem Select Y (Yes) for Modem port

Modem Password

Enter a new password for increased security

Modem Setup

Enter your user defined modem init. string

D-UM-TMNXM-12001

* Typically modem for remote access.
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T/Link File Transfer
COM : UERSION : 1.9k
FILE =
MODE : Offline BLOCK : SEQ : COMPLETE:

Please avoid pressing keys until the file transfer is complete.

Fig. 2.16 - T/Link File Transfer screen

T/Link File Transfer

Selecting File Transfer from the TLINK menu allows you to trans-
fer files via dial up from DPS Telecom for technical support pur-
poses. Contact DPS Tech Support for more information.
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System T| me Manually set your IAM or T/MonXM workstation system time by
selecting System Time from the WShell Main menu. See Figure
2.17.
Note: Don’t forget to adjust time during day light saving and stan-
dard time.

T/Mon¥M Shell
ystem Time Workstation System Time

= 00 P U1 G IND =

Date : 8/18,84.
Time := B9:53

Enter date MM/DD/YY format

4955 E Yale Ave
Fresno, CA 93727

Phone: (559) 454-16060
FAX = (559) 454-1688
e—mail: support@dpstele.com

Fig. 2.17 - Manually set your workstation system time

Form at Floppy You can format floppy disks in your IAM or T/Mon’s floppy dri\./e
. by selecting the Format Floppy Disk option from the WShell Main
D IS k menu. The Format Floppy Menu will appear — see Figure 2.18.

1. Insert a floppy disk and enter the floppy disk drive letter (nor-
mally A).

2. Then select the size of your floppy disk and press Enter to for-
mat the floppy disk.

FORMAT FLOPPY MENU

WARNING?*** This function will format a floppy disk. If any
data is on that floppy, it will bhe destroyed.

Floppy drive letter to be formated :=

Select size of floppy disk A

Ualid floppy drive ID’s are A — B.

Fig. 2.18 - The Format Floppy Menu screen
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Wo rkstation You can view general information on you IAM or T/Mon by select-
ing Workstation Info from the WShell Main menu (see Figure
Info Menu 2.18).

Note: Menu options will vary according to your IAM or T/Mon unit
and firmware versions.

Figure 2.20 shows an example workstation information screen.
Information will vary according to your IAM or T/Mon unit.

HORKSTATION IHFO
. T/HOMEH HORKSTATION anafl Shell

zion 4.0a

. HOEESTATION INFD OPS Telecon
4955 E Yale Aue
Frezho, CH 93727

Fig. 2.19 - Example of Workstation Info menu for T/MonXM

T/iHoniH HorkStation
[-H5-150-10A-00 T/Hon 383608 Base HorkStation:

[-H3-155-10A-00 TsHon 4860 Base HorkStat ion:
HorkStat ion Features:

4 Heqga hut'ﬁ eHOT
1.49 feq ," Fl|[|:||:|l_| 81.2 Hu::] 1/ -1 FlllFll:ll_l
l.l] H.E. Hard Drive uf 005 5.0
AT Style Keyboard
UGH Honitor and Card
1 Parallel Port & 2 Serial Port
0-PR-200-10R-00 Internal 2400 Baud Hoden
T/HonkH Horkatat ion specific requirenents
0-PC-600-10R-00 4 Port Controller RS
0-PC-606-10R-00 4 Port Controller b
# Either tha 600 or 606 iz vequired in the
HorkStat ion as per custoner’s applicat ion.
Other GO0 and or 606 cards nay ba opt ionally
added as addit ional porte are nesded.
T/Hon#H Alavn Aonitoring Softuare
Prazs Any Key To Cont inue

Fig. 2.20 - Example T/MonXM Workstation general information screen
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Automatic
Backup

AMS HOC - T/AccessMw

Setting:  Refresh  Connection  Help

Dayz Back
Months Back

Frind. E>dit. Hlext.

T/MonXM 6.8 User Manual

T/Mon has support for automatically backing up its data and appli-
cation files on the local hard drive at user-definable daily and
monthly intervals. This allows for the system to have “go back”
functionality, which includes the restoration of data files and the
TMon application itself. This is particularly useful for reverting
back to a previous version of the database if you find you’ve data-
based something incorrectly. This can also be used to revert back to
a previous version of the software should you encounter a problem
during the upgrade process.

There are two parts to the Automatic Backup:

The first is to define the Automatic Backup job which is responsible
for executing the automatic backups. If you define more backups
than you have hard disk space for, only the maximum number of
backups that can safely fit on the disk will be stored. The oldest
backup will be purged automatically when it is no longer within the
user-specified backup windows (“Days Back” or “Months Back”,
see Fig. 2.20) or there is not enough disk space to store the new-

est automatic backup. You do not have to worry about purging

old backups or running out of disk space, because the Automatic
Backup job will purge old backups for you.

s S

T-MonxH

Remote Parameters

Automatic Backup

*INext Used. Pirev, {)Prev Uzed. Qiuit =

Fig. 2.20 - Remote Parameters screen for Automatic Backup job

DNHVIMIVABBOM-12001
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The parameters for the Automatic Backup job are as follows:

AMS NOC - T/AccessMw | _ =] =]

Settings  Refrezh  Connection  Help
Remote Help

Additional parameters must defined hased on Port lUsage:
For AUTOMATIC BACKUF:

Dayz Back — The number of days to automatically bhackup
including today ¢i.e. 1=Today only. 2=Today
and yesterday. etc...>.

Months Back The number of months to automatically backup
including thisz month C(i.e. 1=Thiz month only,
2=Thiz month and last month, etc...>. Only
the first day of the month iz backed up.

Any key to resume :

Fig. 2.21 - Remote Help screen for Automatic Backup job

The second part of Automatic Backup is the Backup/Restore Utility,
accessible from the “MANAGE DATA FILES” option in WShell.
It requires no configuration.

AMS HOC - T/AccessMW

Settings  Refresh Connection  Help

MAIN
MANAGE DATA FILES

T~Mon¥H Shell

i.
2
3
4
5
[
F
s
H Verzion 4_.8K

DPS Telecom
4955 E Yale Ave
Frezno,. CA 93727

Phone: (557> 4L4-16806
FaAx = (559> 4541688
e—mail: supportlBdpstele.com

Fig. 2.22 - Select Manage Data Files from the Main Menu
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The Master Menu of the Backup/Restore Utility gives the option
to backup the data files, restore data files, or quit the program and
return to WShell.

AMS HOC - T/AccessMw M= E

Settingz  Hefresh  Connection  Help
T-Mon NOC Backup-sRestore Utility

T#Mon NOC Backup-Restore Utility
Uerszion = 1.8A

Mazter Menu
ackup Data Files
Reztore Data Files

Quit

DPS Telecom Inhouse Use Only

Fig. 2.23 - The T/Mon NOC Backup/Restore Utility

Selecting the “Backup Data Files” option will allow the user to
manually backup the data files and T/Mon application files. Only
one manual backup can be stored on the local disk at a time.
Therefore, the new manual backup will overwrite the previous
manual backup.

The details of the previous manual backup are displayed upon enter-
ing this screen. Using them, you can determine if you want to over-
write your existing manual backup. Remember that this “manual
backup” is separate from the “automatic backups” created by the
TMon’s Automatic Backup job. Automatic backups will not over-
write the manual backup, even if there is insufficient disk space for
the automatic backup. In this case, the oldest automatic backup will
be purged.

Remember, there can be only one manual backup, but there can

be multiple automatic backups (so long as there is sufficient disk
space).
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AMS HOC - T/AccessMw

Settingz

Refrezh  Connection  Help
T-Mon NOC Backup-sRestore Utility

T Mon NOC Backup-sReztore Utility
Uersion = 1.8

Backup Data Files

Thiz screen allows vou to manually bhackup the contents of the
G:THMOHEM directory. Only one manual backup iz allowed to reside
on the system at any given time. This meansz that the existing
manual backup will be overwritten. T-/Mon's automatic bhackup
will not be overwritten.

Description =

Lazt Manual Backup Apr 18.2006 B?:56:33
Backup Description Minor database changes for SHHMP

Enter a description for the new hackup

Fig. 2.24 - Backup Overwrite Warning

Selecting the “Restore Data Files” option from the Master Menu
will allow the user to manually restore the data files and T/Mon
application files from either a manual or automatic backup. The
existing TMon data files and application will be overwritten, so use
with caution.

If you make database changes, install a new version of the soft-
ware, then restore an old backup, you will be reverted back to
both the old database and software version.

AMS NOC - T/AccessMw | _ [ =]

Settings

Refrezsh  Connection  Help
T/Mon NOC Backup-/Restore Utility

T Mon HOC Backup/Restore Utility
Uerzion = 1.8a

DPs

Resztore Data Files
Thiz =zcreen allows vou to manually restore the contents of the
C:“THONAHM directory from a backup. The contents of the C:xTHONEH
directory will he completely overuwritten.
Backup To Restore =

Laszt Backup
Description

Select the backup to restore

Fig. 2.25 - Selecting a Backup to Restore
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Selecting a backup will cause the information about the backup to
be displayed and then you will be prompted as to if you want to
continue with restoring the backup. Selecting the backup alone
will not restore it.

AMS NOC - T/AccessMw M= e

Settings  Refresh  Connection  Help
T/Mon HOC Backup-Restore Utilitwy

T#Mon WOC Backup-Restore Utility
Uerzion : 1.8n
Restore Data Files

Thiz =zcreen allows vou to manually restore the contents of the
C:~“THONAHM directory from a backup. The contents of the GC:x\THOMNEH
directory will be completely overuwritten.

Backup To Restore : MAMUAL SAUE

Apr 182886 B9:56:33
Mino» datahase changes for SHMP

Lazt Backup
Description

DPS
Your existing data filez will be overwritten,. proceed C(Y-/N>?

Fig. 2.26 - Overwrite Existing Data Files Warning and Confirmation
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Section 3 - Network Setup

Ethernet I/O Port 28 is reserved exclusively for configuring Ethernet input and
output. This usage can be halted by selecting Halted in the Port

All LAN usage is set Usage field or suspended by pressing F5, but no other usage can be

up on Port 28 within T/ assigned to Port 28.

MonXM > Parameters > Port 28 controls the number and type of TCP ports available to T/

Remote Ports. MonXM. Ethernet I/O must be set up on Port 28 to use LAN jobs

on Ports 30-500.

Note: This step applies Step One: T/Mon NOC, SLIM and

only to the T/Mon NOC, IAM Network Setup
SLIM, and IAM platforms. To configure T/MonXM to use Ethernet I/O, you must first assign

_InStrUCtlonS for’chang- your T/MonXM system an IP address. To assign an IP address, fol-
ing T/Mon LNX’s default low these steps.

IP start on the Following
page.

1. Exit T/MonXM to W/Shell.
2. From the W/Shell Main menu, choose Network Setup.

MAIN
- NETWORK SETUP

NETWORK SETUP T/MonZM Shell
1. RUN NETWOREK SETUP
Q Version 4.8i

1
2
3
4
5
F
S
U

Fig. 3.1 - Choosing Network Setup

Note: see Software 3. From the Network Setup menu, choose Run Network Setup. (See
Module 1 for LAN based Figure 3.1.)
remotes — NetGuardian. 4. From the Network Setup Utility screen, select Edit Settings.

5. The Edit Settings screen will appear. (See Figure 3.2.) Enter IP

HEH . KKK . KKK . KKK
HHH KKK . KKK KKK
}31}{?{ CHHK . KKK KKK

14
Y
N

ﬂClBB 0x60

Enter the address of this machine [XKK.XKK.XKK.KKK).

Fig. 3.2 - Editing Network Settings
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THMon SLIM - T/AcceszsM'w

Settings  Befrezsh  Connection  Help
Et

Ent Type IP-Hostname

TGP
TCP
upp
TELMET-RAY 18.1.4_288
TGP

TELMET-RAY 137.118_.16.
TELMET-RAY 137.118.12%
ICHP

TGP

TELMET-RAYW 137.118.214.21 FTP Hfer

addresses for Network Address, Network Subnet Mask, and
Default Gateway. If you don’t know the correct addresses, ask
your network administrator.

6. In the Edit Settings screen you can also select the number of
possible TCP and UDP connections available in T/MonXM. By
default, 40 TCP and 5 UDP connections are activated. Up to 49
UPD and TCP connections total can be activated.

Note: If you have defined more TCP ports than are activated, T/
MonXM will display an error message during initialization indicat-
ing that it can’t get a network descriptor.

If you want to verify that your T/MonXM system is connected to
your LAN, ping the network address assigned to the T/MonXM sys-
tem from a computer on your network.

7. You must reboot before the changes can take effect.

T/Mon Data Connection Job Association Feature

When a data connection is assigned to a virtual job the data connec-
tion is said to be “associated” with that job. The data connections are
edited in the Ethernet TCP Port Definition screen. From this screen
you can easily tell if each data connection is associated with a job by
checking the “Job” field. Ifthe Job field is O then the data connection
is not associated with a virtual job. If the Job field is not 0 then the
data connection is associated with that job number. The Job field is
populated automatically and is non-editable.

hernet TCP Port Definition
ICP
Port Description

2001 tswindows

2802 tswindows

2838 DCP POLLING PORT (3>
23 windsox

2885 T Grafs

88 HTTPF Server

2888 HIP
2 25 MAIL.RTCOM.MNET
-4 118 POP.RTCOM.NET
3a3@ ICHMP Ping Test

FIP zerver

Fig. 3.3

- Ethernet TCP Port Definition Screen
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initial configuration for
your main network inter-
face, EthO. Instructions
for configuring Eth1-5
begin at the bottom of this

page.
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Step One: Configuring T/Mon
LNX’s IP address

To configure T/MonXM to use Ethernet /O, you must first assign

your T/Mon LNX system an IP address. To assign an IP address:

1. Connect a null terminated serial cable (T/Access cable included
with the unit) from a PC’s COM port to the T/Mon LNX craft
port.

2. Start HyperTerminal on your PC, located in the Start Menu >
Programs > Accessories > Communications. Configure a serial
port with the following information::

38400 bps
8 data bits
No pairity
1 stop bit

° a0 T oW

No flow control

3. Connect HyperTerminal and Press Enter. A login prompt
should appear.

& TMonLNX Command Line - HyperTerminal
File Edit Wiew Call Transfer Help

(= 5 O E

Password:
Last login: Fri RApr
[dps_admin@localhost

Fedora release 9 (Sulphur)
Kernel 2.6.25.14-THonLN¥_v1.08 on an x86_64 (ttyS0)

localhost.localdomain login: dps_admin

21%9:82:£3 on ttySO

Fig. 3.4 - The Hyperterminal Login Prompt

Note: This step explains
configuration steps for
Eth1-5. To configure your
primary, EthO interface,
see the procedure begin-
ning at the top of this

page.

D-UM-TMNXM-12001

4. Enter the default username “dps_admin” and default password
“dpstelecom” (without quotes)

5. Enter “./changelp” (case-sensitive; type without quotes, leads
with a period) and press Enter. Enter in the new IP address,
subnet, gateway, and DNS information.

6. Press Y to confirm the new IP address. The script will apply the
new IP.

Conflgurlng NIC Interfaces
After giving the T/Mon LNX an IP address, open an Internet
browser and navigate to the IP at port 10000: http://xxx.XXX.
xxx.xxx:10000 (where x’s aressss T/Mon’s IP address)

2. Login with the default username of “dps_admin” and password
“dpstelecom”

3. In the left frame, click on Networking, then click on Network
Configuration.

4. In the right frame, click on Network Interfaces. Click on the

Section Three - Network Setup 3-3



T/MonXM 6.8 User Manual

(=15

& ThonLHX Command Line - [typerTerminal
File Edl View Cal Trarsler Help

0@ &3 0 &

Kernel 2.6.25.14 - THonl NK_uvl .0 on an =B6_64 (tiuSA)
dps_admin

2 11:49:52 on 11ySR
1% . /changelp

localhost . localdomain login:
Password:

Liszt login: Fri Apr
[dp=_admin®]l acalhost

DPs Telecom

[MonLN¥ 1P Configurator

Enter Lhe IP address sss.sss, =6, sxs:
Frnter the subnel mask s s, wem .
Fnter the gateway address wes www . Www, Hew:
Enter DNS ?1} MMM MMM, MMM MMM

Enter DNS (2] seod. us . Hxs . eK:

192.168.1.1
205.200.200
200,255,

-'I

.B
290,255

Please confirm lthe wour sellings
ddress: 192.168.1.1
Subnat Mask: 255.255.255.A
bateway: 2ab . 20h 20h 2ah
DHs 1: A.a.
ONS 2: g.0.
He twork - 192
Broadeast: 192.
Are the setting correct?

Corrmled 00143 Ao debect 33400 BN-1

Fig. 3.5 - Hyperterminal IP Configuration Screen

= Webmin 1.510 on localhost. localdomain (Redhat Linux Fedora 9) - Mozilla Firefox
Ele Edt Wew Hstory Gookmarks Tool  Hep
Q-c

s Webmin 1510 on localhostlocaldom... -

LG | D128, 10,220, 233: 10000/ s B ¥

Login: dps_admin

Module Config

Network Configuration

@ system
@ Servers
& Others .I 3 y .-._! —
=] ngrm.k.rg 1 - _:I ‘;f [{-‘E} @

orfiguratian -
] Ha[d\.\-are Network interfaces Routing and Gateways Hostname and DMNS Chent Host Addresses
Search

7 Apply Configuralion Click this button to actwate the current boot-time mtedace and muting ssttings, 2= they normally would be after a reboot. Waming

¥ System Information - this may make your system maccessibla via the network, and cut off access to Wabmin
@ Logout

Fig. 3.4 - Network Configuration For the LNX

Activated at Boot tab.
5. Click on Add a New Interface.
6. In the name field, enter the NIC label on the back of the T/Mon LNX unit you want to use: ethl,
eth2, eth3, eth4, or ethS. NOTE: If the network is not active, don’t define.
7. Click on Create and Apply.
8. The new interface should now appear on the list.
9. Adding gateways to new network interfaces:
* Return to the Network Conﬁguratlon page from Step 3 and click on the Routing and Gateways icon.
* Select the network interface you’ve just created from the drop-down menu (Eth2 in this example).
Enter the gateway information.
* Select No for Act as router. Click Save to finish.

Fig. 3.4 - Ethernet TCP Port Definition Screen
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= Wlerin 1,510 an kecaltonl Jocabdomain [Rixdlasld Linize Bedora 9) - Morilla Heolox
Fe [dt Yew FMgpery [eonaris Teol  Help
E = c al 1,'.. B39, 10. 320, 333; 100001 s .'l.
% Webmin 1510 oo locaBost loraldom...
Login. dpa_sdmin odule e
@ Sysoem i Create Bootup Interface
j:;:::,
=l Metwodang Hass e Actirads sl bood? & s O Ma
o 1;:\-'I:|.l::.r|:~- g B R AR U ¢ Frem DHECE
Search 2 From BOOTP
‘2 Sistic configuration = Addeess 182 1633 1
'\ﬂhl e Hetmask (365 258 pit
Broadeast (3 Auterutic |
MU @ Defma | Hardwars addness = Ditul
Crests | | Craste and Apply |
& Ral itac i
Fig. 3.4 - Define Eth1-Eth5
Step TWO' Your next step is to assign Ethernet I/O to Port 28. Follow these
steps:
Port 28 1. Choose Master > Parameters > Remote Ports > F)ind and enter
28 <CR>.

2. Choose E)dit.

Press Tab to select the list box. Highlight “Ethernet I/O” and
press Enter.

Ethernet TCP Port Definition
Entry Type IP Address Description

TELNET-RAW 111.111.111.1186 25 SMTP Port
EE%NET—RN‘J : _ _

TCP TELNET-RAW (ASCII. Craft. E-Mail, FIP Data Iransfer)
UDP :

ICHP

1
2
3
[
)
6
1
8
9
10
11
12
13
14
15
16

(-
~J
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Step Three:
TCP Ports

Finally, TCP ports must be defined to be available for use. Follow
these steps:

1. From the Remote Parameters screen for Port 28, press F1. This
command opens the Ethernet TCP Port Definition screen — See
Figure 3.3.

Note: this screen can also be accessed from Ports 30-500 by pressing
Fe.

2. Press Tab to select the default list for port type. Your choices are
TCP, TELNET-Raw, TELNET, UDP, and ICMP. For a descrip-
tion of TCP port types — see Table 3.A.

3. Ifyou selected TELNET or TELNET-Raw, you must enter an IP
address. If you selected other port types, the cursor will skip over
the IP Address field.

4. You must enter a TCP port number. Certain port numbers are
reserved for specific uses. If an application requires a reserved
TCP port number, the correct number will be listed in the section
of the T/MonXM User Manual that describes the application and
on the Remote Parameters screen for the port.

5. If you want, enter a description in the Description field.

6. Press F8 to save your changes.

Table 3.A - Ethernet TCP Port types and applications

Field Description
Responders, Remote Access, T/GrafX, HTTP Server, RAS, FTP Server, Craft,
TCP
SNMP Processor Trap
TELNET-RAW Interrogators, ASCII Input, Craft, E-Mail, FTP Data Transfer
Same as Telnet-Raw
TELNET Note: to be used only when Telnet Negotiation is required.
UDP Interrogators, Responders, SNMP Trap Processor, SNMP Agent, Network Time
ICMP Ping

Table 3.B - Key commands available in the Ethernet TCP Port Definition screen

Function Key

Description

Tab Open default list of TCP port types.
F1 Interrogators, ASCII Input, Craft, E-Mail, FTP Data Transfer
F3 BLANK port definition entry.
F8 Save port definition entries.
F10/Esc Exit Ethernet TCP Port Definition screen without saving changes.
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As sig n | ng After you have set up the network, you will be able to assign a data
connection to your remote ports when defining them to poll your
d Data remote devices via LAN.
Connection Assigning a TCP port to a LAN job takes four steps:
1. Define the TCP Port in the Ethernet TCP Port Definition
screen.

2. Define the port usage in the Remote Parameters screen.

3. Assign the remote port a TCP port data connection in the Data
Connection Assignment screen.

4. If necessary, provision the devices that will use the TCP data
connection.

For example, let’s say you want to configure a data connection for
KDAs to report to T/MonXM over LAN. (These instructions apply
equally well to the NetGuardian. For instructions on provisioning
a NetGuardian, see Section M1-25, LAN-Based Remotes.) You
would follow these steps:

Define the TCP port
1. Choose Master > Parameters > Remote Ports > F (Find) > 28.
Verify that Port 28 is assigned to Ethernet 1/O.

2. Press F1 to open the Ethernet TCP Port Definition screen.

Step One

Select an unused entry and press Tab to select the default list
box for the Type field.

Highlight UDP and press Enter.
Type “2001” in the TCP Port field.
Type a description in the Description field.

Ethernet T[_I'.'-EPPor’[ Definition
Entry Type IP Address Port Description

2001 KDA Interface

|
2
3
A
)
6
1
8
9

Fig. 3.5 - A TCP Port Configuration Suitable for an RTU
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IAM
Remote Parameters
Job sl <No Data Connection>
Port Usage : DCP(F) INTERROGATOR

RHOOWT -

Time out : %Bﬁﬁ

Poll Delay :
Protocol B

Fail Threshold 3 7
Fail Poll Cycles : 20

Immediate Retries: 1

Flind, E)dit, N)ext, Plrev, Q)uit : _

Fig.3.6 - Remote Parameters screen with “No Data Connection” prompt

Step TWO Define the port usage

1. Choose Master > Parameters > Remote Ports > F (Find). Select a
port numbered 30 or higher. (Ports 30-500 are reserved for LAN
jobs.)

2. Press Tab to select the default list box for the Port Usage field.
Highlight DCP(F) Interrogator and press Enter. See Fig. 3.5.

4. Inthe DCP(F) Mode field, select X. Fill in all other fields as you
would for any DCP(x) port.

Note: If you are setting up a remote port and the selected port usage
requires a TCP connection, T/MonXM will inform you by flashing
“No Data Connection” at the top of the screen — see Figure 3.6.

Data Connection Assignment
Job : 37 Usage : DCP(F) INTERROGATOR
Data Connection : NONE

KDA Interface (UDP Port 2001)

Fig. 3.7 - Assigning a Data Connection to the KDA LAN Job
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Step Th ree Assign the data connection

1. From the Remote Parameters screen, press F6 to open the Data
Connection Assignment screen.

2. Press Tab to select the default list box for the Data Connection
field.

3. Highlight the data connection created for this port and press
Enter.

Remote Device Definition

Port / Job : 37 DCP(F) INTERROGATOR
Device 1D | 111.111.111.111 /7 2661

Description : KDA Site 5

Site Name : FRESNO

Device Tupe : Standard

Displays =99

Poll Type

Refresh Rate :

Firmware Ver :

Log Undefined:

———————————————————————— Address Defaults —————————~——————-
Polarity : Hindows :

L ogging ; Message : B
History

Level

Status

Reverse :

Description : {Undefined)

Flind, E)dit, D)elete, N)ext, Plrev, Q)uit :

H el = H = = . uin 4
Fig. 3.8 - KDA Shelf Remote Device Definition Screen

For the KDA example, your last step would be to provision the
KDA.

1. Provision the KDA according to the instructions in Section M3-7,
File Maintenance, KDA Shelves.

2. Repeat for each KDA on the TCP/IP port.

W

Choose Master > Parameters > Remote Ports > F (Find) and
select the remote port you assigned for the KDA.

Press F1 to open the Remote Device Definition Screen.
Choose F)ind and select the ID number for the KDA.
Press Alt-F3.

Enter the KDA’s IP address and UDP port. This information
must exactly match the value assigned when the KDA was first
configured — see Figure 3.7 above.

N s

8. Repeat steps 5 through 7 for each KDA.

Before uploading the provisioning file to the KDA, you must initial-
ize the system and enter Monitor Mode. Upload the file according to
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Section 4 - T/MonXM Interface

The Fast Menus fea-
ture allows menu com-
mands to be selected
with a single press of
the hot key. To turn off
Fast Menus, choose

the Miscellaneous com-
mand on the Parameters
menu and set Fast
Menus to “N.”

Note: Always exit the
program cleanly. This
means that you must
execute the Quit option
from the Master menu.
NEVER turn off the com-
puter before exiting the
program. Doing so could
corrupt the data files!

D-UM-TMNXM-12001

T/MonXM Interface Menus
T/MonXM features many pop-up menus, providing quick selection of
functions. Menus are displayed in a variety of styles between pages.

When a menu is available, you must select the menu by pressing the
Tab key before you can choose commands from the menu.

Note: leaving the Caps Lock key on will disable the Tab key selec-
tion function. Unlock the Caps Lock key or press Alt-D to select an
item from pop-up menus.

Selected menu commands are highlighted by a black bar. Menu com-
mands are chosen by moving the bar to highlight the desired com-
mand and pressing the Enter key.

There are two ways to choose commands:

1. Use the Down Arrow or Tab key to move the highlight bar down
and the Up Arrow key or Shift Tab to move the highlight bar up.
The highlight bar wraps around the menu, so if the highlight bar
is at the end of the menu and you continue to press Down Arrow,
the highlight bar returns to the top of the menu. Similarly, if the
highlight bar is at the top of the menu and you press Up Arrow,
the highlight bar moves to the bottom of the menu.

Once you have highlighted the command you want, press the
Enter key to execute the command.

2. Use the shortcut key for the command you want. The shortcut
key is shown by the highlighted character in the menu command.
For example, to choose the command

Monitor

press M. The highlight bar immediately moves to highlight the
Monitor command. Shortcut keys are not case sensitive.

If the Fast Menus feature is enabled, menu commands may be chosen
by pressing only the shortcut key. If Fast Menus is disabled, press the
Enter key to execute the command.

Master
Files=s
Parameters
Initiali=e

onitor

Reports
Convert
Diagnostics
Quit

Fig. 4.1 - T/MonXM Master Menu
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Table 4.A - Fast Menu hot key commands

Keys Description
Range of acceptable keys.
Examples:
1-9 1-9 = range
3— =range to end (all values from 3 to the end of the series)
—8 = start to range (all values from the start of the series to 8)
2,49 = separate; i.e., 2,4,9
A-Z/F1-F10 Press the corresponding letter or function key on the computer keyboard
Alt A-Z/0-9 Press the Alt key at the same time with the corresponding letter key.
Ctrl A-Z/0-9 Press the Control key at the same time with the corresponding letter key.
Enter Press the Enter key on the computer keyboard.
Space Press the Space Bar on the computer keyboard.

L

Indicates a default value.

Function Hot Key Commands

Some commands in T/MonXM are chosen by pressing function
keys. Available key commands are listed in the message line at the
bottom of the screen. Certain key commands are always available in
T/MonXM:

F9

Pressing F9 opens a Help window that explains the currently avail-
able commands.

F10 or Esc

The F10 and Esc keys are interchangeable. Pressing either F10 or
Esc exits the current function.

* [f a menu is open, pressing Esc closes the submenu and open
the parent menu from which you selected the submenu. Pressing
Esc repeatedly moves step by step up the menu hierarchy, even-
tually returning to the Master menu. If the Master menu is open,
pressing Esc quits T/MonXM.

* If you are editing a group of fields, pressing Esc selects the
first field. If you are editing the first field in the group, pressing
Esc exits the entire group.

* If you are in Monitor Mode, pressing Esc opens the Alarm
Summary screen. If the Alarm Summary screen is open, press-
ing Esc opens the Log Off window.

Common Key Commands
Down Arrow
The Down Arrow key selects the next item.

* If you are editing a group of fields, pressing Down Arrow
selects the next field.

* If you are monitoring alarms, pressing Down Arrow selects
the next item.
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Up Arrow
The Up Arrow key selects the previous item.

* In editing modes, pressing Up Arrow selects the previous
field.

* In Monitor Mode, pressing Down Arrow selects the previous

Menu List Box The Menu List Box is a list of default choices that is available in cer-
tain fields. The List Box displays the possible entries for the current
field. Figure 4.2 is an example of a list of choices available in the
Remote Parameters screen.

To select an entry from the List Box, use the Up Arrow and Down
Arrow keys to move the highlight bar to the entry you want. Some
entries have highlighted shortcut keys — press the highlighted key to
select the entry (refer to Figure 4.2).

Note: The highlight bar does not wrap around the menu in the List
Box.

Possible entries for fields also appear in the message line at the bot-
tom of the screen — see Figure 4.3. To select an entry from the mes-
sage line, press its shortcut key or enter the appropriate value.

Fig. 4.2 - A typical list box

Remote Device Definition

Port i | Larze Interrogator
Address t 1

Description : LARSE DEUICE
Site Name : LARSE REMOTE SITE

Displays
Retfreslc Dato =

Expander Cnt :

Log Undefined:

Address Defaults
Polarity 3 Windows :
Logging 3 Mezzage |
Hiztory 3
Level
Status
Reverse
Dezrwintian = (llndef ined?

Enter Displays <1-172

Fig. 4.3 - A typical list box

D-UM-TMNXM-12001 Section Four - T/MonXM Interface 4=3



T/MonXM 6.8 User Manual

Reverze N
Description CUndef ined>

F)ind, E>dit, Dlelete. Hlext. Plrev,. Qluit

Fig. 4.4 - Hot Key Edit Commands

Hot Key Ed it In most cases you are first asked to enter an ID field, name, or
C d value. The T/MonXM database management system will then
ommands determine whether that ID has been defined previously. If the ID

is not found in the database, you will be asked whether you would
like to add it. If you don’t add it, then the ID and data for the next
alphanumeric entry is displayed.

If the ID is found in the database, then the T/MonXM will retrieve
the other data associated with the ID and display it on the screen.
The following menu of commands will then appear at the bottom of
the current window:

F)ind, E)dit, D)elete, N)ext, P)rev, Q)uit
These commands are defined as follows:

Delete
Deletes the current entry. (The current entry is the one that is dis-
played on the screen).

Edit
Allows the user to make changes to the current entry.

Find/(Create)
Searches the database for a specified entry. If the specified entry is
in the database, then the other data associated with it is displayed.

The Find command can also be used to create a new entry in the
database. To do this, try to Find an entry that is as yet undefined.
When it is not found by the database management system, you will
be asked if you want to create a new entry. Answer Yes to create
the new entry.

Next
Locates and displays the data associated with the next alphanumeric
entry in the database.

Prev

Locates and displays the data associated with the previous alphanu-
merical entry in the database.

Quit

Leaves the current database and returns to the previous command
level.
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Standard

Fields are type checked. For example, if letters are entered in a

. numeric only field, the user is alerted to the error by a beep.
Database Field g VAR

Editing

When editing all fields, the following keys are active:

Table 4.B - Key commands available in all fields

Function Key

Description

Backspace Delete the character to the left of the cursor.
Ctrl-Z Delete current line.
Ctrl-R Restore field to its unedited state.
Enter !Enter text and moves cursor to the next field. Only text to the left of the cursor
is entered.
Ctrl-H Open Help screen.

Table 4.C - Common key commands available in most fields

Function Key

Description

Left Arrow

Move cursor left one space within field.

Right Arrow

Move cursor right one space within field.

Ctrl-Left Arrow

Move cursor left to the previous word.

Ctrl-Right Arrow

Move cursor right to the next word.

Ctrl-Home Move cursor to beginning of the current field.
Ctrl-End Move cursor to end of the current field.
Insert Toggle insert and overtype modes.
Del Delete the character to the right of the cursor.
Ctrl-K or Alt-K Delete from cursor position to end of line.
Ctrl-D or Tab Open List Box — see Figure 4.2.

D-UM-TMNXM-12001
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Section 5 - Configuring Remote Access

* Note: New T/Mon and
IAMs ship with unrestrict-
ed Remote Access factory
installed. Older versions
shipped with a minimum
of 2 or no ports of remote
access. To determine
your capability, select
Diagnostics > Installable
Modules > Installation
Status.

The Remote Access software module serves as a terminal server for
hosting remote connections to T/MonXM. Remote Access must be
set up in order to use the Web Browser Interface, T/RemoteW, T/
AccessMW , T/Windows, or any terminal or computer not directly
connected to the T/MonXM WorkStation or IAM-5.

The Remote Access software module must be installed before you
can use the Remote Access functions of T/MonXM.* Refer to the
Software Module Installation section for installation procedures.

Selecting Remote Ports from the Parameters menu will allow you
to select the remote terminals and define the parameters for Remote
Access.

See Figure 5.1 for example on following page. The fields on the
Remote Parameters screen are as follows:

Port Usage
Valid port types are Remote Access and Halted. Use Halted (default)
if no terminal is connected to the remote port.

Serial Format (Physical ports only)
Baud rate, word length, parity, and stop bits settings. Default values
are 38,400 baud, 8 bits, none, and 1.

Terminal Type

(Note: XTND VT100 uses graphics characters.)

Modem Present (Physical ports only)

The Remote Access field Modem Present should be set to “YES” if

the remote will be accessed via modem. If no modem is used then
set to “NO” (default).

Table 5.A - T/MonXM or IAM terminal types.

IAM or T/MonXM Workstation

D-UM-TMNXM-12001

Physical Virtual
T/Windows(ports 1-24) T/Windows(ports 30-47)
T/Remote T/RemoteW

T/RemoteW VT100-24
WYSE VT100-25
ADDS HTTP

Xtnd VT100

VT100-24
VT100-25

Table 5.B - T/Mon NOC terminal types

T/Mon NOC

Physical

Virtual

T/Windows(ports 1-24)

Same as IAM-5 or T/
MonXM Workstation

Section Five - Configuring Remote Access 5-1
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IAH
Remote Parameters
Remote = 16

Port Usage REMOTE ACCESS
Serial Format 26684 ,.8 . NHONE. 1

(e e e el

Terminal type T-Remotel
Modem Present ¥

Modem Config ATHA EA &C1 SA=1 U@ X4
Fazt Ansuwer ¥

Printer Logging N

Auto Logon inits DPS

Modem Config
T/Windows Internal Modem: ATH EO 1C1 S0=1 V0 X4

T/Windows w/ External Modem: ATH EO IC1 SO0=1 V0 X4
$MB9600

Note: for all others use default.

Fast Answer
If set to Yes (default), T/MonXM will answer dial up connections on
the first ring. If set to no, T/MonXM will answer on the third ring.

Printer Logging

The Remote Access field Printer Logging allows the operator of a
remote to toggle the Printer Logging feature On/Off on the remote
printer. The default is “NO”

Note: Remote printer logging is only available when the remote is a
T/Remote WorkStation.

Auto Login Inits
If you would like a user’s initials to be automatically entered when-
ever Remote Access is used, enter the user’s initials here. This field

Table 5.C - Remote Access Parameter defaults

Parameter Default Value
Port Usage Remote Access
Serial Format 3800, 8, None, 1
Terminal Type T/Windows
Modem Present No
Fast Answer Yes
Printer Logging No
Auto Logon Inits Blank
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is blank by default.

Note: Auto Login Inits enters only the initials; the user must still
enter his or her password.

Refer to Table 5.D for key commands available in the Remote
Parameters screen.

Table 5.D - Key commands available in Remote Parameters screen

Function Key Description
F1 Opens Remote Access Audible Options screen for setting audible alert options.
F5 Toggle Suspend. Allows you to define but temporarily halt or suspend this function.
F10/Esc Leaves the Remote Parameters Screen.

Remote Access
Audible Options

D-UM-TMNXM-12001

ate Heocess Hudible Uptions

i o
I 2
1] :

- O Hew COS

H-HNo

Fig. 5.2 - Remote Access Audible Options screen

The Remote Access Audible Options screen is accessed by pressing
F1 in the Remote Access Remote Parameters screen.

The audible options provide support for terminals that will make an
audible signal when an alarm event occurs. Audible signals can be set
for all alarm severity levels and for change-of-state alarms.

The option fields in the Remote Access Audible Options screen are:
Level A Masked

No audible alarm will sound for Critical alarms.

Level B Masked

No audible alarm will sound for Major alarms.

Level C Masked

No audible alarm will sound for Minor alarms.

Level D Masked

No audible alarm will sound for Status alarms.

Pulse on New COS

An audible alarm will sound whenever a new change-of-state alarm
occurs

By default, all fields in the Remote Access Audible Options screen
are set to “No.”
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Remote Access Remote Access can be configured two ways:

Se rver 1. Standard Remote Access, through a serial port connection (Ports
1-20) or a virtual LAN connection on ports 30-47.

2. Remote Access Server, through a virtual LAN port (Ports 30 and
above).

Standard Remote Access requires a separate remote access port for
every simultaneous viewing session. But with Remote Access Server,
multiple users can share a pool of available TCP ports. As users log
on they are automatically assigned a TCP connection from the pool
by T/MonXM.

This section explains how to set up Remote Access Server via LAN,
including setting up Remote Access pools.

Step One Your first step is to create a Remote Access Server on a LAN port
Choose Master > Parameters > Remote Ports.
b. Choose F)ind, and enter a port number between 30 and 47.

c. Select Remote Access Server for the port usage, and enter an
optional description in the Description field.

d. A yellow prompt at the top of the screen will read “<No Data
Connection.>.”

Hemole Paromc Lers
Jokb - 40 (Mo Uagla Conmec|ion:

Porl Dsage : Hemole Aocesys Server

Rescripd pon : Remole Mooes:

Flind, Tidit, Wlext, Plrew, Qlmt :
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Step Two Create a data connection for the Remote Access Server using the fol-
lowing steps:
Note: TCP Port 3000

is the DPS-suggested ..
default b. Press F1 to open the Ethernet TCP Port Definition screen.

a. Press F6 to open the Data Connection Assignment screen.

c. Select an used entry and press Tab to open the list box for port
type.
d. Select TCP from the list box, and enter a port number and

description. In the example shown in Figure 5.4, the port number
is 3000 and the description is “RAS Socket.”

e. Press F8 to save the configuration.

Ethernet TCP Port Definition
TCP

Entry Type IP Address Port Description
3000 RAS Socket

Fig. 5.4 - TCP Port for Remote Access Server

f. At the Data Connection Assignment screen, select the TCP Port
you just created. Any user that wants to connect to the T/MonXM
system will use this port.

Data Connection Assignment
Job : 49 Usage : Remote Access Server

Data Connection : NONE

RAS Socket (TCP Port 3000)

(wuldpRapl okl |

[LIST BOX] Cursor Keys=Move Highlight Bar, <ENTER>=Select, F108/Esc=Abort
Fig. 5.5 - Data connection for Remote Access Server
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Step Three The next step is to‘set up a Remote Accegs job that will use Remote
Access Server job is pool of data connections.

a. Find a halted job number between 30 and 47. These are the only
jobs to which you can assign a Remote Access connection.

b. Select Remote Access as the port usage and enter all necessary
information in the other fields.

S Db - A Mo Data Conmection?
i

B

T Femofe Parmmeters

Port Usage : RTHOTT NCCTSS

lerminil lype ;1 /Bemolel

Prinler | ogging

Auta Logon inits

]

| Vind, Eddil. Mlexl. Plrew. Qluil -

Fig. 5.6 - Select a remote port for the Remote Access Pool

c. Press F6 to open the Data Connection Assignment screen.
d. Select Remote Access Pool for the data connection.

e. Repeat Step 3a-3d to set up multiple Remote Access jobs.

Dala Conneclion A=sionmenl
Job - 50 |_|'-;|;||_|'-_'- - WEMIIE R

Dala Comnmeclion : Hemols Hocess ool

Remote Accoss Pool

Fig. 5.7 - Select Remote Access Pool for the data connection
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Step FOU r Next, initialize the system, and enter Monitor Mode.
a. Exit to the Master menu.
b. Choose Initialize.
c. Choose Monitor

Step Five The last step is to configure your T/Windows or T/RemoteW soft-
ware to use the Remote Access Server.

a. Run the T/Windows or T/RemoteW software.

b. From the Settings menu, choose Communications to configure
the T/Remote communication settings. To configure T/Windows
communication settings choose Settings from the Option menu.

c. Enter the IP address of the T/MonXM system and the TCP port
assigned to the Remote Access Server in T/MonXM. (See Step
2d on page 5-5. Refer to Figure 5.8 for T/Remote and Figure 5.9
for T/Windows.

d. Click OK to save your settings.

T/RemoteW Communications Settings

—Startup Connection Type

P
" COM  Moden (< Network  None hone Number

~COM Port
“ COM1  COM2  COM3 ¢ COM4 Primary Network IP Address
|1 26.10.230.58

Primary Network TCP Port

—Baud
" 1200 " 2400 " 4800 {* 9600

|3000
—Parity Data Bits Retry Interval [sec)
(" 0dd  Even {* MNone B IS
—Stop Bits =
. twork d
& One ~ Two {* Eight ]Secondaw Network IP Addiess

Secondary Network TCP Port
o

« OK X Cancel |

Fig. 5.8 - T'/RemoteW communications settings
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TWinduws Settings

Primary 1P Address

Secondary IP Addresz

Apply and Connect |

I M-:u:leml Senal I

=10l x|

—Metwiork Connection Sefting

|255.255.255.255 TCP Part |1

Primary Reconnect Delay |3E| in Seconds

|255.255.255.255 TCP Part |1

Apply Cancel |

Fig. 5.9 - T/Windows communications settings

Log On/Off

The procedures for logging on and off T/MonXM while using Remote
Access are fundamentally identical to those described in Section
16-61, Exit Monitor Mode. Refer to this section of the manual for
more information.

There are only a few differences in log on/log off procedures for
Remote Access users:

Users connected to the T/MonXM system by Remote Access Server
via LAN need log on and off only when starting the T/MonXM soft-
ware or after exiting Monitor Mode by logging off.

Users who are connected by standard Remote Access via serial port
connection must log on at the following times:

1. Whenever entering Monitor Mode.

2. After using CTRL-T to change terminal drivers — see following
page.

3. Remote users who are connected by modem must log on each
time a new modem connection is made.

You cannot log on with initials and a password already in use on the
host or another remote.

When using a modem to connect to the T/MonXM system, register
S7 on the modem must be set to 60 seconds. To set this register use
the command “ATS7=60.” This step is not required when using T/
Windows or T/RemoteW.

When using a modem to connect to T/MonXM, a Disconnect option
is available at log off.
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Changing
Terminal Drivers

Note: Changing termi-
nal drivers is available
only when connected by
modem using a dumb
terminal.

Remote Terminal
Control Keys
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When a remote terminal logs on to the T/MonXM host system

by modem, a terminal driver selection menu will appear to allow
the remote user to select a terminal driver. The remote terminal
user may press CTRL “T” at any time after the log on password is
entered to change terminal drivers. The Terminal Driver selection
menu is shown below:

Terminal Driver Query

Currently Affixed Driver == T/Remote Color Driver
Accept Current Driver

Affix T/Remote Color Driver

Affix WYSE 50 Driver

Affix ADDSVP (DPS TEST SET) Driver
Affix VT-100 Driver

Affix ENHANCED VT-100 Driver

To change terminal drivers follow these steps:

A. Press CTRL T

B. Enter the number of the terminal driver that you want
from the Terminal Driver Selection menu.

A e

C. Enter “1” for Accept Current Driver

D. Answer “Y” for the query LOGON WITH DRIVER
== (DRIVER NAME) READY (Y/N)

Almost all commands that are available on the host T/MonXM sys-
tem are available on the remote terminals. The procedure for select-
ing the command key is the only difference. The following key list
is only for use with the remote terminals that are connected to the
host T/MonXM system.

Once the remote user has chosen the proper terminal driver and has
entered the correct security Initials and Password, the following
optional features will be available:

Help Screen

? Help Screen commands. This will bring up a window
listing the various commands available at the current
screen.

Refreshing the Terminal Display

CTRL-Z Clears and refreshes the remote terminal screen.
This should be performed when connecting
or turning on a remote terminal after the host
system is already operating or if a bad modem
connection causes garbage (noise) to be dis-
played on the screen.

When selecting special keys such as Function, Alternate Function,
and Control Function Keys, you must follow the following key-
stroke rules shown on the following page.
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Selecting
Special Keys
on Remotes

Note: If you are using a
T/Remote or T/Windows,
normal function keys may
be used as though they
were the main T/MonXM
system’s function keys.

Selecting
Function Keys
on Remotes

Selecting Function Keys

Hold down the key and press F then the number of the function key
desired. For example: To select Function 4 (F4), Press CTRL, F,
and number 4.

Selecting Alternate Function Keys

Hold down the key and press A then the number of the function
key desired. For example: To select Alt Function 6 (Alt-F6), Press
CTRL, A, and number 6.

Selecting Control Function Keys
Hold down the key and press C then the number of the function key
desired.

Selecting Shift Function Keys
Hold down the key and press S then the number of the function key
desired.

Function keys are available as well as the Special Keys operation.
For more information refer to Monitor Mode, Section 16, of this
manual.

Table 5.E lists operations that do not work on remotes.

Table 5.E - Functions that will not work on remotes

Function Key

Description

Alt F8

Protocol Analyzer.

CTRL F4

Toggle relay card Sound Cut Off.
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Cursor
Movement
Keys

Note: If you are using a T/
Remote WorkStation, nor-
mal function keys may be
used as though they were
the main T/MonXM sys-
tem’s function keys.

Alarm Printer
Logging
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7 = 2
Home f FgUp
4 3 =
R —
1 2 3
End ! EgDN

Fig. 5.10 - Use the keypad to select cursor movement

When selecting the cursor movement keys on a remote terminal, the
following format must be used:

Hold down the key and press P then the corresponding number of
cursor action desired (refer to the keypad diagram above).

Example:

<CTRL>P 7 Home. Moves to the first screen when viewing in
monitor mode.

<CTRL>P 3 PgDn. Moves down one screen when viewing in
monitor mode.

Note: If you are using an IBM-Type keyboard and want to use the
numeric keypad, be sure the 570 key is ON.

The Alarm Printer Logging window will allow the remote user to
log alarms to the printer. The user can enable Alarm Printer Logging
by pressing CTRL F1 from the remote Monitor Mode screen. When
the Alarm Printer Logging window appears (in the lower left corner
of the screen) the user is requested to respond to printer logging
questions.

The Alarm Printer Logging window appears as follows:

Alarm Printer Logging Control

F1=Toggle Printer Cut Off

F2=Toggle Logging for selected window
F3=Turn logging on for all windows
F&=Turn logging off for all windows
Hhite=Log, Yellow=Don't Log

Fig. 5.11 - Alarm Printer Logging window

The Following operations may be initiated from the Alarm Printer
Logging Control window:

F1 Toggle Printer Cut Off.
When you are in this mode, F1 will toggle printer cut
off. This action can be seen by the “P:X” symbols in
the Page Index window.
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F2 Toggle Logging for selected window.
Pressing F2 will toggle selected windows for printing.

F3 Turn logging on for all windows.
Pressing F3 turns printer logging On for All
Windows.

F4 Turn logging off for all windows.
Pressing F4 turns printer logging Off for All
Windows.
Note: Printer Logging ON is indicated by White Text in the chosen
alarm windows. Printer Logging OFF is indicated by Yellow Text in
the chosen alarm windows.

Pager Notification

[ __tist Guowslar - = | >\ LAN B \|
l e @ o Ty |—opaseT LS

Alternate Path via
33.6 Internal Modem

«__ 10BaseT Email Alam
Notification

Multi-user remote
access via T/Remote

. . Optional T/GrafX
Customer Provided PC Telnet sessions to Graphical Interface

Running farend equipment
T/Remote for Windows

Fig. 5.12 - LAN Network connections example.

Remote Use rs The diagram above shows an example of a LAN network with
remote users using T/Remote, HTTP, E-mail, T/GrafX, etc. Each of
over LAN these are described in the following sections of the manual:

LAN-based remotes - Section M1-25.
E-mail notification of alarms - Section 8
Web Browser (HTTP) - Section 17, Web Browser Interface

T/Remote for Windows™ - Section 5, Remote Access (this chapter)
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Section 6 - Define Windows

Windows The Master Menu > Files Maintenance Menu > Windows com-
mand organizes alarms into groups called windows. A window is
Screen a defined list of alarms that is displayed as a unit. Windows can be

defined by geographic area, alarm priority, equipment type, security
restrictions, Site 1, or other criteria.

An alarm point can belong to several different windows, defined

in different ways, and be displayed in every window to which it
belongs. For example, a fire in a generator room in Seattle would be
displayed in the All Alarms window, the Critical window, the Fire
window, the Power window, and in a Site Alarm window for that

Define Windows First location.

Windows should be one of the first database items to be defined.
Suggested order of They should be defined before the alarm points. Careful consider-
Database Definition: ation should be given to windows strategy, because a small change
Windows to your window definition could entail extensive point modification
Data Ports* which may take hours, depending on the complexity of your net-
Addresses* work.
Alarm Points* DPS recommends the following approach to window assignment:
Description* Devote the first page of the alarm summary (windows 1 through 30)

to severity, type and equipment alarms. Start Site alarms on page 2
(window 31). This will likely leave unused windows on page 1 for
future assignment to new equipment types. In addition, all type and
equipment alarms will appear on the same page, giving operators an
overall picture of system status. This approach is illustrated in the
example windows shown in Figure 6.1 and Figure 6.3.

Control Points
Derived Alarms/Controls

System Users
*Parameters Menu

Windows can also be used to conveniently sort alarms for reports.

Alarm Summar

HISTORY REPORTEHQ REPORTS 0C_REPORTS  BOFFLINE DEVICE FAILURE
STANDING : PRINTER :

The bar color indicates

the highest standing alarm
level. Blinking bar text
means there is a COS that

45606132
Fig. 6.1 - Page 1 in Monitor Mode showing Severity and Equipment Alarms
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If you regularly need reports on a diverse group of alarms that don’t
fit into a pre-existing category, they can be assigned to a special
reports window and be automatically collected for you.

Severity Windows are usually classified as follows:
Critical (Highest in severity)
Major
Minor
Status (Lowest in severity)

Type/Equipment Windows Might Include:
Fire
Alarm Forwarding
Site Controls
Building Status Unit (BSU)
Security Access to system
Printer Logging
History Reports
Off Line
Device Fail
Microwave
Fiber
Radio
Lights
Door
Power

- Alarm Summar
PRINTER :

Proactive Monitoring Compan

The bar color indicates

the highest standing alarm
level. Blinking bar text
means there is a C0S that
has not been acknowledged.

45605164

Fig. 6. 2 Page 2 in Monitor Mode showing Site Alarms
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Wi ndow T/MonXM comes standard with 90 alarm windows. The first win-

.« mgm dow always lists All Alarms. This leaves 89 user-definable win-
Defl n |t|0n dows. Alarm Windows Modules are available from DPS which
90 Alarm Windows is provide an additional 90, 240 or 690 windows to give a total of 180,
Standard 330 and 720 windows, respectively (179, 329 and 719 available)

Window Definition

Hindow Name Description

BLL ALARMS.... All alarms go into window 1
CRITICAL CRITICAL
MAJOR HAJOR
MINOR MINOR
STATUS STATUS
POWER POWER/RECTIFIERS
TOWER LIGHTS TOWER LIGHTS
FIBER FIBER
HICROWAVE MICROWAYE
) SECURITY SECURITY

1
2
3
A
)
6
1
8
9
Il

Enter window name

DPS Telecom Technical Support : 559-454-1600

Fig. 6.3 - The window Definition screen

Window 1 is always the All Alarms window. All alarm information
will be automatically sent to this window. If an alarm was assigned
to another window, then it will be sent to both the All Alarms win-
dow and the other windows as well.

To access the Window Definition screen, select Windows from the
Window 1 is always File Maintenance menu and press Enter. This screen allows you
the All Alarms window to assign individual names and descriptions to each of the alarm

grouping windows. For example, if a group of alarms from fiber

optic equipment were assigned to Window 6, you might want to
The All Alarms rename Window 6 to “FIBER.”
Window (#1) can be
renamed, but it will still
show all alarms.

The window data is recorded to disk only when F8 is pressed. After
F8 is pressed, the program will go back to the menu.

The Alarm Window Definition screen entries are explained in Table
6.A and Table 6.B.
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Table 6.A - Fields in the Window Definition screen

Field Description
. Number of the window being defined. A number from 1 to the total number of
Window . .
windows in your system.
Enter the name (up to 14 alphanumeric characters) for this window. This
Name name will appear in the Alarm Summary Screen and other places in T/
MonXM.
When the cursor is moved to the Description field the name will appear in the
Description field. This is the default. Press Enter to accept the default or enter a descrip-

tion up to 30 characters long. This description will appear in the title bar of the
COS/LIVE window.

Table 6.B - Key commands available in the Window Definition screen

Function Key

Description

F1 Move to a specific window to edit. T/MonXM will prompt for window number.
Activates the BSU Definition Screen to define the relay addresses where T/

F2 o
MonXM will direct alarm status.

F3 Deletes the current window entry. Window 1 can be re-named, but not
deleted.

F4 Takes you to the Site Controls Category Definition screen.

F8 Saves the Window Definition database and returns to the File Maintenance
menu.

F10/Esc Returns to the File Maintenance screen without saving any changes.

Note: All undefined windows will have their window number
displayed in the alarm summary screen to aid with window assign-
ment. Once the window definition is complete, these place holders
may be removed by entering a space into the name field.
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Username : DPS
Title

Profile

Control Group Mask:

View Alm Windows
Ack Alm Windows
Alarm Ack Lewel
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Managing System Users

Sustem Users

Password : === Initials

Name : T/MonKM Default User Id
1-40

: 1-720
: 1-720
: ALL ALARMS

Site Controls

Modem Call Back
Modem Logon Access: YES
Diagnostics : YES
Database HKfer : YES
Run Reports : YES
File Maintenance : YES
Edit Parameters : YES
System Operator : YES
Start Chat Mode : YES
Device On/0ff line: YES
Exit Monitor Mode : YES
Tag/Silence Alarms: YES

Bldg Manual Logout: YES
Configure Remotes : YES
Craft Mode : YES
Init Stats : YES
Printer Logging : MO
Trouble Log : MODIFY
Auto log off ;B

Id Number :

Pager Edit/Lock : YES
ASCIT Text Log : ACK

Site Stats
Dialup Stats:
Ack SHHP Alm:
AQL PAccess

Flind, E}dit, D)elete, H)ext, Plrev, Qluit : _

F1=Copy, F18/Esc=Exit

Fig. 7.1 - Make security restriction assignments at the system users screen

The System Users screen has
been redesigned for better
function and clarity.

Users can now log on with
usernames instead of initials.
New long format users name
can be 3-20 characters long.
Passwords can now be 3—16
characters long

Please note users can now be
forced to update their password
upon login. Press F2 from the
System Uers Window.

Note: Some security
fields correspond to spe-
cific Software Modules
and may not appear
unless that module is
present on your system.

D-UM-TMNXM-12001

Preventing unauthorized access to your system is very important
for maintaining system security. Therefore, system security access
controls are included as part of T/MonXM. System security access
privileges can be accessed by choosing the System Users option
from the File Maintenance menu (see Figure 7.1).

System users are designed to restrict access of the system to autho-
rized users only. The following section explains the databasing

of system users. Security rights are defined for each user to set
the user’s level of authorization. System profiles allow users to

be put into groups by assigning multiple users to a single profile.
The security rights for each user assigned to a profile are identical
between users and to that of the profile itself. This allows the pro-
file to be changed in a single spot and the changes to automatically
propagate down to all of the users assigned to it.

Once a user has been assigned to a profile the user’s security set-
tings will turn green to indicate that they are locked to that of the
profile. The user’s security settings cannot be edited while they are
green to ensure that all users assigned to a profile have identical
settings. If a variation of an existing profile is needed then a new
profile should be created to address that need.

It is not necessary for each user to be assigned to a profile. If
security rights for a user are unique to that user then there is no rea-

son to create a new profile. In this case the user would just leave
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F AMS T/Mon HOC - T/AccessMw

Settings  Refresh Connection  Help

T/ MHon¥HM Multiple Channel Alarm and Surveillance Center
Uersion 4_6AB5.1115 (BA?:85:18>
Serial number avye0a.1129 File Maintenance

Current User DES
System MName
BETA SITE

DPS Telecom Technical Support = 559-454-1688

the profile field blank. It is important to note that once a user is
assigned to a profile the security settings for that user are perma-
nently overwritten with that of the profile. This means that if a user
is assigned and then unassigned from a profile, the original security
settings for the user will not be restored after the profile is unas-
signed. The user would still possess the security settings of the pro-
file, even after it has been unassigned, but would no longer inherit
changes to the profile. At this point the user’s settings will be white
and can be edited.

=00 ]

T~Hon&dH

Windows
Suystem Users BS
Users arms
rofiles o
Quit trols
Es
Dial Up Hetworks
EDA Shelves
LAM-hazed Remotes
Building Access
Derived Alms Ctrls
Pager
SHNHP Reszponder
Utilities
QuitsMaster Menu

Fig. 7.2 - In the System Users menu you can create Users and Profiles

You can define security access levels for each user and also define
the areas that each user is allowed to access. In this way, you are
able to control who is monitoring and working in each area and can
limit the actions a user can perform.

System User Access Overview
Many T/MonXM users have found it helpful to establish an access
policy much like the following:
1. System Administrator = Full access.
2. Database administrators = Full access to system,
except for system administrator features.
3. General Users = Limited to Monitor Mode access to
view and acknowledge windows as needed.
4. View-Only Users = Access to view, but not acknowl-
edge, alarms to a specified window.

To define a new user profile, type P from the System Users screen
and begin entering new user information. The system will ask for a
user name, if the user name is unique, the system requests acknowl-
edgement to add the new user. Once defined, a user profile may be
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Define System Fields will appear on the System Users screen as software modules
are installed.
Users

Note: For security reasons, after creating your own user data-
base you should delete the DPS default entry from the database.

Table 7.A - Fields in the System Users screen

Field Description

The user's name for T/Mon and Remote Access logons. Must be 3-20 char-

Username
acters long.

Initials You must enter 3 initials.

Name The user’'s name — 3 to 30 characters long.

The user’s password. Password must be from 3 to 16 characters long
Suggestion: Avoid initials or names of family members or pets.
Note: If Strict Passwords setting under Miscellaneous Parameters is enabled,
the system user password field will enforce a strict password policy.
The following rules will be enforced:
1. Passwords must be at least 3-16 characters.
2. Passwords must not contain the same consecutive character (two of the
same characters in a row.)
3. Three of the following character classes must be used:
» Uppercase alphabetic (A, B, C...)
* Lowercase alphabetic (a, b, c...)
*  Numbers (0-9)
*  Punctuation (!, @, #...)
4. Password cannot be the same as any of the last four passwords.

The user’s title (e.g., supervisor, engineer). This field is optional. Use up to 20
characters.

Password

Title

The system profile to reference for security settings. Setting this field to a pro-
file will overwrite the system user with the configuration of the system profile.
Profile If the system profile is changed, then the user configuration will be changed
automatically. Note: This field is optional, You will be prompted to overwrite
the current user rights, Press “Y” to accept.

Control Group Mask |[The Labeled Control Categories the user can access. Range is 1-40.*

The Alarm Windows the user can view but not necessarily acknowledge. Valid
view windows with standard features are 1-90. More view windows are avail-
able when additional Alarm Windows software modules are installed. Valid
View Alm Windows [range is 1-720 (or maximum number of installed windows).* System users
able to view Window 1 can view all the alarm in T/Mon.

Note: If additional window software modules are subsequently added, you
may need to update your security files.

The alarm windows in which the user may acknowledge alarms. Valid range is
Ack Alm Windows 1-720 (or maximum number of installed windows).*
Note: Ack AIm windows must be a subset of the View AlIm windows.

The authority level of the user to acknowledge alarms. Valid settings are:
None: Can’t acknowledge alarms.

Single: Acknowledge only a single alarm at a time.

All Alarms: Acknowledge alarms one-at-a-time or all at once (Alt F4).

Alarm Ack Level

* These fields are range variables. Numbers entered must be in some valid range. Example 1-3, 7.
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Table 7.A - Fields in the the System Users screen (continued)

Field

Description

Site Controls

Windows that the user may issue site controls from. Valid range is 1-720
(or maximum number of installed windows).* Note: Must be a subset of view
alarm windows.

Modem Call Back

Allows modem access via number listed. User must identify and logon. T/
Mon calls back to the specified number. This enables even greater security.
Access requires modem and password at pre-designated location. Up to 30
characters.

Modem Logon Access

Allows access to the system using a modem. This permits you to restrict
access so a user can only use dedicated terminals.

Hint: You can give a user two codes— one is for local use and another for
dial-up access with limited capabilities.

Diagnostics

Allows access to the Main Menu and Diagnostics Menu when offline. Y (Yes)
or N (No).

Database Xfer

Allows access to Transfer the Database to another T/MonXM when multiple
masters are in the system. Y (Yes) or N (No). (Also allows user to read/write
via FTP sessions)

Run Reports

Allows access to the Report Generator. Y (Yes) or N (No).

File Maintenance

Allows access to the File Maintenance menu. Y (Yes) or N (No).

Edit Parameters

Allows access to the Parameters menu. Y (Yes) or N (No).

System Operator

Allows access to the System User database. Y (Yes) or N (No).

Start Chat Mode

Allows access to Chat Mode and lets a user chat with others or the host com-
puter. Y (Yes) or N (No).

Device On/Off Line

Allows access to take devices on and off line. Y (Yes) or N (No).

Exit Monitor Mode

Lets the user exit Monitor Mode. Y (Yes) or N (No).

Tag/Silence Alarms

Lets the user tag or silence alarms in Monitor Mode. “Silence” has a time limit
that is defined in Monitor mode. Y (Yes or N (No).

Bldg Manual Logout

Determines whether the operator is allowed to manually log persons out of a
Building Access site. Y (Yes) or N (No).

Configure Remotes

Allows downloading configurations to remotes. Y (Yes) or N (No).

Allows access to Craft Interface Mode which lets you talk to an ASCII device
connected to T/MonXM. Y (Yes), N (No) or L (Log - captures all data on the

Craft Mode craft port to a file on the hard drive. The files will be named cl-XXX.rep, where
XXX=the user intials)
Init Stats Allows the user to initialize port statistics. Y (Yes) or N (No).

Printer Logging

Allows the user to toggle printer logging. Y (Yes), N (No) Auto On permits the
system to automatically begin logging after users log onto the system. Refer to
the Printer Logqging Section for more information.

Valid settings are: None: Trouble Logs cannot be viewed or edited. View

Trouble Log Only: Trouble Logs may be viewed but not edited. Modify: Trouble logs can
be viewed or edited.
The number of minutes of no keyboard activity before the user will be auto-
Auto log off matically logged off. Valid values are 5-200. Enter O to disable. This protects
your log-on code.
Number used to log in at remote site. Up to 8 digits. Valid settings are:
Id Number DTMF; 001-899; BAU: 001 - 89999999; Blank: None

Note: T/Mon 4.2 and later version users can define Building Access System
user profiles in the Main Menu > Files > Building Access > BAS Profiles.

Pager Edit/Lock

Setup pager schedules and set pager locks. Y (Yes) or N (No).

* These fields are range variables. Numbers entered must be in some valid range. Example 1-3, 7.
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Table 7.A - Fields in the System Users screen (continued)

Field Description
Allows viewing or acknowledging ASCII text alarms. Valid settings are:
None: ASCII text cannot be viewed or acknowledged.
ASCII Text Log View: ASCII text may be viewed but not acknowledged.
Ack: ASCII text can be viewed or acknowledged individually.
Ack All:  All ASCII text messages can be viewed or acknowledged.
Site Stats Yes or No. Allows or prevents access to Site Statistics screens.
Dialup Stats Yes or No. Allows or prevents access to Dial Up Site Monitor Screens.
Ack SNMP Alm Ye§ or_No._ Allows manqal ac_knowledglng of an SNMP alarm in Monitor Mode
while viewing the Standing List.
AQL Access Yes or No. Allows access to view alarm windows through the AQL job.

Username

System Users

Passuor Initials

Username =

Name

Password

Initials

Description of items on this page:=

Security Help

The name used to log in to the system. Username
must be at least 3 characters long. Can be
changed. from password field press the Up arrouw.
Maximum is 28 characters.

Field for further description of user’s name.

The user’s password. The password must bhe at
least 3 characters long. Maximum is 8 characters.

Initials used as an identifier for the user in
the system. The initials must be 3 characters

Qonme

Fig. 7.3 - Detailed

2, A ; : e ; [DPS1]
definitions for each field can be found in the Security Help screen

Security Help
Screen

D-UM-TMNXM-12001

You can always find detailed definitions for each field in Security
Help. To go to Security Help, press F9 in the File Maintenance >
System Users > press E (Edit screen).

If you already have a Systems Users database and wish to keep it,
your current database will transfer when you load the newer version
of T/MonXM software.

You can edit user names and passwords from old databases by
choosing Edit in the new version software. If you wish to edit your
current username, you will have to create a new one and log on
again.

If a user loses his password, you will not be able to retrieve it, but a

user with System Operator privileges can access the Systems Users
screen and change the password to a new password.
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System Users

DPS Password : x Initials
Name : IAM Default User Id

Username
Title

Control Group Mask: 1-48

Uiew Alm Win Copy User
Ack Alm Wind

Alarm Ack Le | Username to copy from

1))
Site Control| Username to create REETELECOHREHOTEUSEB

Modem Call B/| Initials to create
Modem Logon

Diagnostics Enter user initials to be created
Databhase Hfe

Run Reports

File Maintenance : YES Init Stats

Edit Parameters : YES Printer Logging
System Operator : YES Trouble Log
Start Chat Mode : YES Auto log off
Device On/0ff line: YES Id Number

Exit Monitor» Mode : YES Pager Edit-Lock
Tag/8ilence Alarms: YES ASCII Text Log

(]

Fig. 7.4 - Copy attributes from existing users to a new user

Cpr System The Copy User command copies user permissions and attributes
from an existing user to a new user. This makes it easier to access.

User Attrl bUteS To copy the current System User’s attributes, press F1 from the
System Users screen and enter the new user name and initials.

All other settings, including password will be copied to the new
user.

The copy functionality (F1) is supported by both the user and pro-
file editor. It is important to note that users can only copy users and
profiles can only copy profiles.
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Section 8 - Configure Pager and Email
Alarm Notification

Introduction

Note: Text/Messages can
still be used to define pag-
ing in version 3.5 and later
— see Appendix K.

View the Pager Status

in Monitor Mode — see
Section 16 (Monitor Mode)
for more information.
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With T/Mon’s pager support you can define pager carriers (tech-
nicians to be paged when reportable alarms occur), pager phone
numbers, pager carrier initials, and much more.

Weekly Schedules can be created to dial pagers when an alarm
is received. Special changes for holidays, and other exceptions
can be made at the Schedule Exceptions screen — a 24-hour
schedule that overrides the Weekly Schedule. An additional
schedule override can be performed by using the Lock function
while in the Monitor mode. A page can also be initiated manual-
ly while in the Monitor Mode — see section 16-60 (Pager Status
in Monitor Mode).

T/Mon can also be set up to send an email notification of alarm
events. Email notification is integrated with the paging system.
An email address can be defined for each pager carrier. When
the system needs to send a notification to a pager carrier, it will
send an email if an email address is defined for that carrier.

In order to use email notification, the system will need to be
able to connect to a mail server via LAN. It cannot connect

via dial-up, though it can co-exist with paging via dial-up. The
system uses SMTP to send messages and POP3 to retrieve
them. An email account for the system will need to be setup on
your mail server to receive email from T/Mon. The configura-
tion procedure described in this section only sets up the email
resource.
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A drop down list of pager car-
riers has been added. Access
this drop down list by pressing
TAB on the pager group defini-
tion screen.

T/Mon can be setup to send SNPP (Simple Network Pager
Protocol) pages for alarm events. SNPP paging is integrated
with the paging system. An SNPP pager carrier must be defined
for each pager. In order to send SNPP pages the system’s SNPP
Client job will need to be able to connect to an SNPP Server

via the LAN. The SNPP Server must be a service provider for
the pager used. Typically services providers support only their
own pagers. The system cannot connect via dial-up, though it
can co-exist with paging via dialup and email.

Pager and Email Alarm Notification Setup Overview
The following is an overview of setup procedures. For more
detailed instructions on defining each section, see the corre-
sponding sections on the following pages.

1.

Setup a pager remote port job in the Main menu > Files
Maintenance > Remote Ports option.

If you are using email notification, as well, then setup a vir-
tual port job for email notification in the Main menu > Files
Maintenance > Remote Ports option.

Return to the Files Maintenance menu and select the Pagers
option.

Select each option and fill in the fields with the appropriate
information. Pager Carriers should be defined first.

You may also select which system users have system secu-
rity access to set up pager schedules and pager locks in the
Main menu > Files Maintenance > System Users option. See
Section 7 (System Users) for more information on defining
system users options.
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Pager Carriers Weekly Schedule
»{[Pag] - carrier number -» |Schedules _|——> Exceptions
> Int - initials  <— Operator 4—_,_> [Operator]
Name - »|Description <«— [Description]
1->|Type <Schedule> r <Schedule>
E Pager Phone*
i ID/Delay* Profile
! Email Address** P "> | Profile
i | |Typ -email message : Description Text
i type™ : <Operators> Message
i ; » OPR = > |OPR
Groups Type
; [Pag] - carrier number E Delay
t| o |0ng] - initials ; > Fmt
E [Name] : Repeat Count
i <Entry> . IRepeat Delay
! Entry - i IAlpha/Numeric Msg
E > Initials - carrier ini- !
i tials or car- : Alphanumeric
: rier number l Format
i to be added :
: in group : Fmt# Key
E [Name] i <Format> [ ] - set field, can’t change
E ! information in this
*=->|Types i Alarm Pt option screen
2 - 2-way : _ <> - complex field, only
; Pt# (point number) a description of screen
L - Logger ! .
G - Grou : option
P ---»| Pager _- (dashed Tine) - direct
N - Numeric relationship, does not
A - Alpha connect with intersect-
E - Email ing relationship lines.
S - SNPP

Fig. 8.1 Pager and email database relations

* Field appears if either
Numeric or Alpha is
selected.

** Field appears only if
Email is selected.

Note: Pager Phone and ID/

Delay fields will not appear
if Email is
selected.
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Pager and Email Field Options Relationships
Figure 8.1 illustrates the relationships between some of the fields in the
Files Maintenance > Pager submenu options. Some of these fields are

dependent upon one another. For example,

the Pager Phone, ID/Delay,

Email Addresses, and Typ fields appear according to the selection you
make in the Type field — see side note. The initials you define in the
Pager Carriers screen also carries over to the Schedule and Exemptions
screens, and can only be altered in the Pager Carriers screen. Other rela-
tionships are shown in the illustration above.
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[/Mon%M Base Platform
Version 2 4.9 . .
Serial number : 00038 File Maintenance
Current User : DPS Windows
System Name : Proactive Monitoring Company Text/Messages
Internal Alarms
System Users
Labeled Controls
ASCII Devices
Dial Up Networks
Pager
ager Carriers otes
Weekly Schedules sS
Schedule Exceptions Ctrls
Alphanumeric Formats
Profiles r
Groups
Parameters
Quit

DPS Telecom Technical Support

F10/Esc=Exit
Fig. 8.2 - Main menu > Files Maintenance menu > Pager submenu

In T/MonXM 3.0 and later, The following section is an overview of the options available in

you may assign up to 999 the Parameters > Pager submenu and their functions. For detailed

operators. information and instructions on defining a Pager submenu option,
see the appropriate sections that follow.

System Security

. , Selecting the System Users option from the File Maintenance menu
ing and the lock functlor_1 allows you to define which system users have system security

are un(_jer system security access to set up pager schedules and pager locks. This is accom-
protection. plished by the setting of the Pager Edit/Lock field for each user who
is to have access.

Access to pager schedul-

Pager Remote Port Parameters

Parameters are defined in Define the Pager Queue Max and enable Smart Paging in this
the Parameters > Remote screen option. Smart paging will only page on Un-ack COS and
Ports menu. when current alarm status matches pager Alarm status.

Pager Profiles

Pager profiles can be configured to indicate a page notification and

to which operator (schedule) it is to be directed. This method allows
many profiles to be defined. The pager profiles are later assigned to
each alarm point in the Point Definition screens.

Pager Scheduling

Pager scheduling (including weekly schedules and schedule excep-
tions) is done under the Pager selection in the files menu, which is
described in this section. Alphanumeric formats are also defined
under this menu.
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An Operator is a schedule
of pager carriers who are
to be called during a par-
ticular hour.

Pager Carriers on call can
be changed from hour-to-
hour, per the operators
schedule.
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Operators

Pager scheduling uses a function referred to as operators to aid in
defining the pagers to be called at a particular time. The term “oper-
ator” is not to be confused with the term “pager carrier.” The opera-
tor is a schedule in T/MonXM’s database that performs the same
duty as a human operator issuing pages according to a schedule. Up
to 999 Operators may be defined, so that as many as 999 different
pagers will be on call at a time. Each one may be called for a differ-
ent type of alarm.

Pager Carrier

The Pager Carrier is the person who has a certain pager that is
accessed by dialing a defined phone number. The Pager Carrier is
defined in the Pager Carrier screen and is thereafter identified by
initials or number. Up to 999 Pager Carriers can be defined. Email
address information for email notification is also entered in the
Pager Carrier screen.

Pager Scheduling

Selecting Pager from the File Maintenance menu will allow you to
access the Pager menu. The pager menu items are: Pager Carriers,
Weekly Schedules, Schedule Exceptions, Alphanumeric, Group and
Quit. Each of these menu items will be used in turn during the fol-
lowing procedure.

Start Receive

Alarm or

Change-of-
H ere State (COS)

A

Alarm
or Clear?

Text/
Message
Define

Point
definition
list pager
profile?

Substitute for

Clear Been Is Look up INS Pager
Pager Carrier umeric,
Acknov;ledged Pager Lock (Pager Carrer Alphanumeric,
' Soreen) or Email ?

Substitute for
pager profiles »
Look up
f };o_ilm Issue Format
definition Page (Alphanumeric
";‘rozlaeg*;’ via DTMF* Pager Format
Screen)
*Numeric page I
sends the
message Enter
(I)P'\RA Defined defined in the IMNafm
" n Message "I" field of the essage
Alarm Still i
: (per Weekly Py Data in
Star]’dmg Schedule Pager Dial-Up Format
9 Screen) Entry String.

1..

Send to Mail ‘ Select

pager profiles

Server, if Email Operator

Issue
Page
via TAP
Terminal

Fig. 8.3 - Pager and email function flow diagram
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Pager Alarm

With a pager port, T/Mon can send a message to a pager when there
is a reportable alarm event. Use the following steps to setup your

NOtifi Cation Port port parameters:

Setup

1. Go to Main menu > Parameters > Remote Ports.
2. Press F (Find) or N(Next) to find the next available port.

Note: go to section 8.4 if 3. Press the Tab and select Pager from the port usage sub-

you only need to setup an menu, then press Enter.

email notification port job. 4. Fill in the rest of the fields — see Table 8.A for field
descriptions.

Remote :

0D CD U < =

Serial

Remote Parameters

: PAGER
: 1200,8 ,NONE, 1

Pager Speaker

Modem Config
lfj_iull.l% Alphe

Fig. 8.4 - Pager remote parameters settings

Table 8.A - Fields in the Pager remote parameters screen

Field

Description

Port Usage

The Port Usage field shows the selected port usage option. Press the Tab key
to open the submenu, and select Pager.

Serial Format

Baud rate, parity, word length, and stop bits settings that T/MonXM will use to
communicate with the equipment.

Pager Speaker

Allows you to set the computer’s speaker so you can hear the dialing tones. “Y”
to turn on, “N” to turn off. [N]

Modem Config

30 character configuration string. (Normally blank) T/MonXM uses the following
modem initialization string:

AT MO QO X4 if the Pager Speaker is off

AT M2 QO X4 if the Pager Speaker is on

It is not necessary to make an entry in this field unless you need additional
characters to implement some feature or to use an external modem. See
Appendix J or consult your pager manufacturer’s instructions for details.

Note: Table 8.A continues on following page.
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Table 8.A - Fields in the Pager remote parameters screen continued

Field

Description

Multi Alpha Pages

Send multiple Alpha pages per call. If your paging service allows you to issue
multiple messages with a single call, enabling this feature will dramatically
improve paging through-put. The actual pages will be issued separately by
the pager service. When this feature is used be sure that phone numbers on
the Pager Carrier screen for carriers using the same terminal are typed in
IDENTICALLY as this is how the software determines whether a given mes-
sage is for the same terminal.

Y = Multiple messages per call

N = One message per call.

Check Back Delay

Time to wait before checking for a response from a 2-Way pager (2 to 60 min.)

[5]

Check Back Times

Maximum number of times to check for a response from a 2-Way pager (1 to
20 times). [2]

Direct connection

Use to set port for either direct or modem connection to the paging terminal.
Y=Direct connection. N = Modem connection.

*Note: For a 2-way pager, Parity = None, Word Length = 8 and
Stop Bits = 1.

Table 8.B - Key commands available in the Remote Parameters screen, pager usage

Function Key

Description

Toggle suspension. Allows temporary suspension of defined port. Available

FS only when cursor is on prompt line at bottom of window.
Up Arrow Move to the previous field.
F8 Save
F9 Help online
F10/Esc Exit Ethernet TCP Port Definition screen without saving changes.
Tab List port usages (while cursor is in the Port Usage field).

D-UM-TMNXM-12001

Note: The Pager remote port usage only assigns the pager port.
Refer to Files Maintenance > Pager Profiles (section 8-24), for full
details on how to implement a successful paging strategy.

Now you can set up your pager carriers by going to the Main Menu
> File Maintenance > Pager >Pager Carriers submenu to enter your
pager information — see section 8.12.

For email notification, you must first set up email port jobs for
incoming and outgoing mail — see following pages.

Section Eight - Configure Pager and Email Alarm Notification 8-7




T/MonXM 6.8 User Manual

SN PP Alarm Setup a job for sending SNPP pages (SNPP Client)

NO tl fica tion PO rt Define SNPP pager carriers with Pager IDs.
Setup

Setup a pager schedule (if necessary).

Setup Procedure Detail
Note: This procedure assumes that you already have a network card
installed your system.

1. Contact your network administrator to determine the SNPP
service provider for the pagers you use. You will need the IP
address and listening port of the SNPP Server in order to send
pages. The default listening port for SNPP Servers is 444.

2. Navigate to job 28. This job should already have it’s port usage
set to “Ethernet 1/0”.

3. Define a TELNET-RAW data connection with the IP address of
the SNPP Server and port 444.

. Navigate to a halted LAN job.
5. Define the job’s port usage as “SNPP Client”.

Enter a description of the SNPP Server in the Description field
(optional).

T-MoniM
Remote Parameters
: 59 <No Data ConnectionX
Port Uzage : SNFP Client

T
U
Y
c
3
B

Description : Metrocall SMPP Server

Frind. E)dit. M)ext. >*)Mext Used. Pirev. <)Prev Used. Qruit = _

Fig. 8.5- Remote Parameters window
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7. Press F6 to assign a data connection.

Data Connection Assignment

Usage : SHPP Client
Connection = NONE

Fig. 8.6 - Data Connection Assignment window

8. Select the data connection you just created.

Remote Parameters
SHFF MetroCall <TELHET-RAW Port 444>
: SNPP Client

Description Hetrocall SHPP Server

F»ind,. EXdit. N)ext,. >JNext Used. Pl)rev. {)Prev Used,. Qduit - _

Fig. 8.7 - Remote Parameters window
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. Setup Procedure Overview
Email Alarm b | .

o . Set up a Job for sending outgoing mail (SMTP).
NOtIflcatlon Port Set up a Job for the system to receive mail (POP3).

Setu P Assign email addresses to pager carriers and enable response
options.

Email notification requires ~ Set up pager scheduling (if necessary).

T/MonXM version 3.5 or Setup Procedure Detail

later. Note: This procedure assumes that you already have a network card

Note: the configuration installed and working in your T/Mon or [AM.

procedure described in
this section only sets up
the email resource.

1. Contact your network administrator to discuss having an email
account setup for your T/Mon or IAM. Note that SMTP is used
to send mail and POP3 is used to retrieve it. You will need an
account name and password, and the email server IP address.

Ethernet T[_I'.?[EPPor’[ Definition
Entry Type IP Address P(;r‘t Description

TELNET-RAW 111.111.111.111 25 SMTP Port
JELNET-RAW 111.111.111.112 110 POP3 Port

TELNET-RAW (ASCII, Craft, E-Mail, FIP Data Transfer)

Fig. 8.8 - Creating TCP ports for email protocols

2. Go to Parameters/remote Ports. Navigate to job 28. This job
should already have its port usage set to “Ethernet I/O.”

a. Press F1 to bring up the Ethernet TCP Port Definition
screen.

c.. Add an entry of type TELNET-RAW.

Set the entry’s IP address to the IP address of your mail
server.

Set the TCP port to 25 (this is the standard SMTP port).
Set the description to “Outgoing-SMTP.”

g. Add another entry of the type TELNET-RAW and set
its [P address to the IP address of your mail server.

h. Set the TCP port to 110 (this is the standard POP3
port).

i.  Set the description to “Incoming-POP3.”

j-  Press F8 to save the changes.

3. Navigate to an open LAN job — press F for find, then type
“50” and press Enter. Press N until you find a halted job.
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Remote Parameters
Job : 34 <No Data Connection>
Port Usage : Mail (Outgoing—SMTP)

I
v
S
C
S
B

Description : SMTP Mail Server
Domain Name : proactive.com
Account Name : tmon

Flind, E)}dit, N)ext. P)rev, Qluit : _

6=Dalg

Fig. 8.9 - Mail Outgoing SMTP screen.

Note: this only sets the 4. Press E for Edit and set up the job’s port usage as “Mail
domain in the “from” email (Outgoing-SMTP).”
address field. a. Set Domain Name to your company’s email domain

name (for example: dpstele.com).
b. For Account Name enter the account name that you
received from your network administrator.

Note: the account name field is the portion of the email address
before the “@” symbol. The Domain Name field is the portion of
the email address after the “@” symbol. The T/Mon will use these
two fields to create the from address when sending email notifica-
tions.
5. Press F6 to assign the data connection of this job to the
SMTP port defined on the previous page in step 2. Press
Tab, select SMTP PORT (TELNET RAW Port 25) and press
Enter.
6. In the Remote Parameters screen, press N (Next) until you
find another halted job.

Data Connection Assignment
Job : 34 Usage : Mail (Outgoing-SHMTP)

Data Connection : NONE

SMTP PORT (TELNET-RAY Port 25)

Fig. 8.10 - SMTP Data Connection
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Remote Parameters
Job s <No Data Connection>

Port Usage : Mail {Incoming-POP3)

scriplion : Incoming Mail (POP3)

:unT Name : tmon
: tmon

1

Flind, E)dit, N)ext, Plrev, Q)uit :

Fig. 8.11 - Mail Incoming POP3 screen.

7. Press E for Edit and set up the job’s port usage as “Mail
(Incoming-POP3).” Enter the account name and password that
you received from your network administrator. In the Check
Interval field, enter the frequency (in minutes) that the system
should check for new mail.

8. Press F6 to assign the data connection of this job to the POP3
port defined in step 2.

9. Remote port job is now complete. Enter email addresses in the
Pager Carriers screen — see following section for details.
Data Connection Assignment
Job 35 Usage : Mail (Incoming-POP3)
Data Connection : NONE

POP3 PORT (TELNET-RAY Port 110)

WL OOWT -

Fig. 8.12 - POP3 Data Connection
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P ager C arriers To access the Pager Carriers screen select Pager Carriers from the
Pager menu and press Enter.

At the Pager Carriers ane defined, Pager Carrier initials can be assigned to an opergtor

. in the Weekly Schedules screen. (Initials can also be assigned in
Screen you can defm_e the Alarm Summary Screen.) Fill in each field per Table 8.C. After
up to 999 pager carri- completing a Pager Carrier field set, press F8 to save and return to
ers. the Pager menu.

Email address information for email notification is entered in a sub-
screen in the Pager Carriers screen — see section 8-13.

Int Iam ID/Delay

(]

bGP
TWE
PI

DIV A
|

-
L]

e [
e [

o

THC
EJ

ATE
TED
MED

—=
=

[y}

=
e

ir
[
fu]

{n]
T
=G

=
e

ATH : MACTINTYE.
FRG FRANE GUILDER
FEM PHIL MCOCWNTGOMERY

Enter initials

F3=BLANE, F6=E-Mail, g F9=Help, F10/Esc=Exit

Fig. 8.13 - Pager carriers screen

Table 8.C - Fields in the Pager Carriers screen

Field Description

Page Pager number. This field cannot be edited. Move cursor to the desired number.

The cursor will be on this field when the screen is opened. Enter pager carrier's
Int initials. Initials must be unique for each carrier. Must be at least 2 characters.
Use alpha or numeric characters.

Name Enter name of the pager carrier. Up to 30 alpha or numeric characters.
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Table 8.C - Fields for the Pager Carriers screen (continued)

Field

Description

Pager Phone

Enter phone number of pager. For alpha pagers use the number of the Tap terminal,
not your PIN. (If unknown, this number can be obtained from the pager company.)
Neither parentheses nor hyphens are needed in the phone number listed here, but
can be entered for clarity. This field can have a dial code before the actual number for
routing pager calls out of buildings that have their own local phone network.

Enter the pager type. Valid entries are:

Email notification.
E Press F6 to enter an email address and select “N” for a normal email mes-
sage notification, or “S” for a short email notification type.

S SNPP pager

N Numeric pager

A | Alphanumeric pager

2-Way pager - Two-way paging allows acknowledgment to occur immediately,

Type from the carrier's pager, halting additional paging activity. Two-way paging can
2 ack an individual alarm or it can be used to tag an alarm, preventing additional
COS alarms if the alarm is repeatedly occurring. An ignore response prevents
further pages to the same carrier. Follows format for alphanumeric pagers.
G Group - Pages a group of pager carriers. Pager Phone and ID/Delay fields are
skipped when type “G” is entered. See further details on p. 8-28.
Logger - Sends Alphanumeric pager message string (as defined on p. 8-10)
L [to a printer or ASCII terminal. Logger stays on line for time specified in the ID/
Delay field.
Enter 1 to 10 digits for the pager ID (pin) when “A” (Alphanumeric) or “S” (SNPP) is
entered in the Type field.
Enter the Delay when “N” (Numeric) is entered. Delay is the amount of time, after dial-
ing, before pager information is sent. This varies with the paging company. Numeric
ID/Delay users may manually dial the number to determine the correct time before the tone.
(0-99 sec)
Enter the Hang up Delay when “L” (Logger) is entered in the Type field. Hang up
Delay is the amount of time the logger is to remain on line to print out additional
alarms. Set for 0 to 99 minutes.
Table 8.D - Key commands Available in the Pager Carriers Screen
Function Key Description
F3 BLANK. Deletes the current pager entry.
F8 Save. Saves the Pager Carrier database.
F9 Help. On line Pager Carrier help.
F10/Esc Exit. Leaves the Pager Carrier screen without saving changes.
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Pager Carriers

Pag Int Name E-Mail Address

AGP ALPHA GROUP

THR TOWER PRINTER

BGP BETA GROUP

CRS CLIFF SAMPSON cliff@proactive.com
TOM COLEMAN tom@proactive.com
KIM JENSEN kim@proactive.com
AL KAUFMAN al@proactive.com
TERRY DOWLE terrv@proactive.com
MACK DONALD mackd@proactive.com
GAMMA GROUP
WILL TOTTEN will@proactive.com
RAY SOPRENSON rays@proactive.com
A.J.MACINTYRE ajm@proactive.com
FRANK GUILDER frank@proactive.com
PHIL MONTGOMERY phi1l@proactive.com

D OO =] TN £~ QO =

N
N
N
N
S
N
N
N
N
N
N
N
N
N
N

Enter initials

F1=Response Options. F3=BLANK. F6=Pager. F8
Fig. 8.14 - Pager Carriers email screen.

Note: in order for T/Mon Entering Email Addresses

to send email notification Use the following steps to enter email address for pager carriers to

of repqrtable alarms, you receive email notification from T/Mon:
must first create a remote

port job in the Parameters
> Remote Ports screen
option — see section
“Pager Alarm Notification
Port Setup”.

1. Enter your initials and your name. Leave the Type field blank
and press Enter.

2. Press F6 to toggle from pager information to email addresses.
Enter email addresses as appropriate. Here is a sample demon-
stration of the format that is expected: support@dpstele.com

3. The Typ field allows the option for short email messages.
Select “S” for short format, and “N” for normal format.

Note: Short contains just the alarm notification information, while
Normal format contains a header and footer containing general T/
Mon alarm notification information.
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Pag Int

AGP
THR
BGP
CRS
THMC
KJ

AJK
TRD
MRD
GGP
WDT
RIS
AJM

1
2
3
b
9
6
1
8
9

Nam

ALP
ToW
BET
CLI
TOM
KIH
AL

TER
MAC
GAM
WIL
RAY

A.J.MACINTYRE ajm@proactive.com
FRANK GUILDER frank@proactive.com
PHIL MONTGOMERY ph1l@proactive.com

Pager Carriers

Response Options

Name :WILL TOTTEN
Initials :WDT

Ack Single Alarm :
by Reply

Ack Site :

Tag Single Alarm :

Include AckAlarm link (Y/N)

e iyl & p - 4

Fig. 8.15 - Pager Carrier Response Options.

4. Pager carriers who have their email address listed in the pager
profile will be emailed of a reportable alarm event. You can also
setup the pager carrier to receive a pager notification, but you
will need to enter the pager carrier as a new entry.

5. Place the cursor at the initials for an entry and press F1 to edit
response options for the selected carrier. All response options
are disabled by default. (Note that the response options settings
apply to 2-way paging, DTMF Acknowledgement and email).
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Weekly In the Weekly Schedule screen assign pager carriers to a 24 hour
weekly paging schedule. Pager carriers whose Initials are entered at

Ope rator the day and time indicated in the weekly schedule will be paged.

SChEdu |eS The Weekly Schedule screen is divided into 999 operator groups.

When alarms come in that have a pager response assigned, T/
MonXM references the operator. The operator determines who will
be paged by its Weekly Operator Schedule. Special changes for
holidays etc. can be made at the Schedule Exceptions screen.

Up to 999 Operator
Schedules can be Use the following steps to schedule weekly operators:

Specified 1. To access the Weekly Schedules screen select Weekly
Schedules from the Pager menu and press Enter.

Note: If you have complex 2. When the screen comes up it will display the entries for the last

or rotational schedules it operator viewed.

is best to use Schedule 3. To select another operator number (1-999) type F, the number
Exception exclusively — and Enter, or type N for next or P for previous. To add a sched-
see section 8-19. ule type F (Find), then the new number, press Enter, and type Y

(Yes) when prompted to add. To edit the screen type E, to quit
type Q, and to delete type D.

Weekly Operator Schedule

Operator : 1 Description : On-Call Technicians

Hour MON TUE WED THU

HDT WDT HDT WDT
HDT WDT HDT WDT
HDT WDT HDT WDT
HDT WDT WDT WDT
WDT WDT WDT WDT
WDT WDT HDT WDT
AJK TRD MRD RIS
AJK TRD MRD RIS
AJK TRD MRD RIS
AJK TRD MRD RIS
AJK TRD MRD RIS
AJK TRD MRD RIS

, E)dit, D)elete, N)ext, Plrev, Qluit :

(e lle L e oy B b Nl )

§ =|.
Fig. 8.16 - Weekly operator schedule screen
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Operators will be paged on 6. The Weekly Schedules screen shows hours 0:00 to 23:00 in the
a cleared alarm only if they left column and days across the top.

are paged on the occur- 7. When Edit is selected the cursor will appear at the SUN, 0:00

rence of the alarm.

field.

8. Enter the initials or pager number (1-999) of the person to be
paged between midnight and 1:00 AM on Sundays.
Note: If no one is to be paged during that hour on Sunday,
pressing Enter will move the cursor to Monday.

9. To skip hour 0:00 for the entire week use the down arrow key.

10. To see a listing of the assigned pager carriers press F1. The
F2, F3 and F5 keys can be used to speed entries by copying or
entering several fields at once. F4 translates initials from one
carrier to another — see Table 8.E.

Table 8.E - Key commands Available in the Weekly Schedules screen

(when Edit command is selected)

Function Key

Description

Down Arrow Moves the cursor down the screen.
Up Arrow Moves the cursor up the screen.
PgDn/End Moves the cursor to the second half of the screen (12:00 to 23:00)
F10/Esc Exit. Leaves the Pager Carrier screen without saving changes.
List. Displays a list of pager numbers and the Initials and Names eligible to be
F1 . ; -
listed on this screen. Enter the initials or pager number.
Copy. A small window will appear for specifying an hour entry to be copied
Eo to another hour or hours. The “copy to” entry may be a range (as 8-17) or
separate hours (as 8, 10, 13). This action copies the entire week’s line for the
hour(s).
Fill. A small window will appear for specifying initials (or pager number) to be
F3 entered in several hours on a specific day. The hours entry may be a range
(as 8-17) or separate hours (as 8, 10, 13).
Fa Translate. Changes all entries for one pager carrier’s initials to another. Affects
only selected operator schedule.
5 Repeat. The repeat option allows you to repeat the last entered initials for one
line.
F10/Esc Exit. Exits from the Weekly Operator Schedules screen.
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Schedule
Exceptions

The Schedule
Exceptions schedule
overrides the Weekly
Schedule.

Users with complex
rotational schedules
may use schedule
exceptions exclusively.

Remember to press
Enter at the end of
your additions and then
press F8 to save your
selections.
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The Schedule Exceptions screen allows special schedule changes
for holidays, etc.

Pager carriers whose initials are entered at the time indicated in the
Schedule Exceptions screen will be paged at that date and time.
Schedule Exceptions can be prepared weeks or months into the
future.

There is special color coding on the Schedule Exceptions screen.
Entries from the Weekly Schedule are displayed in Green. Schedule
Exceptions entries are displayed in Red.

To access the Schedule Exceptions screen select Schedule
Exceptions from the Pager menu and press Enter.

To enter a new date and operator select Find. Enter a date in the
future (use the MM/DD/YY format) and press Enter. Type in the
operator number and press Enter. Answer “Yes” when the prompt
asks if you wish to add. The Selected Operator Schedule will then
appear on the screen.

To copy another exception schedule, press F1 (Read). The existing
exception schedule dates will appear in a default box. Press Tab,
highlight a date from the list and press Enter to select. The copied

exception schedule may then be further edited.

“I” indicates the sched-
ule will take no action.

Schedule Exceptions

Week Of : 9-13-98
OPR i |

—————— AN
SUN MON TUE WED THR FRI SAT
Hour 13 14 15 16 17 18 19

|

:00 RAB CRS CRS CRS CRS CRS RnB
:00 RAB CRS CRS CRS CRS CRS RAB
:00 RAB CRS CRS CRS CRS CRS RAB
:00 RAB CRS CRS CRS CRS CRS RAB
:00 RAB CRS CRS CRS CRS CRS RAB
:00 RAB CRS CRS CRS CRS CRS RAB
:00 MRD AJK KJ TRD PLM CRS MRD
:00 MRD AJK KJ TRD PLM CRS MRD
:00 MRD AJK KJ TRD PLM CRS MRD
:00 MBD AJK KJ TRD FLM CRS MRD
:00 MRD AJK KJ TRD PLHM CRS MRD
:00 MRD AJK KJ TRD PLM CRS MRD

2
1
2
3
4
5
6
?
8
3
0
1

=

Flind, E)dit, N)ext OPR, Plrev OPR, QJuit :

F1=Prev Week, F2=Next Week, F3=Copy Week, F4=Copy Day, FI9=Help, F10-Esc=Exit
Fig. 8.17 - Schedule exceptions screen
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Alphanumeric
Pager Formats

Configure and access up
to four preset formats with
Alphanumeric Formats
menu.

Alpha Formats
Format #
Format #2
Format #3

Format #4
Quit

Fig. 8.18 - Select from four
alpha pager formats

Note: By default, the
first field starts at char-
acter 6.

PAGE : 1 STATUS :

1

20 o 0 5 ®oooo

EXTRACTED ASCIT

START NAME

47 Alarm Id
63 Level

106 Site Name

1
2
3
4
S5
(i]
7
a8
9
1

(0]

Enter Field Name

61 Alarm Status
65 Description

122 Device Type

The Alphanumeric Formats menu allows you to configure and
access up to four preset formats for the alarm descriptions and other
information that will be sent to the pager. This allows formatting
the pager message to suit the level of detail required by the person
being paged and to address restrictions of your pager provider. The
Alphanumeric Formats screens are similar in operation to the Edit
Alarm Format screen in the Parameters menu.

To access the Alphanumeric Formats screen select Alphanumeric
Formats from the Pager menu and press Enter. A small menu with
four different format choices will appear. Highlight one of these
and press Enter. (All four of these are the same until configured.)

The screen presents status information at the top and a format bar
immediately below. The status information includes the format
number (1-4), page, status, level and total width. This information
tells you what the format bar is showing. The format bar illustrates
the message that would be sent to the pager. The table that follows
explains how the format bar and associated function keys can be
used to quickly pre-view a message.

For further information refer to Table 8.F and Table 8.G.

When the Alpha Pager Format screen first appears, the cursor is
placed in the Name field. Up to 14 fields can be defined with a total
of 153 characters.

Edit Alpha Pager Format #1
LEVEL : A TOTAL WIDTH : 126

4 5 5 6 6 7 7
e .0....5....0....5....0....5.7»
0 45. 10.64 A C THIS IS THE

b ASC Extract...

Tab=List,F1=Ins,F2=Del,F4=Lu&St,F6=8im,F?=Pan,F8=Save,F9=Help,F10=Exit
Fig. 8.19 - The alphanumeric pager format screen
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Table 8.F - Status information fields in the Edit Alpha Pager Format screen

Field Description
Page Portion of format bar shown. Page 1 shows columns 2 - 77. Page 2 shows col-
9 umns 77 - 153. Press F7 to toggle between pages.
Alarm status (F = Failed, C = Clear). Use F6 to step through the status charac-
Status ters to see how the message changes with status. Use F4 to change the words
used to describe the status.
The alarm level (A, B, C, D). Use F6 to step through the levels to see how
Level the message changes with alarm levels. Use F4 to change the words used to
describe the level. (See Table 8.G.)
Total Width Number of characters the message occupies at its present state of configura-
tion. This number will increase as further fields are defined.
For each field enter a name, width and whether a space is to sepa-
rate it from the following field. Press TAB while the cursor is in
the name column to view the list of field names. Each name has a
default value for the field width, which can be edited while the cur-
sor is in the width column. See Table 8.G for details.
Table 8.G - Fields in the Edit Alpha Pager Format screen
Field Description
FLD Field position.
START Starting column of the field. Note: This item cannot be edited.
Field name. Press Tab to view name list. Use Tab to move the highlight bar
NAME and press <ENTER> to select the item. See Table 8.H. for descriptions of
selections and descriptions.
WIDTH Width of the field. If the width is set to be less than the amount of data in the
field then the right-hand part of the field will be truncated.
SPACE Puts trailing space after field. Select Yes or No with Tab.

D-UM-TMNXM-12001

Note: When alpha pages are transmitted, all extra spaces will be
removed to produce more readable messages.

Alarm Id PP.AAA. DD.PP

Fig. 8.20 - Selections appear in a menu window
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Table 8.H - Menu selection available in the Alpha Pager Format screen

Field

Description

Alarm ID1 [PP.AAA.DD.PP]

Port. Alarm. Display. Point

Alarm |D2 [PPP.AAA.DD.PP]

Port. Alarm. Display. Point

Alarm ID3 [PPP.AAA.DDDDD.PP]

Port. Alarm. Display. Point

Alarm Status

Fail and clear description

Level Severity (CR, MJ, MN, ST)
Description Alarm description
Disp Desc Display description
Date-1 [MM/DD/YY] Month/Day/Year
Date-2 [MM/DD] Month/Day

Date-3 [JAN 12 1992]

Date (text description)

Date-4 [JAN 12]

Date (text description, year omitted)

Time-1 [12:34:56]

Time (hour:minute:second)

Time-2 [12:34]

Time (hour:minute)

Site name as defined in Parameters > Remote Ports > Device

Site Name Definition screen.
Protocol Port type description
Device Type Device type description
Auxiliary description
Aux Desc Note: you must enable this feature in the Parameters >

Miscellaneous screen option.

System Name

System name as defined in Parameters > Miscellaneous screen
option.

Message Text

Following /T in a pager dial-up entry string

ASC Extract

ASCII text that was parsed to create alarm condition — see
“Extracting Text for Alpha Pagers.”
Note: available only if ASCII Processor module installed.

Text Message

Text/Message defined for the point.

Numeric Data

Information that normally goes to a numeric pager

Item Number

Used to identify pager carrier and alarm to T/Mon for DTMF On-Call
— see Software Module 18 “DTMF On-Call”
Note: must be included if acknowledging alarm by replying to email.
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Table 8.1 - Key commands available in the Edit Alpha Pager Format screen

Function Key Description
Tab List. This key displays optional entries in the field.
F1 Ins. Inserts a blank field entry at the current cursor position.
F2 Del. Deletes the field entry that the cursor is under.

Level and Status. Allows editing of the text in the level and status fields. F4
brings up an editing window. Up to 8 characters can be used for each level

F4 and status. Field sizes must be adjusted in the format to see all the text. See
Figure 8.14.

F6 Sim. Cycles through all combinations of level and status to allow pre-viewing
the message in the format bar.

£7 Pan. Toggles the page # and format bar to show the portion not currently on
the screen.

F8 Save. Saves the Pager Alarm Format definition.

F9 Help. Online Help.

F10/Esc Exit. Exits without saving any changes that may have been made.

Edit Alpha Pager Format #1
1 STATUS @ F LEVEL : A TOTAL WIDTH @ 133

1 1 2 4 5 5 6
oosooodidscoo®ecoddoooaDooodilooasamooadilecodmooadiocoo®oocodidocadHoaac
TEXT FROM MESSAGE B 45. 11.64 F CRIT

Level and Status Attributes
TEXT

LEVEL CRIT....
LEVEL MAJ
LEVEL MIN
LEVEL STAT
CLEAR C

FAIL F
TAGGED TAG

Enter Text

1
=
3
4
5
6
7
8
9
1

F8=8ave, F18/Esc=Exit
Fig. 8.21 - Level and status text can be edited in this window

To define level and status attributes, press F4 in the Edit Alpha
Pager Format screen. Then fill in the fields with the appropriate
information. Defaults are shown above.
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P ager Profi Ies To use Pager Profiles, Select Pager Profiles from the Pager sub-

menu.

The Pager Profiles screen will appear. Enter a description for each
desired profile, up to 99. A pager profile description can use any
type of category, such as alarm type, equipment type, location,
region, etc. Up to 30 operators may be defined for each profile,
meaning that any alarm that uses that profile will cause a page to go
to each of the defined operators. Each operator’s definition can be
customized for the type of alarm that causes the page (alarm, clear
or both), a delay, which pager format to use (alpha pagers only), the
number of times to repeat, the delay time between repeats, a mes-
sage to go to alpha pagers and a message to go to numeric pagers.

Once the pager descriptions are entered, move the cursor to the first
profile and press F2. The Pager Profile Entries screen for Alpha
Pager Settings will appear (Figure 8.23). Make entries per Table 8.J.

Press F5 to toggle to the Numeric Pager Entries screen — see
Figure 8.24. Make entries per Table 8.J.

Pager Profiles

Profile Description

Pouwer Plant
Transmission
Security

1
Z
3
4
5
6
7
8
9

Enter Profile Description

F1=GOTD, F2=Pager Entries, F3=Delete, F8=Save, FI9=Help, F10-Esc=Exit
Fig. 8.22 - Up to 99 pager profiles can be assigned to any type of category
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Key commands are defined in Table 8.K.

The profile number will later be entered in the alarm point definition
screen for each point that is to produce a page.

Pager Profile Entries
Profile 1: Power Plant Editing : Alpha Pager Settings

Repeat Repeat
OPR Type Delay Fmt Count Delay Alpha Pager Message

0 REPORT TO SITE

0] CONTACT SITE SUPER
0 CANCEL EMERGENCY

1 POUER ALARM

Enter Operator Number (1-999)
F1=GOTD, F3=Blank, F5=Toggle Alpha/Numeric, F8=Save, FI9=Help, F10,/Esc=Exit

Fig. 8.23 - Alpha pager settings for profile 1 are entered in this screen

Pager Profile Entries
Profile 1: Power Plant Editing : Numeric Pager Settings

Repeat
OPR Tupe Delay Delay HNumeric Pager Message

ALM 0 145
ALM 0
CLR 0
BOTH 1
0

ALM

DO DU WN
N U
U N

Enter Operator Number (1-999)

F1=G0OTO, F3=Blank, F5=Toggle Alpha-Numeric, FB=Save, F9=Help, F10/Esc=Exit
Fig. 8.24 - Numeric pager settings for profile 1 are entered in this screen
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Use both types of profile settings if both kinds of pagers are defined
in the operator. Numeric pagers carriers will get the numeric mes-
sage and alpha pager carriers will get the alpha message.

Note: X=Enabled. Table 8.J continues on following page.

Table 8.J - Fields in the Pager Profile Entries Screen > Numeric Pager Settings

Field Numeric | Alpha Description

The operator associated with the page (assigned through the
OPR X X pager weekly schedules screen). Entry common to alpha and
numeric pagers.

Alarm events that are to be paged — either alarm (ALM), clear
(CLR) or both (BOTH). Entry is common to alpha and numeric
pagers.

Type X X Note: This also allows for escalation by paging the appropriate
parties, based on alarm clearing or acknowledgement. Stage
2 paging could be notified if the alarm has not cleared or been
acknowledged within a certain time period.

Time in minutes to wait before dialing pager. Keeps transitory
“nuisance” alarms from being paged, also prevents paging if

Delay X X alarm is acknowledged by a T/MonXM attendant within the delay
time. Entry is common to alpha and numeric.
Emt X The format number to use, as defined under Pager Alphanumeric

Formats (applies to alpha pagers only).

The number of times an alpha page will be repeated, as long as
Repeat Count X the page is not acknowledged and the condition being paged per-
sists (applied to alpha pagers only).

Interval in minutes between repeat pages. Alpha and Numeric
pagers have separate repeat delays.

Repeat Delay X X Note: Numeric pages continue to be repeated until the alarm is
acknowledged or corrected
The message that will appear in the Message Text field for the
Alpha Pager ;
X format selected by the Fmt entry above (applies to alpha pagers
Message
only).
Numeric Pager X The message that will appear in a numeric pager view window
Message (applies to numeric pagers only).

Table 8.K - Key commands available in the Page Profile Entries screen

Function Key Description
F1 GOTO - Moves the cursor to a selected pager entry.
F3 Blank - Deletes the current pager entry
E5 T_oggle Alpha/Numeric - Switches from alpha to numeric pager entry fields, and
vice versa
F8 Save - Saves the pager entries and returns to the Pager Profile screen
F9 Help - opens the help screen
F10/Esc Exit - Returns to Pager Profiles screen without saving any changes
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Ente ri ng P ager Once pager profiles have been defined, any profile can be assigned
. to any alarm point in the Point Definition screen. Alarm point defi-

Profiles nition is fully explained in Section 10. Figure 8.25 is provided here

In the Alarm Point Definition for reference only.

screen. To assign a pager profile to an alarm point, use the following steps:

1. Go to the Main menu > Parameters > Remote Ports submenu
option.

Press F (Find), enter the port number of the appropriate device.
Press E (Edit).
Press F1. The Remote Device Definition screen will appear.

Press F1. The Point Definition screen will appear.

AN i

Press Enter to move to the Pager field. Assign the appropriate
pager profile number and press Enter.

7. Press F8 to save your changes.

Point Definition
Addr: 1 Disp: 1 Display Desc :
E
v Eaze Tnit aAlarms
= Mindows M=qg Qual Counter
i) Bl ol L) - B 1] ]
N 2,5.67 0 1]
N 33,35 10M 0O
i) 2,5 0 30M/10
i)
N
i)
i)

=]
I E

e T e T T T T P e
O S S Y
O S S S

m)
o

44,70 10M 10M/S
nE ] 0 0
2,5,7-9 1H  1H/7
2,4-6,10 0 i

=
1
2
3
4
5
]
-
g

Mo Do
HEHEE P
W WO

O E D MmO oW

Enter windows.

File Critical Action Rep
Nortify duty engineer at

Up Arrow=Prewvious Field, FlO0/Esc=First Field
Fig. 8.25 - Enter profile number in the Point Definition screen pager column
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Groups

Page up to 30 people
on an alarm.

Groups are treated by

the rest of the schedul-
ing system as a pager

carrier.

Easily add or remove
group members with-
out affecting other
aspects of the alarm or
scheduling database.

Hane

ALPHA GROUE

BETA GROUFP

DELTA GROUF

To access the Groups screen, highlight Groups on the Pager sub-
menu and press Enter. The group must first be databased in the
Pager Carriers section.

T/MonXM can be programmed to page a group of pager carriers
rather than a single carrier. The group is given an initial (e.g.: AGP)
and name (e.g.: Alpha Group). The group is further defined in the
group screen (Figure 8.26)

A group can consist of carriers with different types of pagers,
including numerical, alphanumeric, 2-way and loggers.

Note: In order to be entered in a group, an individual carrier must
first be defined in the Pager Carriers screen. Individual carriers may
still be assigned to operator schedules as individuals after they have
been placed in a group.

Individual carriers in groups will be called in the order listed. Once
an acknowledgement is received from any carrier, the rest of the
group will not be called.

Note: If a logger is included in the group list it should be placed
first on the list to be sure all alarms are logged before they are
acknowledged.

Fager Groups
PRger Bidup Dl En i1

Entrey : 1 Imitdals: AGI Mapo: fLPWA GROUP

Entry  Imibials Hane

HEd fack DONnl®
L] AL HAUTTH
TFa TERHY [NLE

B
2
3
-1
5
b
7
H
9
10
I
12

13
4

Enter Lhe Initdals of U carrler or Us enlry sanber

d FomLa, TH-Save, FI6Fso-Tuit

Press Enter to edit entries for the highlighted group

10-Esc=Exit

Fig. 8.26 - Highlight a group and press Enter to edit group entries
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Section 9 - Define Remote Ports and
Virtual / LAN Jobs

1AM
Remote Parameters
Job : 30 HTTP PORT (TCP Port 80)
Port Usage : HTTP Server

DL <~

H
HTTP Server

Description : gTTP Server

Max Connections

The Remote Ports command on the Parameters menu (see Figure
9.1, above) opens the Remote Ports screen, which is used to assign
input and output functions to your T/MonXM system.

There are two kinds of Remote Ports in T/MonXM: “real” ports,
which correspond to the physical serial ports of your T/Mon NOC,
IAM or T/MonXM WorkStation; and “virtual ports” or “LAN
jobs.” Virtual ports are a convenient way of configuring LAN-based
network services on your T/MonXM system, such as polling LAN-
based remotes, e-mail alarm notifications, and Internet-based sys-
tem clock synchronization.

Port numbers are reserved for specific uses. Table 9.A illustrates
remote port functions in the IAM. See Table 9.B for port functions
in T/Mon NOC.
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Table 9.A - Available port numbers and their functions in IAM-5

Field Description
1-4 Intelligent Controller Card #1
5-8 Intelligent Controller Card #2
9-12 Intelligent Controller Card #3
13-16 Intelligent Controller Card #4
17-20 Intelligent Controller Card #5 (IAM-5 only)
21-24 Not used
25-27 X.25 (see Appendix C)
28 Ethernet I/O (see Section 3)
29 IAM 5 Front Panel
30-500 Virtual Ports/LAN Jobs

Table 9.B - Available port numbers and their functions in T/Mon NOC

Field Description

1-24 External Serial Ports (Port Interface Cartridge) - “real ports”
25-27 X.25

28 Ethernet I/O (see Section 3 for more information)

29 Blank
30-500 Virtual Ports/LAN Jobs

Port functions must match the physical configuration of the port

Note: Only virtual ports
30-47 can be used for interface. For example, a pager or dial-up application must use a
Remote Access. For more port that is equipped with a dial-up modem. Incorrect port assign-
information, see Section 5,  ments will cause system initialization to fail.

Remote Access. The remote ports you are able to define are dependent on the soft-

ware modules you have installed.
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Table 9.C - Typical T/Mon NOC Job and IP Port Associations

Job IP Port Application Connection Type
1-24 - Physical NOC ports -
28 - Ethernet -
Remote Access Jobs
30-46 User-definable Remote Access Pool TCP
HTTP Pool
47 User-definable | Remote Access Server Job TCP
80 80 HTTP Server TCP
110 110 Incoming POP3 Telnet Raw
161 161 SNMP Agent (Responder) UDP
162 162 Trap Processor UDP (typical)
TCP (rare)
420 20 FTP Transfer Telnet Raw
421 21 FTP Server TCP
425 25 Mail-Out SMTP Telnet Raw
443 443 HTTPS (SSL) TCP
444 444 SNPP (Paging) Telnet Raw
500 - Hard Drive Mirroring -

Remote Port

Definition

D-UM-TMNXM-12001

NOTE: Jobs 48 and above are open for any LAN-based applica-
tion. The jobs listed above are, however, generally associated with
the listed functions/IP.

To begin remote port definition you must first select a port to be
defined. While in the Remote Parameters screen press F and enter
the port number. You can also use the P (previous) and N (next)
keys to move up and down the full list of available ports

Once a port number is selected press E and the cursor will be placed
at the Port Usage field and you will see a window displaying all
port usages. Use the Tab key or down arrow to move down the

list and shift tab or up arrow to move up the list. When the desired
usage is highlighted, press Enter to select it. The rest of the fields
on the screen will be specific for that port usage. Refer to the cor-
responding Software Module sections for specific information and
instructions. Table 9.C lists the port usages available in T/MonXM,
see following page.

Section Nine - Define Remote Ports and Virtual/LAN Jobs 9-3



T/MonXM 6.8 User Manual

Table 9.D - Port usages available in T/MonXM

USAGE STD OPT USAGE STD OPT

ABC Pattern Input X Hard Drive Mirroring X
Direct Route X HTTP Server X
218V Interrogator X LED Bar X
ABC Pattern Output X Larse Interrogator X
Alarm Forward X Mail (Incoming-POP3) X
ASCII Dial Up X Mail (Outgoing-SMTP) X
ASCII Input X Modbus Interrogator X
ASCII Query Language X Network Time (NTP) X
ASCII Responder X Pager X
Auto Databased TL1 X Ping Interrogator X
Badger Interrogator X RAC Port X
Craft Interface X X Remote Access X
CSM Interrogator X Remote Access Server X
Cordell Responder X SNMP Agent X
Datalok 10A X SNMP Trap Processor X
Datalok 10D X T/Grafx Responder X
DCM Interrogator X T/MonNET Responder X
DCP (f/x) Dial-Up X TABS Interrogator X
DCP (f/x) Interrogator X TABS Responder X
DCP (f/x) Responder X TBOS Interrogator X
DTMF Log In X TBOS Responder X
DTMF On-call X Teltrac Interrogator X
E2 Interrog/Monitor X TL1 Monitor X
E2 Responder X TL1 Multiplexed Out X
Environmental Interrogator X TL1 Responder Out X
Ethernet I/O X |TL1 Source In X
Felix X TMonNET Interrogator X
FTP Data Transfer X TMonNET Responder X
FTP server X TMon SQL X
FX8800 X Trip Dial-Up X
Granger Interrogator X X 25 Audit X
Halted X
Remote Port Parameter Default Value

Port usage : HALTED
Parameter Baud : “Blank” (Unassigned)
Defau |tS Parity : “Blank” (Unassigned)

Word Length : “Blank” (Unassigned)

Stop Bits : “Blank” (Unassigned)
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P | ng The Ping Interrogator monitors basic IP connectivity. The Ping
Interrogator can be used to ping any IP aware device, such as serv-
Inte rrogator ers, routing equipment, etc.
You can only have one remote port configured for ping interroga-
tion.

To prepare a T/Mon to utilize the Ping Interrogator, perform the fol-

lowing steps.

1. Go to Parameters/Remote ports. Navigate to Job (Remote) 28.
This job should already have its port usage set to “Ethernet
I/O.” Press F1 to open the Ethernet TCP Port Definition screen.
Add an entry of type ICMP. Set the entry’s TCP Port to an ID
number 1-65535 (this can be any arbitrary value, usually a num-
ber such as 9000, and simply identifies the process that is ping-
ing.

Ethernet TCP Port Definition
Entry Tvpe IP Address Description

9000 Ping Interrogator

ICHP (PING)

|
2
3
(A
5
6
1
8
9

Fig. 9.2 - Ping Interrogator TCP Port Definition screen

2. Navigate to any unused job (Remote) 30 or higher.

3. Press “E” to choose the Edit command and set the job’s port
usage as “Ping Interrogator.” Set Timeout to a value between
200 and 9999 milliseconds - an alarm will be declared if a
PING response is not received in this time. A suggested initial
value is 1000 (1 second), but this may need to be adjusted for
optimum performance on your network. If you are failing to
receive a ping response, try increasing this value. Also verify
that you can ping the device from anther PC.
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4. Press F6 to assign the TCP port entry that was defined
under Step 1.

The Ping Interrogator can 5. Press F1 to assign the devices to be pinged. Address

access 15 displays of 64 will usually be 1. You will need 1 display for every

points each, for a total 64 IP addresses that you will be pinging, which can be

capacity of 960 devices entered as one or more numbers 1-15 separated by com-

that can be pinged. mas or hyphens. You can usually accept defaults for
other entries on this screen.

Parameters

Job = 32 Ping Interrogator (ICMP Port 9000)

Port Usage : Ping Interrogator
Time out : 1000

Description

D
Flind, E)dit, N)ext, Plrev, Q)uit :

Fig. 9.3 - Ping Interrogator port usage screen

Remote Device Definition

Port /7 Job =32 Ping Interrogator
Device 1D ]|

Description : Ping Interrogator
Site Name CAL

Displays

Log Undefined:

Address Defaults
Polarity 2 Hindows :
Logging : Message : B
History
Level
Status
Reverse .
Description : (Undefined)

Flind, E)dit, D)elete, N)ext, Plrev

Fig. 9.4 - Ping Interrogator Device Definition screen
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Remote Device Definition

Port / Job g2 Ping Interrogator
Device 1D ol |

Ping Definitions
Descr
Site Display : 1

Displ

Point IP Address Description Interval

% 126.10.220.1 Gateway 60

Statu
Rever
Descr 10

Enter the IP address to ping (KXK.XKK.XKX.KKXX)

F3=Blank, F8=Save .F10/Esc=Exit
Fig. 9.5 - Ping Interrogator Definitions screen

An alarm is generated if a 6. Press F2 to assign IP addresses. On the PING definition screen

device fails to respond to enter each address to be pinged, a brief description, and an

a single ping. If this cre- interval in seconds (15-900) between pings.

ates nuisance alarms for 7. Press F1 to assign corresponding alarms Use the same display
you, set the alarm quali- and point number for each IP address that you assigned in Step
fication time to 2.5 to 3.5 6.

F'mes th_e frequenpy. Th_'s_ 8. Initialize the system and go to Monitor mode. PING alarms

is done in the Point defini- should now be active, and can be tested by disconnecting or dis-
tion screen, F1=Pnts. abling the various devices on your network.

Table 9.E - Fields in the Ping Definitions screen

Field Description

IP Address Enter the IP address of each device to be pinged. Range is 000.000.000.000 to

255.255.255.255.
- Enter a description of the device being pinged. (A similar description should be

Description : . o
entered in the point description as well.)
Interval in seconds (15-900) that the device is pinged.

Interval

Recommended: 60 = 1 min or 300 = 5 min.

Caution: Do not set the ping frequency too low,
especially with a large number of devices, or the
network may become severely bogged down.
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Craft Interface

Note: Refer to the Craft
Mode sub-section in
Section 16 (Monitor
Mode) for more informa-
tion on accessing Craft
Mode from T/MonXM
Monitor Mode.

Remote : 1

Port Usage
Serial Format

Full ﬂl.u;.a”]ex

Using the Craft Mode the T/MonXM can access an ASCII port, or
any other port, on a remote device for troubleshooting and configura-
tion. In addition, any remote terminal (T/Remote, T/Windows,laptop,
etc.) can access the same devices through the T/MonXM. In this
mode the T/MonXM or remote terminal operate as a dumb terminal.
Example: A DPS DPM reports an alarm on a PABX it is monitor-
ing. A technician is paged and requires more detail about the alarm
from the PABX. The ASCII port on the PABX can be connected to
the technician’s laptop computer through T/MonXM’s Craft Mode
Interface.

Pressing Ctrl-F7 from the Alarm Summary Monitor mode screen
will allow you go into Craft Mode from either the Main terminal

or a Remote terminal — see Craft Mode sub-section in Section 16
(Monitor Mode) for more information. From the Craft Interface
Mode window you will be able to select from a list of Craft terminals
or ASCII ports. The Main terminal or T/Remote will be connected to
the terminal of the port that you pick. You can at that time, send and
receive from the Craft Mode Dialog window.

Selecting the Craft Interface port usage displays the associated fields
which are explained in the table below. A prompt line at the bottom
of the window list the choices for each field.

Remote Parameters

: CRAFT INTERFACE
: 1200,3 ,NONE, 1

Flind, E)dit, N)ext, Plrev, Qluit

Fig. 9.6 - Define a remote port job for Craft Interface

9-8 Section Nine - Define Remote Ports and Virtual/LAN Jobs



T/MonXM 6.8 User Manual

Table 9.F - Fields in the remote parameters screen, craft interface usage

Field Description

The Port Usage shows the selected port usage option. Refer to Table 9.B
for a complete list of all standard and optional usages.

Baud rate, parity, word length, and stop bits settings that T/MonXM will use
to communicate with the equipment.

The Handshaking field allows the user to select the type of communicate
Handshaking handshaking that the equipment is using to communicate. Valid entries are
N (None), X (Xon/Xoff) and R (Rts/Cts). [N]

This field is optional and allows you to simply enter a 30 character descrip-
tion for the port and the device that it is communicating with.

Port Usage

Serial Format

Craft Description

Determines whether the terminal operates in Full Duplex mode. When Full
Duplex mode is active, characters typed on the keyboard are assumed to
be echoed back to the screen by the terminal device. Valid entries are Y
(full duplex) or N (half duplex). [Y]

Full Duplex

Table 9.G - Key commands available in the Remote Parameters Screen, craft interface usage

Field Description
Allows you to suspend use of this port without loss of configuration data.
F5 Toggles the suspension state. Available only when cursor is on the prompt
line at the bottom of the window.
F6 Data Connection
Up Arrow Move to the previous field.
F8 Save.
F9 Help.
Move to the first field or exit without saving (depending on which field the
F10/Esc o
cursor is in).
Tab List port usage (while cursor is in the Port Usage field.)
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Network Time Protocol is available as a virtual job on Remote Ports
: numbered 48 or higher. An NTP job requires a UDP data connection.
Netwo rk TI me Typically, you should do Port | Job 23 as that is the port to be used

(NTP) Now you can update the T/MonXM system clock using Internet Network
Time Protocol servers at regular definable intervals.

The United States Naval Observatory provides a list of public Internet
Network Time Protocol (NTP) servers at http://tycho.usno.navy.mil/ntp.
html. Consult your network administrator for information about using an
NTP server with your network.

Note: AZ is in the Mountain Time Zone and does not observe DST.

Remote Parameters
Job 1 36 Network Time (UDP Port 1500)
Port Usage : Network Time (NTP)

WO W T

Server IP Address: 63.192.96.3
Dav To Check . EVERYDAY
Time To Check :11:01

Zone Offset : -8 (PACIFIC)
Observe DST : N

D

Flind, E)dit, N)ext, Plrev, Q)uit :

5=Toggle Suspend

Table 9.H - Fields in the Remote Parameters Screen, Network Time usage

Field Description
Server IP Address  |IP Address of your network time server.

Select everyday or a day of the week to check the network time server. Use

Day to Check the Tab key to display the choices. Highlight a choice and press Enter.

This field selects the time of day to check the network time server. Type in
time (0:00 to 23:59) and press Enter.

Select your time zone as an offset of UST. Use the Tab key to display pre-cal-
Zone Offset culated values for U.S. time zones. For time zones not listed type in the factor
(-11 to 12) and press Enter.

Time to Check

Daylight Savings Time. If Daylight Savings Time is observed, selecting Y will
cause T/MonXM to automatically adjust the internal clock at the appropriate
time. Select N for no DST adjustment.

Observe DST
Note: If set to ‘Yes’, a local RTC process will adjust the local time every 2
hours if needed up to 10 days after the DST dates. This will make sure that
the local time will be adjusted even if NTP hasn’t synced yet.

9-10 sSection Nine - Define Remote Ports and Virtual/LAN Jobs



T/MonXM 6.8 User Manual

Table 9.1 - Key commands available in the Remote Parameters Screen, Network Time usage

Field Description

Allows you to suspend use of this port without loss of configuration data.
F5 Toggles the suspension state. Available only when cursor is on the prompt line
at the bottom of the window.

F6 Data Connection
Up Arrow Move to the previous field.
F8 Save.
F9 Help.
F10/Esc !Vlc_)v)e to the first field or exit without saving (depending on which field the cursor
is in).

In Monitor Mode the Performance/Stats for the NTP job can be
viewed along with the local time and date.

Alarn Summary

[ALL ALARMS | NG Alarns han 3 Uin 4
Win 6 Win ? Win 8 Yin 9
Win 11 Win 12 Win 13 Win 14
Win 16 Win 17 Win 18 Vin 19
Win 21 Win 22 Win 23 Uin 24

Yin 26 Win 27 Win 28 Win 29

HO2 ST NG = P 1l - YES
PerformancesStats [ 431<Net Time>
Attempts : a8
Sync Ok : 7]
Suync Fail :
Febh 25,2003 18:54:680

F3=C0S ,.F4=Stand.F5=Legend.Fb6=Perf . F8=Ctls,.F?=Hlp.F18B/Esc=Exit

61704372

Fig. 9.8 - Network time performance statistics

Performance/Stats Description:

Attempts: Number of attempts made at synchronizing time with
NTP Server.

Sync Ok: Number of successful attempts at synchronizing time with
NTP Server.

Sync Fail: Number of failed attempts at synchronizing time with
NTP Server.
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Time Se rvice The Time Service function causes T/MonXM to periodically dial
the National Institute of Standards and Technology’s (NIST)
Automated Computer Telephone Service in Denver, Colorado, to
update the system clock. This feature uses the pager port. Be sure

Note: Dial-up Time pager parameters have been set in Remote Ports and in the Pager
Service cannot be used in  sub-section of the File Maintenance section.
conjunction with Network Table 9.1 lists the screen options for the Time Service screen.

Time Protocol. Note: Table 9.1 continues on following page.

1AM
Time Services
RTU Sync Period : 160. .

System Time Service : NIST-ACTS
Phone Number : 1-303-494-4714
Day To Call : EVERYDAY

Time To Call . 4:00

Zone Offset : -8 (PACIFIC)
Observe DST : N

Minutes between DPS RTU Time Svnc signal (10-10080 : @=never)

ime Services
Quit/Master
DPS Telecom Technical Support : 559-454-1600

Fig. 9.9 - The Time Service window

Table 9.J - Fields in the Time Service screen

Field Description

The number of minutes between automated synchronization of certain clock-
enabled DPS Remote Telemetry Units. (10-10080, O = never)

Note: RTU Sync period will synchronize RTU times with or without the System
Time Service enabled.

This field selects whether to use time service. Use the Tab key to display

the choices. Highlight a choice and press Enter. NONE returns you to the

RTU Sync Period

Service Parameters menu. NIST-ACTS turns the feature on and move the cursor to the
next field. [NONE]
Dav to Call Select daily or a day of the week to call time service. Use the Tab key to dis-
y play the choices. Highlight a choice and press Enter.
. This field selects the time of day to call time service. Type in time (0:00 to
Time to Call )
23:59) and press Enter.
This field is for the correction to apply to the UTC-based time transmitted by
Zone Offset NIST. Use the Tab key to display pre-calculated values for U.S. time zones.

Highlight a choice and press enter. For time zones not listed type in the factor
(-11 to 12) and press Enter.
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Table 9.K - Fields in the Time Service screen (continued)

Field Description
Daylight Saving Time. If Daylight Savings Time is observed, selecting Y will
cause T/MonXM to automatically adjust the internal clock at the appropriate
time. Select N for no DST adjustment.
Observe DST Note: This field is editable even when System Time service is set to NONE.

When it is, this option will be used by a local RTC process that will adjust the
local date and time for Daylight Savings Time. If NTP-job defined, the RTC pro-
cess will use the setting from the NTP job instead.

Phone Number

This field defaults to 1 (303) 494-4774, which is the phone number for NIST-
ACTS. A different number may be manually entered. If a different time service
is selected be sure to correct the Zone Offset value as appropriate.]

Table 9.L - Key commands available in the Time Service screen

Function Key Description
F8 Save
F9 On-line help.
F10/Esc Return to first filed, or exit without saving when cursor is in the last field.
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Section 10 - Point Definition Tutorial

Introduction This Section provides you with many helpful tips and shortcuts for
preparing the alarm point definitions in your T/MonXM database.
Suggested Routines in sub-section 1.0 outlines a quick method of
database preparation based on the experience of many T/MonXM
users. Editing Shortcuts in sub-section 2.0 lists all the editing func-
tions and their associated “hot keys.” Special Operations in sub-
sections 4.0 through 10.0 describe some editing procedures that use
more complex series of steps. These features are only available by
selecting the Range function (press F5) from the Point Definition
screen — see sub-section 4.0.

1 _0 Suggested 1.1. Develop a Generic display
ROU tl nes Evaluate your network for similarities in equipment and alarming

characteristics (i.e.: number of doors, environmental sensors, power
source and backup, security devices) at each site. Try to develop a
generic alarm display for each major piece of equipment (up to 64
alarms) and for a typical site. List those alarm points that are used
at every location at the front of the display, those that are less com-
mon next and leave the last part of the display open for later addi-
tion of unique alarms. Leave a few blank points within the display
for insertion of additional alarms (example: skip 2 lines between
door alarms and fire alarms for insertion of additional door alarms.)
A generic display should be designed for the location that has the
most alarms, then they can be eliminated for the locations that have
fewer alarms.

Note: When developing displays for equipment with embedded pro-
tocol, such as TBOS, alarms may be preassigned in the equipment.
Check equipment manuals for alarm assignments before proceed-
ing.

1.2. Create the Generic display

1.1. 2. Develop a generic point (line), such as that illustrated in
Figure 10.2.

1.2.2. Enter the line as point 1.

1.2.3.  Copy the line to the total range of points* to be used.
Use the procedure in sub-section 6.0. (See Figure 10.3.)

1.2.4. Change any column entries for individual points or
ranges of points using the procedure in sub-section 4.0.
(See Figure 10.4.)

1.2.5. Modify descriptions using the procedure in sub-section
5.0. (See Figure 10.5, 10.6, Figure 10.7 and Figure
10.8.)

1.3.Clone the display using the procedure in sub-section 8.0.

1.4.Modify each clone as required using the procedures outlined in
sub-sections 4.0 through 8.0.
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2.0 Point
Editing

1.5. Repeat process for other generic displays.

*Ranges can be individual points (1,3,5,10), continuous points
(8-20) or a combination of individual and continuous points (1,5,8-
12). Do not use spaces.

2.1 The following are descriptions of the fields in the point editing
area:

Pt

The individual Alarm Point number. Note that there are 64 alarm
points in one DCP(F) display.

Pol

Polarity attribute. This specifies if the alarm point will show alarm
on Change of State (COS screen). “B” - Alarm point is to be
Bipolar (show both alarm and clear). “U” - Alarm point is Unipolar
(show only on alarm failure).

Log

Screen Logging attribute. “L” - Log alarms on the screen as well
as to the printer (if Printer Logging is enabled, see Miscellaneous
Parameters). “N” - Do not log alarms on the screen.

Hst
History Logging attribute. “H” - Log alarms to the History file on
the disk. “N” - Do not log alarms to the History file.

Lev

Point Alarm Level. This specifies the priority of the alarm. Level
“A” being the highest or “critical” priority. Valid values are A, B, C
and D.

A = Critical
B = Major
C = Minor
D = Status

The default value for this parameter can be set by using the
Parameters menu option (under the Misc. category).

Sts

Status Point. Specifies if the alarm point is to be indicated as an [A]
larm point or a [S]tatus point. When this point is masked off the
action of the point coming and going will not affect the DPS relay
card.

Rvs

Reverse Attribute. Determines whether the point will be processed
as “Not Reversed” or “Reversed” (for points that are reversed, a
“O-state” is considered as failed and a “1-state” is considered clear).
Not reversed is the default value.

Description

An English description of the alarm point that will appear when the
alarm fails or changes state. The width of the description field is 40
characters.

Fail
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This is the Fail Status Description. This will appear along with the
alarm description when the alarm is in a failed state.

Clear
This is the Clear Status Description. This will appear along with the
alarm description when the alarm is in a normal or cleared state.

Windows

Alarm Windows. Enter a value here if you desire the alarm point
to appear in one of the Alarm Windows. Notice that alarms will
always appear in the “All Alarms” window. Valid Values are

2-90 (expandable up to 720) alarm windows with the basic setup.
Installation of Alarm Windows software modules will allow you to
choose from more windows.

Note: You can assign a maximum of 8§ separate alarm windows,
with 3 digit window numbers, to a point. You can use the full 31
characters in the windows field to define a range of windows.

Msg

Text Message Number. Enter a value here if you desire to assign a
Text Message/Pager Number to the alarm point. If no message is
desired enter “0”. Pressing “N” will allow you to create a new text
message. This message will be numbered as the next available text/
message.

Note: Many different alarms can use the same standard Text/
Message.

Qual

Enter the duration qualification for the alarm. The alarm will qual-
ify only if it remains set for a period of time specified in the field.
Set a value between 0 and 99 and a letter indicating the unit of time
used. For more information, press F9 with the cursor is in the Qual
field.

Counter

The Counter field qualifies an alarm when it occurs a specified
number of times. Enter a qualification time as in the qual field fol-
lowed by a slash and the number of occurrences necessary to quali-
fy the alarm. (The maximum number of occurrences is 250.)

Pager
Enter the paging profile, 0-99.
RootGroupID

You may assign the alarm to a root group by inputting the ID of
the root group in this field. Root Groups can be up to 12 charac-
ters long. There is no limit to the number of alarms that may be
assigned to a root group.

RGType

An alarm belonging to a root group can be either a root alarm or a
member alarm. If any root alarm in a group is set, it will silence
any members.
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Point Definition

Commands

While editing the Point Definitions Screen, you can access the
“Line Edit Help Screen” for assistance on available editing keys by
pressing “Ctrl-.H. The editing keys available are shown in Table
10.D.

The commands described in Table 10.A are for defining and editing
point definitions. These commands are only available when your
cursor is on the first field (Polarity field) in the entry.

Table 10.A - Point Definition Commands for defining and editing

Function Key Command
F1 Goto Point
F3 Blank
F5 Range Functions
F6 Read
F8 Save
F9 Help
Alt-F3 Delete Point
Alt-F4 Insert Point
Alt-F5 Block Move
Alt-F6 Block Copy
F10/Esc Exit

Each of these commands is described in the following text:

(F1) Goto Point
This function allows the user to go directly to any point in the dis-
play currently being defined.

(F2) Desc
This function allows the user enter the display description.

Note: Accepts current value and F10/Esc=Exit returns you to point
editing.

(F3) Blank Point
Deletes the attributes and english description for the current point.

(F5) Range Functions

Allows the user to use several field editing features that greatly
enhance point editing. Refer to sub-section 4.0-9.0 for more infor-
mation.

Once the Range function is invoked, the following commands are
available:

DES  Description. Selects special description functions that
work with the specified range. The following com-
mands are available:

Set Will prompt for a descriptive string and place
that string in the specified range.
Prefix Will ask for a descriptive and prefix it to the

fields.
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This will ask for a position value to indent into
the description fields and then also a descriptive
string. This string will then be inserted in the
fields.

This will ask for a descriptive string and
append it to the fields.

This option will change target strings into
desired replacement strings for the range speci-
fied.

POL Polarity. Use to set the Polarity attributes for the range
specified.

LOG Logging. Use to set the Logging attribute for the
range specified.

HST History. Use to set the History attribute for the
range specified.

LEV Alarm Level. Use to set the alarm priority level
attribute for the range specified.

STS Status Point. Specifies if the alarm point is to be
indicated as an “A”larm point or a “S”tatus point.

RVS Reverse. Used to set the Reverse attribute for the
range specified.

WIN Window. Use to set which alarm windows the
alarms will be logged to for the range specified.

MSG Message. Use to assign the text message number

for the range specified.

fai (fail column)
clr (clear)

qua (qualification)
aux (auxiliary)
pag (pager)

cou (counter)

RANGE  Will prompt the user to specify the range param-
eters to be involved in the editing process. The fol-
lowing range parameters are acceptable:

coprPYy Copy Point. This will ask for the point to be copied
and then the range of points to copy it to. The range
will default to previously set range parameters.

Table 10.B - Acceptable Range Parameters

Range Field Entry

Points Specified

30 30
5-10 5,6,7,8,9,10
20-30,35,37 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30, 35, 37

D-UM-TMNXM-12001
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(F6) Read

The Read function is very powerful because it allows “reading in”
the point definitions from an existing display (Source) into another
display (Target). This powerful function will save you time because
it will eliminate the necessity of re-entering already defined data.

You are able to access data created from any device that the point
definition data never changes. For example, to get data from a
source display to a target display you must do the following:

1) First, choose “Point” from the Remote Device Definition
screen. From the Point Definition screen, enter the “Target”
display you wish to create or update (such as Address 1,
Display 5) and press <Enter>. Your “Target” display is the
display in which you want to use the data.

Note: Make sure your addresses are defined on the DCP
Address Definition screen.

2) Press “Edit” and then press the F6 key and you will be
prompted for the following information:

Address  The Address from which the point definitions are to
be read.

Display  The Display of the address from which the point
definitions are to be read.

Enter the display data (such as Address 0, Display
4) from your “Source” display.

3) Finally, press <Enter> and your “Target” display will have
the identical data you “Read In” from the “Source” display.

(F8) Save
Saves any and all changes to the point definitions.

(F9) Help
Brings up the Help screen that explains these commands.

(Alt-F3) Delete Point
This command will delete the point definition that the cursor is cur-
rently on and cause all points below it to move up one position.

(Alt-F4) Insert Point

This command causes points under the current cursor position
to move down one position so that a new point definition can be
added. The last point will roll off the end of the definition list.

(Alt- F5) Block Move

The Block Move command will ask for a Start point, End point,
and a Destination point with which it will move (Cut) this block of
point definitions and place it (Paste) in another location within the
point definitions list. This then sets the default range to the destina-
tion area.

For example, a Start point of 7 and a End point of 10 with a
Destination point of 17 will change the default range to points 17
- 20. After selecting the block move function (press “Alt-F5”) the
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following screen will appear.

Note: The selected destination block must be large enough to
receive the entire source block. (For example, the block starting at
point 1 and ending at point 10 could not be moved to a block start-
ing at point 60 since there are only 5 positions available beginning
at point 60.) This rule also applies to Block Copy.

The parameters for the Block Move screen are defined below:

BELOCE MOVE

ATART POINT
END POINT
DESTINATION POINT

Fig. 10.1 - Block Move screen

Table 10.C - Parameters for the Block Move screen

Prompt Meaning
Start Point The first point of the block to be moved.
End Point The last point of the block to be moved.

Destination Point

The start of the new location for the block.

D-UM-TMNXM-12001

(Alt-F6) Block Copy

The Block Copy command will ask for a Start point, End point, and
a Destination point with which it will copy this block of point defi-
nitions and place it in another location within the point definitions
list. This then sets the default range to the destination area just as
Block Move does.

Note: Block Copy is just like Block Move except that points in the
source block are only changed if they’re overwritten by the action
of the copy itself. (Whereas with Block Move, all of the points in
the source block will be either blanked or overwritten).
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Address
Defaults

The fields shown below are “Address Defaults” at the bottom of the
Remote Device Definition screen. These are “values” that will be
used as the defaults for undefined points that come into the alarm.

Polarity
Enter B=Bipolar, or U=Unipolar.

Logging
Enter L=Log, or N=No log.

History
Enter H=History, or N=No history.

Level
Enter default alarm level A, B, C, D.

Status
Enter A=Alarm, or S=Status.

Reverse
Enter R=Reverse, or N=No Reverse.

Description
Enter default point description.

Windows

Enter default windows with the basic setup. Installation of Alarm
Windows software modules will allow you to choose from more
windows. 8 windows maximum can be assigned here.

Message

Enter the message number. Enter “0” for no message. The maxi-
mum messages available are limited by the number of messages in

the message file.
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3.0. Editing
Shortcuts

The procedures and tips
outlined here apply to
point definition for all pro-

3.1. Key commands used to edit the current field are listed in Table
10.A

3.2.Keys used to move between fields are listed in Table 10.E.

tocols.
Table 10.D - Field Editing Key Commands
Key Function
BackSpace Arrow |Backspace and delete
Ctrl-R Restore Default
Ctrl-Z Zap - Clear field (Does not work on T/Access)
Ctrl-E Erase - Clear field
Left Arrow Move left
Right Arrow Move right
Ctrl-Home Start of field
Ctrl-End End of field
Ctrl-K Kill to end of line
Del Delete character
Ins Toggle insert mode (cursor expands vertically)
Ctrl-Left Arrow Move to previous word
Ctrl-Right Arrow Move to next word

Table 10.E - Vertical Editing Key Commands

Key Function
Ctrl PgUp Move to previous defined entry, but the current field.
Ctrl PgDn Move to next defined entry, but in the current field.
PgUp, PgDn Up/Down to the next page with a defined entry
Home, End Move to first or last page with a defined entry
Ctrl Enter Save field and record
Ctrl F Move to first field (no save)
Ctrl L Move to last field (no save)
Ctrl Q Save cursor position and insert mode (no save). (See sub-section 3.4.3.)

D-UM-TMNXM-12001

Section Ten - Point Definition Tutorial 10-9




T/MonXM 6.8 User Manual

3.3. Additional key combinations that perform useful editing func-
tions are listed in Table 10.F.

Table 10.F - Point Editing Key Commands

Function Key Description

NOTE: The following keys are available only when the cursor is on the first column field, “POL.”

Toggle F4 Moves between the two halves* of the point definition screen
Blank F3 Deletes the contents of a line, leaving the line blank. (Figure 1)
To activate the line and column editing functions — see sub-section
Range F5 40
Copy an entire display to some other port, address and display loca-
Read F6 tion in the database. The display can then be further edited in the
new location. (Original display is left intact.) (sub-section 8.0)
Delete Alt-F3 Deltla’Fes the_ contents of a line and moves all lines below it up one
position. (Figure 1)
Moves all lines under the cursor and below, down one position, leav-
Insert Alt-F4 ing an open line. (Figure 1)

Note: The 64th point configuration will be deleted and replaced with
the 63rd point configuration.

Move a block of point lines. A box will appear for specifying the start
Block Move** Alt-F5 and end lines of the block and the destination line for the new start
position. The start and end lines will be left blank after the move.

Copy a block of point lines. A box will appear for specifying the start
Block Copy** Alt-F6 and end lines of the block and the destination line for the new start
position. The start and end lines will be left intact after the move.

Copy selected portions of a display to some other port, address and
display location in the database. The display can then be further
edited in the new location. (Original display is left intact.) (sub-section
8.0)

Extended Read* Ctrl-F6

*If the Auxiliary Description is turned on, (in the Miscellaneous
Parameters screen) there will be three parts to the screen. Press F4
to move through the three parts.

**These two functions automatically set the range for the “SET
ATTR” functions (sub-sections 4.0 through 8.0).

3.4. Vertical Editing
3.4.1. Vertical editing is available in the point editing mode
via the Ctrl-PgUp and Ctrl-PgDn keys.

3.4.2. The Ctrl-PgUp and Ctrl-PgDn key combinations move
the cursor up and down the point list, within the same
field. No matter where in the field the cursor is located,
it will move to the start of the same field in the adjacent
line when Ctrl-PgUp or Ctrl-PgDn is used.

3.4.3. If Cul-Q is pressed first, the cursor will remain on the
same character position in the field when Ctrl-PgUp
or Ctrl-PgDn is used. Once Ctrl-Q is invoked, the cur-
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sor will return to the specified character position when
Ctrl-PgUp or Ctrl-PgDn is used. The position can be
changed by moving the cursor with the left and right
arrow keys and pressing Ctrl-Q. The cursor will then
use the new position until again changed, the field is
exited or the editing function is exited
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F3 Blanks aline \

Alt-F3 Deletes a line F4 moves between the two or three sections
Alt-F4 Inserts an open line of the Point Definition Screen

Fig. 10.2 - F3 blanks a line, F4 toggles the screen view

4.0. Point (LI nE) 4.1 Pressing F5 (Range) opens a sub-menu for point (line) edit-
E d iti n ing functions. These functions allow a full display of point

g attributes and descriptions to be quickly defined by copying
common elements from one point to another. Before the edit-
ing functions can be used at least one full point (line) must be
defined. Editing functions are started by entering them in a SET
ATTR field at the bottom of the window. The editing functions
are listed on the prompt line.

5.0. POi nt (Ll ne) 5.1. The copy function copies all attributes from one specified point
to other specified points (lines) within the same display.

Copying 5.1.1.

Press F5 to activate the line and column editing func-
tions.

5.1.2. To copy a full point (line) definition from one point to
one or more others type RAN (or R) in the SET ATTR
field <ENTER>. (See Figure 10.2)

5.1.4. Type in the numbers* of the points (lines) to be copied to
(destination or target) <ENTER>.

5.1.4. Type COP (or C) for copy <ENTER>.

5.1.5. Type in the number of the point (line) to be copied
<ENTER>. The point to be copied will appear on the
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lines (range) specified.

*Ranges can be individual points (1,3,5,10), continuous points
(8-20) or a combination of individual and continuous points (1,5,8-
12). Do not use spaces.

1 fdde: 1 Dispi 1 Dizplay Desc @
L LiHR Hamge hd
osetu DCF(F) IHTENNOGATOR
tus ez il fom Fail
LHAAN THHASHITIER QFF
LHAAN H
1. Press F5 LUAAN
to activate L=H A
the Line and i
LHAAN
Column Editing LHAAN
functions. it 3

SET ATTR —» Enter Attribute or Special Option Abbreviation !
e ol Dong p bk Dot e b s ot dm ey o i s L pipua g s B, Coorag

e

2. Type "R" in the SET ATTR field <ENTER>.

SET ATTR ——> Range : 2-4,7-10,24-27................
Commas and dashes =

3. Type in destination/target
points (lines) <ENTER>.

oh

des, h 3 gua. . aux , Range, o
4. Type "C" to specify
the Copy function <ENTER>.

: 1 Addr: Display Desc :
The. active Range PLHLSR Range :@ 2-4,7-10,24-27
is displayed oosetu DCP(F) INTERROGATOR
in the "Range" field t 1gtuvss Description Fail
1BLHAAN TRANSMITTER OFF
ZBLHAaAN .
3BLHAaAN
4BLHAAN
SBLHAaAN
6BLHAAN
?7BLHAaAN
nqn 8BLHAaAN
5. Type 1 to copy SET ATTR ——> Copu : 1.
p0"1t(“ne) 1 Enter Psint Number to Copy.
<ENTER>
Display Desc :
Range :@ 2-4,7-10,24-27
DCP(F) INTERROGATOR
Description Fail
The entries TRANSMITTER OFF
. TRANSMITTER OFF
for point 1 TRANSMITTER OFF

have been copied
to points 2, 3, 4, 7,
8,9, 10, 24,

25, 26 and 27.

TRANSMITTER OFF

TRANSMITTER OFF
TRANSMITTER OFF
SET ATTR —> Enter Attribute or Special Option Abbreviatiom :
des,pol, log,hst, lev,sts,rus,win,nsg,fai,clr,qua,aux,Range, Copy

Fig. 10.3 - The Line Copy function copies a selected source line to multiple target lines
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6_0_ Column 6.1.Press F5 (Range).
. 6.2 To enter any attribute (column entry) into several points (lines)
(Attrl bUte) Entry at once type RAN (or R) in the SET ATTR field <ENTER>.
(See Figure 10.4)

6.5. Type in the numbers of the points (lines) to be entered into
(destination or target) <ENTER>. These can be can be indi-
vidual points (1,3,5,10), continuous points (8-20) or a combina-
tion of individual and continuous points (1,5,8-12). Do not use
spaces.

6.4. Type in the abbreviation for the desired attribute (column). (pol,
log, hst, lev, sts, rvs, msg, fail, clear or qual.) <ENTER>

6.5. Type in the characters to be entered in that attribute (column)

<ENTER>. The characters will appear in the column designat-
ed.

Point Definition

the Line and
Column Editing

functions.
_—

Port 1 Addr: 1 Disp: 1 Display Desc :
PLHLSH Range : 1-64
oo=zetou DCP(F) INTERRDGATOR
Pt 1 gt wvss Description Fail Clear
BLHAAN TRANSMITTER OFF ON
BLHAAN : :
1. Press F5 BLHAAN
i BLHAAN
to activate B AN
BLHAAN
BLHAAN
BLHAAN

S0 = O LN W LD

SET ATTR —> Enter Attribute or Special Option Abbreviation : R..
des,pol, log,hst, lev,sts,rus,win,msq,fai,clr,qua, aux,Range,Coxy

2. Type "R" in the SET ATTR field <ENTER>.

Compaz and dashes arc accep

3. Type in destination/target
points (lines) <ENTER>.
SET ATTR —-3 Enter Attribote or Special Option Abbreeiation @ F,,

des.pol . log hst s lew sts ruswinansg Fad «clesgua s anx  Banoe , Com)

\ 4. Type "P" to copy the "pol" column

(or substitute appropriate character) <ENTER>.

5. Type "U" for character to be entered in column

(or substitute appropriate character) <ENTER>.
. Fuoiml Def iniLion

The active Range CU pddeT L DIgpt Disjilay Dese

s displayed B DCRE) INTERROGATOR

H " " g 'LF)

in the Range field Dezcript lon Fall Clear

TRAMSATTTER aFr

= R ]

Ul
b3
H
The value "U" R ThASTER i
has been entered fiH  TRANMSHITTER OFF
in the "pol" column :: : .
for points 1, 2, 3, 4, AN THAMCHITTER 1P
7,8,9,10, 24, AH  TRAMSHITTER arr
25 26 and 27. SET ATTR. —F Enler fillribale or Special Oplion Abhreeialion @ F.o.

des.pol. log. het . lev, ste.res win.nsg Dol cleoqua o Range . Copy

Fig. 10.4 - The Column Entry Function enters a value in a range of target columns
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7.0

delete from

7.1.Press F5 (Range). Description modification: You can add to,

or change the Description over a range of points.

To modify the description type RAN (or R) in the SET ATTR
field <ENTER>. (See Figure 10.4)

Type in the numbers* of the points (lines) to be modi-

fied <ENTER>.

Description
Modification 1
7.1.2.
7.1.3.
Be sure to use a
unique pattern to pre-
vent unwanted results. 7.13.1.
7.1.3.2.
7.1.3.3.
7.13.4
7.1.3.5.

Type in DES (or D) <ENTER>.

Type in the 3 letter abbreviation for the desired option
(options are listed at the bottom of the window)
<ENTER>.

Type SET (or S) <ENTER> to change the entire
description. Type in description (1 to 40 characters)
<ENTER>.

Type PRE (or P) <ENTER> to add something in
front of the description. Type in the prefix (1 to 40
characters) <ENTER>. (See Figure 10.5)

Type APP (or A) <ENTER> to add something at
the end of the description. Type in the suffix (1 to
40 characters) <ENTER>. (See Figure 10.8)

Type TRA (or T) <ENTER> to change a pattern
of characters. Type in the characters to be changed
(target) <ENTER>. Type in the characters to be
inserted (replacement) <ENTER>. (See Figure
10.7)

Type INS (or I) <ENTER> to add something
within the description. Type in the position number
(1-40) <ENTER>. This is the character position
where the insert will begin. All text past this point
will be moved to the right of the inserted text. Type
in the string to be inserted (1 to 40 characters)
<ENTER>. (See Figure 10.8)

*Ranges can be individual points (1,3,5,10), continuous points
(8-20) or a combination of individual and continuous points (1,5,8-

12). Do not use

spaces.

Note: Modifications can be done only to lines that are already

defined.

Once a range is specified, all subsequent actions will apply to that
range until the range is changed.
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PREFIX

Once a range is speci-
fied, all subsequent
actions will apply to
that range until the
range is changed.

Point Definition

Port 1 Addr: 1 Disp: 1 Display Desc :
PLHLSR Range : 1-64
oosetu DCP(F) INTERROGATOR
t1lgtvss Description Fail
1BLHAAN TRANSMITTER OFF
ZBLHnAaAN .
1. Press F5 Il < i 0l
to activate Jf = < Sy
. SBLHAAN
the Line and 6BLHAAN
Column Editing Jii ¢ :08 il
functions. Jf Sl :

SET ATTR ——> Enter nAttribute or 3pecial Option Abbreviation : R..

e ] -
des,pol, log,hst, lev,sts,rvs,win,nsg,fai,clr,qua, aux, Range,Coxy

2. Type "R" in the SET ATTR field <ENTER>.

SET ATTR ——> Range : 1,3,7,9,24,26.................

Commas and dashes are accepted. Max=64, Min=1.
3. Type in destination/target
points (lines) <ENTER>.

SET ATTR ——> Enter Attribute or Special Option Abbreviation :
desz,pol, log,hst, lev,sts,rus,win,nsy,fai,clr,qua, aux, Range, Copu

NOTE: If you have just
completed a description
modification function
without exiting, you will
be starting here.

4. Type "D" to specify the Description
Modification function <ENTER>.

Description —-> Enter Optiom : P..
Set,Pref ix, Insert,Append, Translate, Range

5. Type "P" to add a prefix <ENTER>.

A /

E=ErROuEmn =2 Ln=0 05 3y W% ccooono00000000000000000006800000000
Enter Prefix

6. Type character to be prefixed
(include space at end, if appropriate) <ENTER>.

Point Definition

. Port 1 Display Desc :
The active Range PLHLS Raage @ 1,3,7,9,24,26
is displayed T t S DCP(F) INTERROGATOR
H " " gtuvs escription
in the "Range" field 1BLHAAN [UEST] TRANSMITTER
2ZULHGAA
31 LHAAN [UEST] TRANSMITTER
) AU LiHAA TRANSHITTER
The prefix "WEST" SELHAA
has been added to the 3 ﬁ t : : 2 [WEST| TRANSMITTER
descriptions for BULHAAN TRANSMITTER
pomts 1, 3, 7, 9, Description --» Enter Option : P..

10. 24. and 26 Set,Pref ix, Insert,Append, Translate,Range
b I -

Fig. 10.5 - Add a PREFIX to selected point descriptions with the
Description Modification Function
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APPEND

Once a range is speci-
fied, all subsequent
actions will apply to
that range until the
range is changed.

WHILE STILL IN THE EDITING FUNCTION
SET ATTR -—> Range :

Commas and dashes are uccepted. Max=64, Min=1.

1. Change Range for points (lines)
to be appended <ENTER>.

SET ATTR —> Enter Attribute or Special Option Abbreviation : D..

NOTE: If you have just des,pol, log,hst, lev,sts,rus,win,nsqg,fai,clr,qua,aux, Range, Copy

completed a description

modification function 2. Type "D" to specify the Description
without exiting, you will Modification function <ENTER>.

be starting here.

Description —-> Enter Option : A..
Set,Pref ix, Insert,Append, Translate,Range

 /

3. Type "A" to add (append) a suffix <ENTER>.

Description —> Append = A. ... ... i e et
Enter characters to 2ppend

4. Type character to be appended

(include space before, if appropriate) <ENTER>.
Point Definition

ddr: 1 Disp: 1 Display Desc :

Di.ge @ 1,7,24

DCP(F) INTERROGATOR

==
[=]
=
-+

The active Range
is displayed
in the "Range" field

el

fi

R

u

s  Description

N WEST TRANSMITTER
N TRANSMITTER

N WLiT TRANSMITTIER
N TRANSMITTER

N

)]

N

N

The suffix "A"
has been appended
to the descriptions for

UEST TRANSMITT&R[A]

TRANSMITTER

points 1, 7, and 24. Description —-> Enter Option : A..
Set,Pref ix, Insert, Append, Translate,Range

[==00N = N, AN U S R

[l il - - B e el - B o)

SN ol el = =
IIIIIIIIH‘M ==
‘T DITIDITca A
T T TN o LA

Fig. 10.6 - Append a SUFFIX to selected point descriptions with the Append Function
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TRANSLATION

Once a range is speci-
fied, all subsequent
actions will apply to
that range until the
range is changed.

Hint: This function is a
very powerful and fre-
quently used tool.

WHILE STILL IN THE EDITING FUNCTION

Description --> Range :

Commas and dashes are accepted. Max=64, Min=1.

1. Change Range for points (lines)
to be translated <ENTER>.

SET ATTR —-> Enter Attribute or Special Option Abbreviation : D..

des,pol,log,hst,lev,sts,rus,win,nsyg,fai,clr,qua,aux, Range,Copy
NOTE: If you have just
completed a description
modification function
without exiting, you will
be starting here.

2. Type "D" to specify the Description
Modification function <ENTER>.

Description --> Enter Option : T..
3et,Pref ix, Insert, fippend, Trazuslate,Range

 /

3. Type "T" to specify the Translate function <ENTER>.

Description --> Enter Option :
TRANSLATE  Target :TRANSMITTER.............................

4. Type in the Target character string "TRANSMITTER" <ENTER>.

——> Enter Dption : T
Replacement : RECEIVER................ ... ... ...t

Description
TRANSLATE

5. Type in the Replacement character string "RECEIVER" <ENTER>.

Point Definition

The active Range

Port 1 Addr: 1 Disp: 1 Di=zplay Desc :
is displayed PLHLSR Range : 7-10
: " " oosetu DCP(F) INTERRDGATOR
in the Range field t 1lgtwvss Description
3ULHAAN UWEST TRANSMITTER B
The character string A RS
"RECEIVER" has replaced 6BLHAARN
"TRANSMITTER" in ?ULHAAN WEST[RECEIVER]a
. BUL#AAN
the descriptions for SULHASN UESTIRECLIUEE]
points 7, 8, 9 and 10. WOULHAAN

SET ATTR ——> Enter Attribute or Special Option Abbreviation :
des,pol, log,h=st, lev, st=,rvs,win.msq,fai,clr,qua,aux, Range, Copy

Fig. 10.7 - TRANSLATE a character string in a range of to point descriptions with the Translate
Function
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INSERT

Once a range is speci-
fied, all subsequent
actions will apply to
that range until the
range is changed.

WHILE STILL IN THE EDITING FUNCTION
SET ATTR > Range @ 3,9.26............ v iins,

Commas and dashes are accepted. Max=64, Min=1.
1. Change Range for points (lines)

to be inserted <ENTER>.

SET ATTR --> Enter Attribute or Special Option Abbreviation : D..
des,pol,log,hst,lev,sts,rus,uin,nsg.fai.clr.qua,aux, Range, Cory

NOTE: If you have just
completed a description
modification function

without exiting, you will Description --—> Enter Option : I..
be starting here. Set,Pref ix, Insert,Append, Trars1ate, Range

2. Type "D" to specify the Description
Modification function <ENTER>.

\

3. Type "I" to specify the Insert function <ENTER>.

4. Type in the character position for the start of the string <ENTER>.

Description ——> Pos : 6 String @ STBY ... .. .. ... ...
Enter string to be inserted

5. Type in the character string to be inserted " STBY" <ENTER>
(Include appropriate spaces).

Point Def inition

. Port 1 A Disp: 1 Dizplay Desc :
The active Range PLULSE Range : 3,9,26
is d|sp|ayed oosetu DCP(F) INTERRDGATOR
. " " tlgtuvss Descriptign
in the "Range" field 3ULHAAN uESTTRﬁNSHITTER B
4ULHAAN THAN R
SBLHAAN
. 5BLHAAN
The character string <l 17500000 o il
" " ; 8ULGMA®N  RECEIVER
STBY" has been .Ir.1$erte.d 9ULHAAN WEST[STBY]RECEIVER B
at character position 6 in 10 ULHAAN RECEIUER
the descriptions for Description —-> Enter Option : 1I..

Set,Pref ix, Insert,Append, Trans late, Range

points 3, 9 and 26.

Fig. 10.8 - Insert a Character String in a Range of Point Description with the Insert Function
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8.0. Windows
Modification

This function is typically used
after cloning a site to change
the site window designation.
Using the DEL and ADD
options allows the window
designation to be quickly
changed without disturbing
the “severity,” “type” or other
window designations.

Once a range is specified, all
subsequent actions will apply
to that range until the range
is changed.

Note: Modifications can be

done only to lines that are
already defined.

D-UM-TMNXM-12001

T/MonXM 6.8 User Manual

8.1. Windows modification: You can add to, delete from or change
the Windows field over a range of points. Press F4 to see the
“Windows” portion or the screen. Press F5 (Range). To modify
the windows field type RAN (or R) in the SET ATTR field

<ENTER>.
8.1.1.

Type in the numbers* of the points (lines) to be modi-

fied <ENTER>.

8.1.2.
8.1.3.

Type in WIN (or W) <ENTER>.
Type in the 3 letter abbreviation for the desired option

(options are listed at the bottom of the window)
<ENTER>,

8.1.3.1.

8.1.3.2.

8.1.3.3.

Type SET (or S) <ENTER> to change the windows
field over the range.

Note: this will replace everything that’s in the cor-
responding window with your new value. Set the
corresponding window to your new value.

Type in window numbers <ENTER>. (2-90 or
greater, depending on equipped options. There is a
maximum of 8 windows per point.)

Type ADD (or A) <ENTER> to add something in
the windows field over the range. Type in window
numbers <ENTER>. (2-90 or greater, depending on
equipped options. There is a maximum of 8 win-
dows per point.)

Type DEL (or D) <ENTER> to delete something
from the windows field over the range. Type in
window numbers <ENTER>. (2-90 or greater,
depending on equipped options. There is a maxi-
mum of 8 windows per point.) (See Figure 10.10)

*Ranges can be individual points (1,3,5,10), continuous points
(8-20) or a combination of individual and continuous points (1,5,8-

12). Do not use

spaces.
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WHILE STILL IN THE EDITING FUNCTION
SET ATTR —> Range :

Commas and dashes arc accepted.

3. Type in destination/target
points (lines) <ENTER>.

NOTE: If you have just
completed a windows
modification function
without exiting, you will
be starting here.

\ 4

5. Type "D" to delete from the windows field. <ENTER>.

U

6. Type windows numbers to be deleted in the range

of windows fields <ENTER>.

The active Range
is displayed
in the "Range" field

The window number

"9" has been

deleted from the windows
fields for points 5

through 32.

= =l P R

Window

 prepmm—y
Enler windows (2-7201.

= - - Rl

CEnern oA

il
—
w
]
H
H
H
H
n
N
H
]

1
iLe
e L
u g
AR
(LN}
AA
in
AA
A
A
AR

EEmdEEE = -

H
Ll
H
H
H

i
a3
-

4. Type "W" to specify the Windows Field
Modification function <ENTER>.

The range can be changed by entering "R."

Foint Del inition
Dimp: 1 Diziplay De=az §
Range @ 5-32
BEFIF] INTERRIGATIH
Uindous Hzg
S0 4
3,3,53 4
2.13.53 4
1.8,53 1
o
a
4
4

5.12.10
h5,12. 1k
5.2 16
5,12, 1k

Iﬂﬂﬂﬂﬂﬂﬂ‘g

» Enter Option :
Set,Add  Del , Rangs

Fig. 10.9 - Add a window number(s) in a range of points with the
Windows Modification Function

9.0. Message
Translation

This function is typically
used after cloning a site
to change the message
field. Using the SET and
TRANSLATE options
allows the message num-

ber to be quickly changed.

Once a range is specified,
all subsequent actions will
apply to that range until
the range is changed.

9.1.Message Translation: You can enter the same message num-
ber or translate a given message number (target) to another
(replacement) in the Message field over a range of points.
Press F4 to see the “Message” portion of the screen. Press F5
(Range). To modify the windows field type “R” in the SET

ATTR field <ENTER>.

9.1.1. Type in the numbers* of the points (lines) to be modi-
fied <ENTER>.

9.1.2. Type “M” <ENTER>.

9.1.3. Type in the first letter for the desired option (options

are listed at the bottom of the window) <ENTER>.

9.1.3.1. SET: Type “S” <ENTER> to change the message

field over the range. Type in message number
<ENTER>. (from 0 to the maximum number of
messages that have been defined.) The chosen mes-
sage will be displayed in the message window. The
prompt line will ask if you wish to continue. Type
“Y” to accept or <ENTER> to reject.
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10.0. Cloning
Entire Displays
or Sites

D-UM-TMNXM-12001
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*Ranges can be individual points (1,3,5,10), continuous points
(8-20) or a combination of individual and continuous points (1,5,8-
12). Do not use spaces.

9.1.3.2. TRANSLATE: Type “T” <ENTER> to change
all target message numbers over the range to a
replacement message number. Type in target and
replacement numbers. NOTE: This function will
affect only the lines within the range that contain
the target message number.

9.1.3.3. RANGE: Type “R” <ENTER> to set a new range
of points without leaving the message function.

*Ranges can be individual points (1,3,5,10), continuous points
(8-20) or a combination of individual and continuous points (1,5,8-
12). Do not use spaces.

10.1.  An entire display can be copied from one display to another
within the same address and port or to another address and/or

port.

10.1.1. The display to be copied (source) must be defined.

10.1.2. Enter the destination (target) port, address and display:

10.1.2.1.
10.1.2.2.
10.1.2.3.

10.1.2.4.
10.1.2.5.

10.1.2.5.
10.1.2.6.

From the Main Menu select Parameters.
Select Remote Ports.

Select the destination port by using the P)revi-
ous, N)ext, or F)ind keys.

Press F1 (Devices).

Select the destination address by using the P)
revious, N)ext, or F)ind keys.

Note: To create a new display, press F)ind
and enter the appropriate display. T/Mon will
prompt you to add the new display to the data-
base. Press Y (yes) to save or Esc to cancel
without saving.

Press F1 (Points).
Press E (Edit).

10.1.3. Press F6 (Read).

10.1.4. Enter the source port number (1-n or “RP, KI, and NG”
for dial-up port), device number, address number and
display number. (The cursor will skip fields that are not
applicable to the type of port.)

10.1.5. The specified source display will be copied to the
screen. It may now be modified as needed, using the
procedures outlined in sub-sections 4.0-8.0.
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1 1 0 Clon | ng 11.1. A portion of a display can be copied from one display to
T another within the same address and port or to another address
Part Of d and/or port. (See Figure 10.9) The advantage of this is that
. multiple parts of different displays can be quickly copied into a
D IS p I ay common display.

11.1.1. The display to be copied (source) must be defined.

11.1.2. Enter the destination (target) port, address and display:
11.1.2.1.  From the Main Menu select Parameters.
11.1.2.2.  Select Remote Ports.

11.1.2.3.  Select the destination port by using the P)revi-
ous, N)ext, or F)ind keys.

11.1.2.4. Press F1 (Devices).

11.1.2.5.  Select the destination address by using the P)
revious, N)ext, or F)ind keys.
Note: To create a new display, press F)ind
and enter the appropriate display. T/Mon will
prompt you to add the new display to the data-
base. Press Y (yes) to save or Esc to cancel
without saving.

11.1.2.6. Press F1 (Points).
11.1.2.7. Press E (Edit).
11.1.3. Press Ctrl-F6 (Extended Read).

11.1.4. Enter the source Port number (1-n or “RP, KI, and NG”
for dial-up port), Device number, Address number,
Display number, Starting Point and Ending Point. (The
cursor will skip fields that are not applicable to the type
of port.)

11.1.5. Enter the Destination Point number. (Point to place the
source “Starting Point” in the target.)

11.1.6. The specified source display will be copied to the
screen. It may now be modified as needed, using the
procedures outlined in sub-sections 4.0 through 9.0.

10-22 Section Ten - Point Definition Tutorial



T/MonXM 6.8 User Manual

1. Select
"Parameters."
2. Select o Beuice Def initics

"Remote Ports." o ] i : DFLF S EIEER TN

Bexcripibon ¢ IMTICE +H
Al Hane | DT Port 1 and
Beiilie Tigse  + Slamlard address 11

Tloplap L1 are the target location
Toll Tyges [
Ecfrosh Bade |
. Ry L sl

3. Press F1 to bring

up the Remote ¢ | s i

Device Definition e T t [re— PN

screen. ' i

4. Use the "N" and "P" keys to select the
destination (target) port and address. Press F1. |8

Foiwt Bel imifjor
1 Adde: 11 Dizp: | Bivplay leor :

]
Lou DEFUF) INTERMKATEN
55 Pescription Fall

Target display number

Exter palarity. B = kipolar. U = unipolar

DBCPAFE INTERMEATIR

Hrcrage

Pestimat ios Foist E]

- Enter the destimatios poist {1-44)

5. Press "E" to edit. Add target display
number, if not already there. Press Ctrl-F6.
6. Enter the source port no. (1), address (1) . s =
display (1), Starting Point and Ending Point i i ki B
in the Read function fields. Enter the 2 DCPLFY INTERROGRTON
Destination Point (where to place the Rescrlption Fali
source "starting point.")
Press <ENTER> after each entry.
NOTE: The "Device" field is used only for ports b
defined for "DCM" protocol. H
[ nAHN

U LHMAH
7. Point 1-4 definitions from the source ] ]
display are entered in the target display, Enper potarity. R= Mpalar, 0= unipotar
starting at point 5.

Fig. 10.10 - A portion of a display can be copied to another port, address and display
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12.0 Device T/MonXM is the capability to create device templates, which can
greatly speed the provisioning of KDAs, NetGuardians, and other
Templates devices,

Templates provide the ability to save device configurations and import
that information into similar device profiles (available for dial-up and
LAN devices). Once in the device configuration screen, hit Alt-F6 to
bring up the Template Import/Export Menu. To export the devices’ con-
figuration into a template, select “Export to Template” and press Enter.
Enter the path of the template file and the drive to export to. To import
an existing template into a device, select “Import from Template” from
the Template Menu and press Enter.Then enter the path of the template
file and the drive where the file exists.

Net Guardian Address Definition
Export To Template File
Path of Template File : C:\XKMDEMO3

Export To {.KDT File) : A:\
Template Description : Net Guardian Template

This selection exports a device definition for this port to a
template file, where i1t can be used to set up an identical
device on another port or IAM.

Enter a description for the template file

Description : {Undefined)

<Tab>=Defaults, Up Arrow=Previous Field, F10/Esc=First Field

Fig. 10-11 - Example of device templates use
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Section 11 - DPS Display Mapping Guide

IntrOd u ction This section will assist you in determining the locations of alarms
from remotes within the addressing and display scheme used by T/
MonXM. Mapping varies with the device being used, so the section
is organized with a different section for each device.

NetGuardian 832A/ Tables 11.A and 11.B refer to display mapping for NetGuardian

NetMediator 832A and NetMediator remotes.
Note: NetMediator display mapping may differ, see your

NetMediator user manual for more details.

Table 11.A - Display mapping for the NetGuardian 832A/NetMediator

Display Points Description

1 1-32 Discrete Alarms
2 1-32 Ping Alarms

3 1-4 Analog Channel 1
4 1-4 Analog Channel 2
5 1-4 Analog Channel 3
6 1-4 Analog Channel 4
7 1-4 Analog Channel 5
8 1-4 Analog Channel 6
9 1-4 Analog Channel 7
10 1-4 Analog Channel 8
11 Relays/Housekeeping (See detail in Table 11.B below)

Displays 12-17 refer to the NetGuardian Expansion (NetGuardian DX)

12 NetGuardian Expansion 1 Alarms 1-48

13 Expansion 1 Relays 1-8

14 NetGuardian Expansion 2 Alarms 1-48

15 Expansion 2 Relays 1-8

16 NetGuardian Expansion 3 Alarms 1-48

17 Expansion 3 Relays 1-8
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Table 11.B - Display Relays/Housekeeping Alarms for the NetGuardian 832A/NetMediator

Points Description Points Description
1 Relays 47 Modem RcvQ Full
2 Relays 48 Serial 1 RevQ Full
3 Relays 49 Serial 2 RevQ Full
4 Relays 50 Serial 3 RevQ Full
5 Relays 51 Serial 4 RevQ Full
6 Relays 52 Serial 5 RevQ Full
7 Relays 53 Serial 6 RevQ Full
8 Relays 54 Serial 7 RevQ Full
17 Timed Tick 55 Serial 8 RevQ Full
33 Power Up 56 NetGuardian DX 1 Fail
36 Lost Provisioning 57 NetGuardian DX 2 Fail
37 DCP Poller Inactive 58 NetGuardian DX 3 Fail
38 LAN Not Active 59 GLD 1 Fail
41 Modem Not Responding 60 GLD 2 Fail
42 No Dial Tone 61 GLD 3+ Fail
44 Pager Queue Overflow 62 Channel Port Timeout
45 Notification Failed 63 Craft Timeout
46 Craft RcvQ Full 64 Event Queue Full

NetG uard ian 21 6 Tables 10.C refer to display mapping for NetGuardian-216 SNMP
remotes.

Table 11.C - Mapping in NetGuardian 216

Display Description Display Points
Discrete Alarms and Controls 1 1-16
Relays 1 17-18
Undefined** 1 19-24
Default Configurations 1 25
Undefined** 1 26
Disp 1 MAC Address Not Set 1 27
IP Address Not Set 1 28
LAN Hardware Not Found 1 29
SNMP Processing Error 1 30
SNMP Community Error 1 31
LAN Tx Packet Drop 1 32

Note: Table 11.C continues on the following page.

** “Undefined” indicates that the alarm point is not used.
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Table 11.C - Mapping in NetGuardian 216

Display

Description

Display

Points

Analog 1 MjO

2

1

Analog 1 MnO

Analog 1 MnU

Disp 2

Analog 1 MjU

Undefined**

Undefined**

Undefined**

Undefined**

Analog 1 MjO

Analog 1 MnO

Analog 1 MnU

Analog 1 MjU

Disp 3

Undefined**

Undefined**

Undefined**

Undefined**

WIWIW|IW|WIWIWIWINININININININ

OIN|O|A|BR|WIN|=_]|O|IN|OD|O|BR]|WIN
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** “Undefined” indicates that the alarm point is not used.

NetGuardian- Q8

remotes.

Tables 11.D and 11.E refer to display mapping for NetGuardian-Q8

Table 11.D - Display descriptions and SNMP Trap numbers for the NetGuardian-Q8

Display Description Set Clear
1 Discrete Alarms 1-10 8001-8010 9001-9010
2 Ping Table 8065-8096 9065-9096
11 System Alarms 8641-8674 9641-9674

Table 11.E - Display 11 System Alarms point descriptions for NetGuardian-Q8

- .. SNMP Trap #s
Points Description

Set Clear
17 Timed Tick 8657 9657
33 Unit Reset 8673 9673
36 Lost Provisioning 8676 9676
37 DCP Poller Inactive 8677 9677
38 LAN not active 8678 9678
46 Craft RevQ full 8686 9686
47 Modem RcvQ full 8687 9687

D-UM-TMNXM-12001
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KDA Remotes Use Table 11.F, 10.G, and 10.H for KDA Remotes. Control points
are mapped as alarms to reflect point status. Define control points
like alarms to get meaningful status reports.

T/MonXM

==

ha
EIEIOI:IEI

Remote Device (ot ===

Alarms 1-64

SA\\\\\

Controls 1-8

Alarms 1-64 ——>» ——>»  Port X/Address N / Diplay 1/ Points 1-64
Controls 1-8 ~——> —>»  Port X/Address N / Display 33 / Points 1-8

Fig. 10.1 - Mapping alarms places them in the correct location in the data base

Table 11.F - Mapping in KDA Remotes

Remote T/MonXM
Device Product Points Address | Display Point
Alarms 1-64 N 1 1-64
Base KDA 864
Controls 1-8 N 33 1-8
LR-24 Relay Control 1-24 M* 1 1-24
Expansion in Base
Port 1, Displays 1-3 M* 1-8
Port 2, Displays 1 M* 1 1-o4
4-Po_rt TBOS ort 2, Displays 1-8 9-16 in each display
Standard | Expansion in Base Port 3, Displays 1-8 M* 17-24
Port 4, Displays 1-8 M* 25-32
TBOS Device Failure M* 65 See Table 11.H
Port 1, Displays 1-3 M* 1-8
8-Port TBOS Port 2, Displays 1-3 M* 9-16 . 1-64
Expansion in Base - in each display
Port 3, Displays 1-8 M* 17-24
Port 4, Displays 1-3 M* 25-32

* When using KDA versions earlier than 2.1, M = N+2 and L =
N=2. In versions 2.1 and later,, M and L can be any address not
already assigned to another device.

Note: Table 11.F continues on the following page.
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Table 11.F - Mapping in KDA Remotes (continued)

Remote T/MonXM
Device Product Points Address | Display Point
TBOS Device Failure M* 65 See Table 11.H
Port 5, Displays 1-3 L* 1-8
g-Port TROS | Ont 6 Displays 1-8 L 916 1,64 in each dis-
Expansionin Base | pot7 pisplays 1-8 | L* 17-24 play
Port 8, Displays 1-8 L* 25-32
TBOS Device Failure L* 65 See Table 11.H
Standard EXP 832 Alarms 1-32 M* 1 1-32
Expansion in Base Controls 1-8 M* 33 1-8
. Alarms 1-64 N 2 1-64
KDA 864 Satellite 1
Controls 1-8 N 35 1-8
LR-25 in Satellite 2 Controls 1-24 N 1-24
. Alarms 1-64 N 4 1-64
KDA 864 Satellite 3
Controls 1-8 N 36 1-8
Alarms 1-16 N 1 1-16
DPM 216
Controls 1-2 N 33 1-2
Alarms 1-2 N 1 1-2
DCM 216
Controls 1-16 N 33 1-16
Channel 1 M* 1
Channel 2 M* 2 1 = Min Udr
8 Channel Channel 3 M* 3 2 = Min Ovr
Analog * 3 = Maj Udr
Ch |4 M 4
Expansion Card Version A or B anne - 4 = Maj Ovr
in KDA 864 Channel 5 M ° 5-33 = Absolute
Base Channel 6 M* 6 value bits (no
Channel 7 M* 7 alarms to map)
Channel 8 M* 8
. 1 = Min Udr
Channel 1 M 1 2 = Min Ovr
16 Channel Analog Expansion Card 3 = Maj Udr
in KDA 864 Base and KDA 864 Time- Channel 2 M* 2 4 = Maj Ovr
Stamp Base 5-33 = Absolute
Channel 3 M 3 value bits (no

alarms to map)

*When using KDA versions earlier than 2.1, M = N+2 and L =
N=2. In versions 2.1 and later,, M and L can be any address not
already assigned to another device.

D-UM-TMNXM-12001
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Table 11.F - Mapping in KDA Remotes (continued)

KDA 864 Time-
Stamp

Remote T/MonXM
Device Product Points Address | Display Point
Channel 4 M* 4
Channel 5 M* 5
Channel 6 M* 6
Channel 7 M* 7 _
Channel 8 M* 8 ; - m:: ge:
16 Channel Analog Expansion Card Channel 9 M* 9 3 = Maj Udr
in KDA 864 Base and KDA 864 Time- Channel 10 M* 10 4 = Maj Ovr
Stamp Base Channel 11 M* 11 5-33 = Absolute
Channel 12 M* 12 a‘l’::‘rfst:gsn(lgg)
Channel 13 M* 13
Channel 14 M* 14
Channel 15 M* 15
Channel 16 M* 16
ASCII Ports 1,2, 3 M*
TBOS Port 4 L* 1-8
TBOS / ASCII (7 Port Serial) TBOS Port 5 L* 9-16 1-64 in each dis-
Expansion Card in KDA 864 Base TBOS Port 6 L* 17-24 play
TBOS Port 7 L* 25-32
TBOS Device Failure L* 65 See Table 11.H
Alarms 1-64 N 1 1-64
Base Controls 1-64 N 33 1-8
Housekeeping N See Table 11.G

16 Channel Analog
Expansion Card in

See above mapping information for Analog Card in KDA 864

Base Unit Base
LR-24 Relay Controls 1-24 M* 1 1-24
Expansion in Base
Alarms 1-64 N 2 1-64
Satellite 1 Failure N 33 25
LR-24 in Satellite 1 Controls 1-24 N 1-24
Alarms 1-64 N 1-64
Satellite 2 Controls 1-8 N 35 1-8
Satellite 2 Failure N 33 26
LR-24 in Satellite 2 Controls 1-24 N 6 1-24

* When using KDA versions earlier than 2.1, M =N+2 and L =
N=2. In versions 2.1 and later,, M and L can be any address not
already assigned to another device.
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Table 11.F - Mapping in KDA Remotes (continued)

Remote T/MonXM
Device Product Points Address | Display Point
Alarms 1-64 N 4 1-64
KDA 864 Time- Satellite 3 Controls 1-8 N 36 1-8
Stamp Satellite 3 Failure N 33 27
LR-24 in Satellite 3 Controls 1-24 N 7 1-24
Port 1, Displays 1-8 N 1-8
Port 2, Displays 1-8 N 9-16 1-64 in each
Port 3, Displays 1-8 N 17-24 display
Port 4 Displays 1-8 N 25-32
TBOS Device Failure N 65 See Table 11.H
Base TBOS -
Port 5, Displays 1-8 N 33-40
Port 6, Displays 1-8 N 41-48 1-64 in each
Port 7, Displays 1-8 N 49-56 display
Port 8, Displays 1-8 N 57-64
TBOS Device Failure N 66 See Table 11.H
Alarms 1-64 N 69 1-64
Base Controls 1-8 N 73 1-8
Housekeeping N 81 See Table 11.G
Alarms 1-64 N 70 1-64
KDA 832-T8 Satellite 1 Controls 1-8 N 74 1-8
Housekeeping N 82 See Table 11.G
Alarms 1-64 N 71 1-64
Satellite 2 Controls 1-8 N 75 1-8
Housekeeping N 83 See Table 11.G
Alarms 1-64 N 72 1-64
Satellite 3 Controls 1-8 N 76 1-9
Housekeeping N 84 See Table 11.G
égj‘i‘nR;;asi Controls 1-24 N 77 1-24
Ca'r'fi'rf“s;‘jlﬁ{e ] Controls 1-24 N 78 1-24
Ca'r'fi'ﬁ‘g;‘zﬁe ) Controls 1-24 N 79 1-24
LR-24 Relay Controls 1-24 N 80 1-24

Card in Satellite 3
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Table 11.G - Housekeeping Alarms (applies to all KDA Remotes with housekeeping alarms)

Point Alarm Description
33 Power up
34 Watchdog reset
35 Points are locked
36 Lost provisioning
37 Memory diagnostic failed
38 CPU diagnostic failed
39 Expansion card error
40 Reserved
41 Modem not responding
42 No dial tone
43 Time stamp queue overflow

Table 11.H - TBOS Device Failures

TBOS Display at Remote T/MonXM Alarm Point
Device TBOS Port | Displays Address Display Point**

1 1-8 Mm* 65 1-8

4-Port Expansion in KDA 864 2 1-8 9-16
Base or KDA 832-T8 Base 3 1-8 17-24
4 1-8 25-32

1 1-8 Mm* 65 1-8

2 1-8 9-16
3 1-8 17-24
8-Port Expansion in KDA 864 4 1-8 25-32

Base or KDA 832-T8 Base 5 1-8 L* 65 1-8
6 1-8 9-16
7 1-8 17-24
8 1-8 25-32

4 1-8 L* 65 1-8

. 5 1-8 9-16

TBOS/ASCII Expansion

6 1-8 17-24
7 1-8 25-32

Note: Table 11.H continues on the following page.

* When using KDA versions earlier than 2.1, M =N+1 and L =
N+2. In version 2.1 and later, M and L can be any address not

already assigned to another device.

** Failure of TBOS Port 2, Display 1 is reported at Point 1; port
1, Display 2 at Point 2;....;Port 2 Display 1 at Point 9; Port 2,

Display 2 at Point 10, etc.
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Table 11.H - TBOS Device Failures (continued)

TBOS Display at Remote T/MonXM Alarm Point
Device TBOS Port | Displays Address Display Point**

1 1-8 N 65 1-8
2 1-8 9-16
3 1-8 17-24

KDA 832-T8 . 18 2532
5 1-8 66 1-8
6 1-8 9-16
7 1-8 17-24
8 1-8 25-32

* When using KDA versions earlier than 2.1, M = N+1 and L =
N+2. In version 2.1 and later, M and L can be any address not
already assigned to another device.

** Failure of TBOS Port 2, Display 1 is reported at Point 1; port
1, Display 2 at Point 2;....;Port 2 Display 1 at Point 9; Port 2,
Display 2 at Point 10, etc.

TBOS Protocol Alarms received on ports that are set for TBOS are reported directly
as received, display-for-display and point-for-point. A port defined
as TBOS accepts a maximum of 8 displays (512 points).

Table 11.1 - Base KDA 864 Device Failure Alarms

Display Point Meaning
25 Failure in Satellite 1
26 Failure in Satellite 2
33 27 Failure in Satellite 3
31 Failure in Expansion Card
32 Failure in Expansion Card, Address #2
(8-port TBOS card only)
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Modular

Table 11.J refers to display mapping in Modular Alarm System
devices.

Alarm System

Table 11.1 - Mapping in Modular Alarm System

Remote T/MonXM
Device Product Points Address | Display Point
Alarms 1-32 N 1 1-32
MAS 46009 MAT Modylar Alarm Controls 1-4 N 33 1-4
Transmitter (400Type) Acknowledge N 33 31
Reset N 33 32
Alarms 1-8 N 1 1-8
MAS 46028 Control Processing Controls 1-4 N 33 1-16
CPM Module (400 Type) Acknowledge N 33 31
Reset N 33 32
1 = Min Udr
2 = Min Ovr
3 = Maj Udr
MAS 46030 ADc| 16 Channel Analog |y e 1216 N 1-16 4 = Maj Ovr
Card (400 Type) 5-33 = Absolute
value bits (no
alarms to map)
Port 1, Displays 1-8 N 1-8 1-64**
Port 2, Displays 1-8 N 9-16 1-64**
Port 3, Displays 1-8 N 17-24 1-64**
MAS 46040 TB(gc?o(:T(;l:;i:)tor Port 4, Displays 1-8 N 25-32 1-64**
Port 5, Displays 1-8 N 33-40 1-64**
Port 6, Displays 1-8 N 41-48 1-64**
Port 7, Displays 1-8 N 49-56 1-64**
Port 8, Displays 1-8 N 57-64 1-64**

** Bit 64 indicates a TBOS communications failure.
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Protection Tables 10.K refers to display mapping in Protection Switch units.
Switch
Table 11.K - Mapping in Protection Switch
Remote T/MonXM
Device Product Points Address Display Point
) ) Primary System Online 241-246 1 1
Protection Switch -
Secondary System Online 241-246 1 2

NetMediator

T2S

Tables 10.L-10.Q refer to NetMediator T2S remotes.

Table 11.L - Display mapping in NetMediator T2S

DISPLAY DESCRIPTION SNMP TRAP #
SET CLEAR
1 BASE ALARMS 8001-8064 9001-9064
2 PING TARGET ALARMS 8065-8128 9065-9128
310 ANALOG CHANNEL 1.8 8129-8640 9129-9640
1 RELAY/HOUSEKEEPING 8641-8704 9641-9704
12 EXPANSION 1 ALARMS 6001-6064 7001-7064
13 RELAE()/(I-lTéSg’IIE%'\IIEI;PING 6065-6128 7065-7128
14 EXPANSION 2 ALARMS 6129-6192 7129-7192
15 REL A'?/(ﬁ élljgllEOKl\llEéPlN . 6129-6192 7129-7162
16 EXPANSION 3 ALARMS 6256-6320 7256-7320
18-25 | TBOS PORT 1 DISPLAYS 1-8 10001-10512 11001-11512
2633 | TBOS PORT 2 DISPLAYS 1-8 12001-12512 13001-13512
34-41 TBOS PORT 3 DISPLAYS 1-8 14001-14512 15001-15512
42-49 | TBOS PORT 4 DISPLAYS 1-8 16001-16512 17001-17512
50-57 | TBOS PORT 5 DISPLAYS 1-8 1800118512 1900119512
58-65 | TBOS PORT 6 DISPLAYS 1-8 20001-20512 21001-21512
66-73 | TBOS PORT 7 DISPLAYS 1-8 22001-22512 23001-23512
74-81 TBOS PORT 8 DISPLAYS 1-8 24001-24512 25001-25512
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Table 11.M - Relay/Housekeeping Alarm Mapping in NetMediator T2S

SNMP TRAP #S

POINTS DESCRIPTION
SET CLEAR
1 RELAYS 8641 9641
2 RELAYS 8642 9642
3 RELAYS 8643 9643
4 RELAYS 8644 9644
5 RELAYS 8645 9645
6 RELAYS 8646 9646
7 RELAYS 8647 9647
8 RELAYS 8648 9648
17 TIMED TICK 8657 9657
18 EXP. MODULE CALLOUT 8658 9658
19 NETWORK TIME SERVER 8659 9659
33 UNIT RESET 8673 9673
36 LOST PROVISIONING 8676 9676
37 DCP POLLER INACTIVE 8677 9677
38 LAN NOT ACTIVE 8678 9678
41 MODEM NOT RESPONDING 8681 9681
42 NO DIAL TONE 8682 9682
43 SNMP TRAP NOT SENT 8683 9683
44 PAGER QUE OVERFLOW 8684 9684
45 NOTIFICATION FAILED 8685 9685
46 CRAFT RCVQ FULL 8686 9686
47 MODEM RCVQ FULL 8687 9687
48 DATA 1 RCVQ FULL 8688 9688
49 DATA 2 RCVQ FULL 8689 9689
50 DATA 3 RCVQ FULL 8690 9690
51 DATA 4 RCVQ FULL 8691 9691
52 DATA 5 RCVQ FULL 8692 9692
53 DATA 6 RCVQ FULL 8693 9693
54 DATA 7 RCVQ FULL 8694 9694
55 DATA 8 RCVQ FULL 8695 9695
56 NETGUARDIAN DX 1 FAIL 8696 9696
57 NETGUARDIAN DX 2 FAIL 8697 9697
58 NETGUARDIAN DX 3 FAIL 8698 9698
59 GLD 1 FAIL 8699 9699
60 GLD 2 FAIL 8700 9700
61 GLD 3+ FAIL 8701 9701
62 CHAN. PORT TIMEOUT 8702 9702
63 CRAFT TIMEOUT 8703 9703
64 EVENT QUE FULL 8704 9704
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Table 11.N - MDR-4000E DS-3 point descriptions in NetMediator T2S

PT # MDR-4000E DS-3 PT # MDR-4000E DS-3

1 A COMMON LOSS ALARM 33 A COMBINER ALARM

2 A COMMON POWER SUPPLY 34 A CHANNEL FAIL

3 A RF TRANSMIT POWER ALARM 35 A RADIO FRAME LOSS

4 A PA POWER SUPPLY 36 A EYE CLOSURE

5 A TRANSMIT LO LOCK 37 A RECEIVER DS3 FAIL

6 A ATPC HIGH POWER 38 A WS DS1 RECEIVER ALARM

7 A TRANSMIT DS3 FAIL 39 NOT USED

8 A DS1 INPUT ALARM 40 A SYNC LOSS

9 B COMMON LOSS ALARM 41 B COMBINER ALARM

10 B COMMON POWER SUPPLY 42 B CHANNEL FAIL

11 B RF TRANSMIT POWER ALARM 43 B RADIO FRAME LOSS

12 B PA POWER SUPPLY 44 B EYE CLOSURE

13 B TRANSMIT LO LOCK 45 B RECEIVER DS3 FAIL

14 B ATPC HIGH POWER 46 B DS1 RECEIVER ALARM

15 B TRANSMIT DS3 FAIL 47 NOT USED

16 B DS1 INPUT ALARM 48 B SYNC LOSS

17 A TRANSMIT ON LINE 49 RECEIVER ON LINE

18 A TRANSMIT SERVICE 50 A RECEIVER SERVICE
CHANNEL CHANNEL

19 ONLINE 51 ONLINE

20 A ATPC ACTIVE 52 A WS DS1 ON LINE

21 A AlS DETECT 53 A AlIS DETECT

22 TRANSMIT OVERRIDE 54 PCA LOCKOUT

23 SWITCH OFF NORMAL 55 A ATPC DOWN COMMAND

24 COMMAND PATH FAIL 56 A ATPC UP COMMAND

25 CONTROLLER ALARM 57 RECEIVER OVERRIDE

26 B TRANSMIT ON LINE 58 B RECEIVER ON LINE

27 B TRANSMIT SERVICE 59 B RECEIVER SERVICE
CHANNEL ON CHANNEL

28 LINE 60 ONLINE

29 B ATPC ACTIVE 61 B WS DS1 ON LINE

30 B AIS DETECT 62 B AIS DETECT

31 WS DS1 LOOPBACK LINE 1 63 PCA LOCKIN

32 WS DS1 LOOPBACK LINE 2 64 B ATPC DOWN COMMAND
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Table 11.0 - MDR-6000 alarm point descriptions in NetMediator T2S

PT # MDR-6000 RELAY| PT # MDR-6000 RELAY
1 A-SIDE COMMON LOSS ALARM [NO/NC| 34 |A-SIDE CHANNEL FAIL NO/NC
2 |A-SIDE POWER SUPPLY NO/NC| 35 |A-SIDE RADIO FRAME LOSS NO/NC
3 |A-SIDE RF TRANSMIT POWER |NO/NC| 36 |A-SIDE EYE CLOSURE NO/NC
6 |A-SIDE ATPC HIGH POWER NO/NC| 37 |A-SIDE RADIO DADE
7 |A-SIDE DS1/E1 MUX ALARM NO/NC| 38 |A-SIDE DS1/E1 DEMUX ALARM |NO/NC
8 |A-SIDE DS1/E1 INPUT ALARM 39 |A-SIDE AGC STATUS NO/NC
9 [B-SIDE COMMON LOSS ALARM |NO/NC| 40 [A-SIDE SYNC ALARM NO/NC
10 [B-SIDE POWER SUPPLY NO/NC| 41 |B-SIDE PATH DISTORTION
11 |B-SIDE RF TRANSMIT POWER [NO/NC| 42 |B-SIDE CHANNEL FAIL NO/NC
14 |B-SIDE ATPC HIGH POWER NO/NC| 43 |B-SIDE RADIO FRAME LOSS NO/NC
15 [B-SIDE DS1/E1 MUX ALARM NO/NC| 44 |B-SIDE EYE CLOSURE NO/NC
16 [B-SIDE DS1/E1 INPUT ALARM 45 |[B-SIDE RADIO DADE
17 |A-SIDE TRANSMIT ON LINE NO/NC| 46 |B-SIDE DS1/E1 DEMUX ALARM |NO/NC
19 [TRANSMIT OVERRIDE 47 [B-SIDE AGC STATUS NO/NC
20 |A-SIDE ATPC ACTIVE 48 |B-SIDE SYNC LOSS NO/NC
21 |PREVIOUS SECTION 49 |A-SIDE RECEIVE ON LINE NO/NC
22 [SWITCH OFF-NORMAL NO/NC| 50 |A-SIDE I/O ON LINE NO/NC
23 |COMMAND PATH FAIL 51 |RECEIVE OVERRIDE
24 (CONTROLLER ALARM NO/NC| 52 |A-SIDE ATPC DOWN COMMAND
25 |[B-SIDE TRANSMIT ON LINE NO/NC| 55 |A-SIDE ATPC UP COMMAND
27 |B-SIDE ATPC ACTIVE 56 |B-SIDE RECEIVE ON LINE NO/NC
29 |DS1/E1 LOOPBACK LINES 1-4 57 |B-SIDE I/O ON LINE NO/NC
30 |DS1/E1 LOOPBACK LINES 5-8 59 |I/O OVERRIDE
31 |DS1/E1 LOOPBACK LINES 9-12 62 |B-SIDE ATPC DOWN COMMAND
32 |DS1/E1 LOOPBACK LINES 13-16 63 |B-SIDE ATPC UP COMMAND
33 |A-SIDE PATH DISTORTION 64 |COMM FAILURE
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Table 11.P - MDR-7000 descriptions in NetMediator T2S

PT # MDR-7000 PT # MDR-7000
1 A-SIDE COMMON LOSS ALARM 32* DS1/E1 LOOPBACK LINES 13-16
2 A-SIDE IDU POWER SUPPLY 33 A-SIDE BER ALARM
3 A-SIDE RF TRANSMIT POWER 34 A-SIDE CARRIER UNLOCK
4 A-SIDE ODU POWER SUPPLY 35 A-SIDE RX RADIO FRAME LOSS
5 A-SIDE TRANSMIT BLOCK SYNC 36 A-SIDE TX RADIO FRAME LOSS
6 A-SIDE PROVISIONING ERROR 37 A-SIDE RADIO DADE
7 A-SIDE DS1/E1 MUX ALARM 38 A-SIDE DS1/E1 DEMUX ALARM
8 A-SIDE DS1/E1 INPUT ALARM 39 A-SIDE RECEIVE RSL ALARM
9 B-SIDE COMMON LOSS ALARM 40 A-SIDE SYNC LOSS
10 B-SIDE IDU POWER SUPPLY 41 B-SIDE BER ALARM
11 B-SIDE RF TRANSMIT POWER 42 B-SIDE CARRIER UNLOCK
12 B-SIDE ODU POWER SUPPLY 43 B-SIDE RX RADIO FRAME LOSS
13 B-SIDE TRANSMIT BLOCK SYNC 44 B-SIDE TX RADIO FRAME LOSS
14 B-SIDE PROVISIONING ERROR 45 B-SIDE RADIO DADE
15 B-SIDE DS1/E1 MUX ALARM 46 B-SIDE DS1/E1 DEMUX ALARM
16 B-SIDE DS1/E1 INPUT ALARM 47 B-SIDE RECEIVE RSL ALARM
17* A-SIDE TRANSMIT ONLINE 48 B-SIDE SYNC LOSS
18 A-SIDE IF SYNTHESIZER 49* A-SIDE RECEIVE ONLINE
19 TRANSMIT OVERRIDE 50 A-SIDE SUPERVISORY ALARM
20 A-SIDE ODU RF SYNTHESIZER 51 A-SIDE 1/0O ONLINE
21 PREVIOUS SECTION 52 RECEIVE OVERRIDE
22 SWITCH OFF-NORMAL 53 TEMPERATURE ALARM
23 COMMAND PATH FAIL 54 OPTION KEY ABSENT
24 CONTROLLER ALARM 55 DS3 ID MISMATCH
25* B-SIDE TRANSMIT ONLINE 57* B-SIDE RECEIVE ONLINE
26 B-SIDE IF SYNTHESIZER 58 B-SIDE SUPERVISORY ALARM
28 B-SIDE ODU RF SYNTHESIZER 59 B-SIDE 1/0O ONLINE
20* DS1/E1 LOOPBACK LINES 1-4 60 I/O OVERRIDE
30* DS1/E1 LOOPBACK LINES 5-8 61-63 NOT USED
31* DS1/E1 LOOPBACK LINES 9-12 64 COMM FAILURE
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Table 11.Q - MDR-8000 DS-3 point descriptions in NetMediator T2S

PT # MDR-8000 DS-3 PT # MDR-8000 DS-3

1 A COMMON LOSS ALARM 33 A COMBINER ALARM
2 A POWER SUPPLY ALARM 34 A CHANNEL FAIL
3 A PA POWER ALARM 35 A RADIO FRAME LOSS
4 A TRANSMIT POWER ALARM 36 A EYE CLOSURE
5 A PA POWER SUPPLY 37 A RECEIVER DS3 FAIL
6 A ATPC HIGH POWER 38 A WS DS1 RECEIVER ALARM
7 A WS DS1 TRANSMIT ALARM 39 QLI?A\ERC;AEIVE SIGNAL LEVEL
8 ﬁ\\j\éVSTDS1 TRANSMIT LOSS OF 40 A REPEATER SYNC ALARM
9 ALARM 41 B COMBINER ALARM
10 B COMMON LOSS ALARM 42 B CHANNEL FAIL
11 B POWER SUPPLY ALARM 43 B RADIO FRAME LOSS
12 B PA POWER ALARM 44 B EYE CLOSURE
13 B TRANSMIT POWER ALARM 45 B RECEIVER DS3 FAIL
14 B PA POWER SUPPLY 46 B WS DS1 RECEIVER

B RECEIVE SIGNAL LEVEL
15 B ATPC HIGH POWER 47 ALARM
16 B WS DS1 TRANSMIT ALARM 48 B REPEATER SYNC ALARM
17 ﬁ\l\éVUSTDS1 TRANSMIT LOSS OF 49 A RECEIVER ON LINE

A RECEIVER SERVICE
18 ALARM 50 CHANNEL
19 A TRANSMIT ON LINE 51 ON LINE
20 A PA TEMPERATURE ALARM 52 A 1/O ON LINE
21 TRANSMIT OVERRIDE 53 RECEIVER OVERRIDE
22 A ATPC OFF NORMAL 54 A RECEIVER AIS DETECT
23 A TRANSMIT AIS DETECT 55 FAN ALARM
24 OFF NORMAL 56 A ATPC LOCKED LOW
25 RF COMMAND PATH ALARM 57 A ATPC LOCKED HIGH
26 gggg.II?OLLER POWER ON 58 B RECEIVER ONLINE
27 B TRANSMIT ON LINE 59 CB)}_ITAE'\CIII\IIEIIE\[ER SERVICE
28 B PA TEMPERATURE ALARM 60 ON LINE
29 A ATPC OFF NORMAL 61 B I/O ON LINE
30 B TRANSMIT AIS DETECT 62 I/lO OVERRIDE
31 WS DS1 LOOPBACK LINE 1 63 B RECEIVER AIS DETECT
32 WS DS1 LOOPBACK LINE 2 64 B ATPC LOCKED LOW
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Table 11.R - MDR-8000 DS-1 point descriptions in NetMediator T2S

PT # MDR-8000 DS-1 PT # MDR-8000 DS-1
1 A COMMON LOSS ALARM 33 A PATH DISTORTION
2 A POWER SUPPLY ALARM 34 A CHANNEL FAIL
3 A PA POWER ALARM 35 A RADIO FRAME LOSS
4 A TRANSMIT POWER ALARM 36 A EYE CLOSURE
5 A PA POWER SUPPLY 37 A TERMINAL SYNC ALARM
6 A ATPC HIGH POWER 38 A DS1 RECEIVER ALARM
7 A WS DS1 TRANSMIT ALARM 39 QLITA\IIEQC;AEIVE SIGNAL LEVEL
8 ﬁ\\l\éVUSTDS1 TRANSMIT LOSS OF 40 A REPEATER SYNC ALARM
9 ALARM 41 B PATH DISTORTION
10 B COMMON LOSS ALARM 42 B CHANNEL FAIL
11 B POWER SUPPLY ALARM 43 B RADIO FRAME LOSS
12 B PA POWER ALARM 44 B EYE CLOSURE
13 B TRANSMIT POWER ALARM 45 B TERMINAL SYNC ALARM
14 B PA POWER SUPPLY 46 B DS1 RECEIVER ALARM
B RECEIVE SIGNAL LEVEL
15 B ATPC HIGH POWER 47 ALARM
16 B WS DS1 TRANSMIT ALARM 48 B REPEATER SYNC ALARM
17 ﬁ\j\éVSTDS1 TRANSMIT LOSS OF 49 A RECEIVER ON LINE
18 ALARM 50 NOT USED
19 A TRANSMIT ON LINE 51 A 1/0 ON LINE
20 A PA TEMPERATURE ALARM 52 RECEIVER OVERRIDE
21 TRANSMIT OVERRIDE 53 NOT USED
22 A ATPC OFF NORMAL 54 FAN ALARM
23 PREVIOUS SECTION ALARM 55 A ATPC LOCKED LOW
24 OFF NORMAL 56 A ATPC LOCKED HIGH
25 RF COMMAND PATH ALARM 57 B RECEIVER ONLINE
26 S(E)gll'EI'_IF_QOLLER POWER ON 58 NOT USED
27 B TRANSMIT ON LINE 59 B I/O ON LINE
28 B PA TEMPERATURE ALARM 60 I/O OVERRIDE
29 A ATPC OFF NORMAL 61 NOT USED
30 DAD E ALARM 62 B ATPC LOCKED LOW
31 DS1 LOOPBACK LINE 1 -4 63 B ATPC LOCKED HIGH
32 DS1 LOOPBACK LINE 5 - 8 64 COMM FAILURE
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Table 11.S - JungleMux point descriptions in NetMediator T2S

PT # JungleMux PT # JungleMux
1 NODE A MINOR 33 NODE B MINOR
2 NODE A SYNC/L 34 NODE B SYNC/L
3 NODE A MAJOR 35 NODE B MAJOR
4 NODE A POWER 36 NODE B POWER
5 NODE A CHAN/L 37 NODE B CHAN/L
6 NODE A JMUX/L 38 NODE B JMUX/L
7 NODE A SPE/L 39 NODE B SPE/L
8 NODE A AIS/L 40 NODE B AIS/L
10 NODE A SYNC/R 42 NODE B SYNC/R
13 NODE A CHAN/R 45 NODE B CHAN/R
14 NODE A JMUX/R 46 NODE B JMUX/R
15 NODE A SPE/R 47 NODE B SPE/R
16 NODE A AIS/R 48 NODE B AIS/R
32 NOT USED 64 COMM FAILURE
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Table 11.T - Multiplex Lynx SC point descriptions in NetMediator T2S

PT # Multiplex Lynx SC PT # Description
1 MODEL ID MSB 33 LINE CODE CH1
2 MODEL ID LSB+2 34 LINE CODE CH2
3 MODEL ID LSB+1 35 LINE CODE CH3
4 MODEL ID LSB 36 LINE CODE CH4
5 NOT USED 37 FAR-END ADDRESS INVALID
6 CHANNEL ID MSB 38 FAR-END ADDRESS MSB
7 CHANNEL ID LSB 39 FAR-END ADDRESS LSB+1
8 CHANNEL ID TX (HIGH/LOW) 40 FAR-END ADDRESS LSB
9 RADIO FAIL 41 NEAR-END RSL MSB
10 AIS OUT 42 NEAR-END RSL MSB-1
11 FAN 43 NEAR-END RSL MSB-2
12 RX SYNC 44 NEAR-END RSL MSB-3
13 LOOPBACK ERROR 45 NEAR-END RSL MSB-4
14 BER 46 NEAR-END RSL MSB-5
15 FAR END 47 NEAR-END RSL MSB-6
16 TELEMETRY DOWN 48 NEAR-END RSL MSB-7
17 DATA LOSS CH 1 49 NEAR-END TX MSB
18 DATA LOSS CH 2 50 NEAR-END TX MSB-1
19 DATALOSS CH 3 51 NEAR-END TX MSB-2
20 DATALOSS CH 4 52 NEAR-END TX MSB-3
21 DATA LOSS DISABLE CH 1 53 NEAR-END TX MSB-4
22 DATA LOSS DISABLE CH 2 54 NEAR-END TX MSB-5
23 DATA LOSS DISABLE CH 3 55 NEAR-END TX MSB-6
24 DATA LOSS DISABLE CH 4 56 NEAR-END TX MSB-7
25 LOOPBACK SOURCE 57 DUAL FAN FAIL
26 LOOPBACK ERROR MODE 58 TX SYNC UNLOCK
27 LOOPBACK CH1 ENABLE 59 RX SYNC UNLOCK
28 LOOPBACK CH2 ENABLE 60 INPUT LINEAR DRIVER
29 LOOPBACK CH3 ENABLE 61 DIGITAL HARDWARE
30 LOOPBACK CH4 ENABLE 62 NOT USED
31 AIS DISABLED 63 NOT USED
32 BRIDGE DISABLED 64 COMM FAILURE
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NetGuardian 480

Table 11.U - Display Descriptions and SNMP Trap Numbers for the NetGuardian 480

Address | Display

Points Description

Set Clear

1 1

1-64 Discrete Alarms 1

-64

8001-8064 9001-9064

1 2 1-16 Discrete Alarms 65-80 8065-8080 9065-9080
1 2 17-20 Relays 1-4 8081-8085 9081-9085
1 2 57-64 Housekeeping 8121-8128 9121-9128

Table A.1 Display descriptions and SNMP Trap numbers for the NetGuardian 480

The TRAP number ranges shown correspond to the point range of each dis-
play. For example, the SNMP Trap “Set” number for alarm 1 (in Display 1) is

8000, “Set” for alarm 2 is 8001, “Set” for alarm 3 is 8002, etc.

Table 11.V - Housekeeping Alarm Point Descriptions

SNMP TRAP #s
Disp |Alarm Point Description Set Clear
2 17 Relays 8081 9081
2 18 Relays 8082 9082
2 19 Relays 8083 9083
2 20 Relays 8084 9084
2 21-56 Undefined* 8085-8120 | 9085-9120
2 57 Default Configuration 8121 9121
2 58 DIP Switch Config 8122 9122
2 59 MAC Address Not Set 8123 9123
2 60 IP Address Not Set 8124 9124
2 61 Net Hardware Error 8125 9125
2 62 SNMP Processing Error 8126 9126
2 63 SNMP Community Error 8127 9127
2 64 LAN Tx Packet Drop 8128 9128

Table A.2 Housekeeping alarm point descriptions

* “Undefined” indicates that the alarm point is not used.
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Table 11.W - Display descriptions and SNMP Trap numbers for the NetGuardian 216T
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Display Description Set Clear
1 Discrete Alarms 1-16 8001-8032( 9001-9032
2 Ping Table 8065-8096 | 9065-9096
3 Analog Channel 1** 8129-8132(9129-9132
4 Analog Channel 2** 8193-8196| 9193-9196
5 Analog Channel 3** 8257-8260( 9257-9260
6 Analog Channel 4** 8321-8324(9321-9324
7 Analog Channel 5-Power Feed A** 8385-8388] 9385-9388
8 Analog Channel 6-Power Feed B** 8449-8452] 9449-9452
9 Analog Channel 7-Internal Temp Sensor** |8513-8516( 9513-9516
10 Analog Channel 8—External Temp Sensor** |8577-8580( 9577-9580
11 Relays/System Alarms (See table below) [8641-8674|9641-9674
12 NetGuardian Expansion 1 Alarms 1-48 6001-6064| 7001-7064
13 NetGuardian Expansion 1 Relays 1-8 6065-6072| 7065-7072
14 NetGuardian Expansion 2 Alarms 1-48 6129-6177| 7129-7177
15 NetGuardian Expansion 2 Relays 1-8 6193-6200| 7193-7200
16 NetGuardian Expansion 3 Alarms 1-48 6257-6305| 7257-7305
17 NetGuardian Expansion 3 Relays 1-8 6321-6328| 7321-7328

* The TRAP number ranges shown correspond to the point range of each dis-
play. For example, the SNMP Trap “Set” number for alarm 1 (in Display 1) is
8001, “Set” for alarm 2 is 8002, “Set” for alarm 3 is 8003, etc.

** The TRAP number descriptions for the Analog channels (1-8) are in the fol-
lowing order: minor under, minor over, major under, and major over. For exam-
ple, for Analog channel 1, the “Set” number for minor under is 8129, minor over

is 8130, major under is 8131, and major over is 8132.
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Table 11.W - Display 11 System Alarms point descriptions

SNMP Trap #s
Points Description Set Clear
1 Relays 8641 9641
2 Relays 8642 9642
17 Timed Tick 8657 9657
19 Network Time Server 8659 9659
21 Duplicate IP Address 8661 9661
22 External Sensor Down 8662 9662
33 Unit Reset 8673 9673
36 Lost Provisioning 8676 9676
37 DCP Poller Inactive 8677 9677
38 T1 WAN Inactive 8678 9678
39 LAN Inactive 8679 9679
43 SNMP Trap not Sent 8683 9683
44 Pager Que Overflow 8684 9684
45 Notification failed 8685 9685
46 Craft RevQ full 8686 9686
48 Data 1 RevQ full 8688 9688
56 NetGuardian DX 1 fail 8696 9696
57 NetGuardian DX 2 fail 8697 9697
58 NetGuardian DX 3 fail 8698 9698
63 Craft Timeout 8703 9703
64 Event Que Full 8704 9704
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Table 11.X - System Alarms Descriptions

Display [ Points | Alarm Point Description Solution
Toggles state at constant rate
as configured by the Timed Tick :
17 | Timed Tick fimer variable. Useful in test- [0 ("% feature off, set the Timed
ing integrity of SNMP trap alarm '
reporting.
Try pinging the Network Time
Server’s |IP address as it is config-
19 Network Time|Communication with Network ured. If the ping test is successful,
Server  |Time Server has failed. then check the port setting and verify
the port is not being blocked on your
network.
An alarm has been standing for
the time configured under Accum.
Timer. The Accumulation timer
. . To turn off the feature, under Accum.
Accumulationfenables you to monitor how long | ; .
20 . Timer, set the display and point refer-
Event an alarm has been standing ance to 0
despite system reboots. Only the ’
user may reset the accumulated
11 time; a reboot will not.
Unplug the LAN cable and contact
your network administrator. Your
o1 Duplicate IP [The unit has detected another  |network and the unit will most likely
Address |node with the same IP Address. [behave incorrectly. After assigning a
correct IP address, reboot the unit to
clear the System alarm.
External . . Check to see if External Sensor cable
22 External Sensor is not active )
Sensor Down is properly connected.
[The unit has just come online.
. [The set alarm condition is fol- Seeing this alarm is normal if the unit
33 Unit Reset . ; ) .
lowed immediately by a clear is powering up.
alarm condition.
Lost The internal NVRAM may be Use Web or Edit216T to configure
36 ... |damaged. The unit is using the unit. Power the cycle to see if the
Provisioning

default configuration settings.

alarm goes away. May require RMA.

Note: Table 11.X continues on next page

D-UM-TMNXM-12001

Section Eleven - Display Mapping Reference Guide 11-23



T/MonXM 6.8 User Manual

Display | Points |[Alarm Point Description Solution
If DCP responder is not being used,
The unit has not seen a poll from then set the DCP Unit ID to 0.
DCP Poller . o Otherwise, try increasing the DCP timer
37 : the Master for the time specified . :
Inactive by the DCP Timer settin setting under Timers, or check how long
y 9 it takes to cycle through the current poll-
ing chain on the Master system.
3g |11 WANNOtry \WAN port is down.
active
active from the unit.
Hardware failure between inte-
40 | LNK Alarm grated Ethernet Hub and the unit.
SNMP Tra SNMP trap address is not Define the IP address where you would
43 Pldefined and an SNMP trap event | like to send SNMP trap events, or con-
not Sent .
occurred. figure the event not to trap.
Check for failed notification events
Over 250 events are currently that may be filling up the pager queue.
Pager Que , : .
44 qued in the pager que and are There may be a configuration or com-
Overflow |7; . L ) e
still trying to report. munication problem with the notification
events.
45 Notification A notification event, like a page | Use RPT filter debug to help diagnose
11 failed or email, was unsuccessful. notification problems.
Craft RcvQ [The Craft port received more Disconnect whatevgr device 'S connect-
46 ; ed to the craft serial port. This alarm
full data than it was able to process.
should not occur.
Data 1 RevQlData port 1 receiver filled with 8 (Check proxy connectllon. The serial port
48 data may not be getting collected as
full K of data.
expected.
56 NetGuardian[NGDdx 1 Fail (Expansion shelf 1 | Under Ports>Options, verify the num-
DX 1 fail |communication link failure) ber of configured NGDdx units. Use
EXP filter debug and port LEDs to help
57 NetGuardian|]NGDdx 2 Fail (Expansion shelf 2 | diagnose the problem. Use of DBOM
DX 2 fail Jcommunication link failure) to DBOM will null crossover for cabling.
NetGuardian|]NGDdx 3 Fail (Expansion shelf 3 Verify the DIP addressing on the back
58 . N . of the NGDdx unit
DX 3 fail |communication link failure)
The Craft Timeout Timer has not
been reset to the specified time.
This feature is designed so other . .
63 T_Craﬂ machines may keep the TTY link dC_haglge It‘]hefCraft Timeout Timer to 0 to
imeout active. If the TTY interface becomes [2'S2 e the feature.
unavailable to the machine, then the
Craft Timeout alarm is set.
Event Que [The Event Que is filled with more Enable DCP timestamp polling on the
64 master so events are collected, or
Full than 500 uncollected events.

reboot the system to clear the alarm.
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Table 11.Y - NetGuardian 16S Alarm Map

SNMP Trap #s

Description

Display

Points

Set

Clear

NetGuardian-16S Base Unit

Discrete Alarms 1 1-32 8001-8032 9001-9032

Ping Alarms 2 1-32 8065-8096 | 9065-9096

Control Relays 11 1-8 8641-8648 | 9641-9648

System flams | 11 | 945 | 8649-8655 | 9649-9655

SystemAlarms | 4y | 3350 | 8673-8690 | 9673-9690

33-50

NetGuardian Expansion #1

Discrete Alarms 12 1-48 6001-6064 7001-7064

Control Relays 13 1-8 6065-6072 7065-7072
NetGuardian Expansion #2

Discrete Alarms 14 1-48 6129-6177 7129-7177

Control Relays 15 1-8 6193-6200 | 7193-7200
NetGuardian Expansion #3

Discrete Alarms 16 1-48 6257-6305 7257-7305

Control Relays 17 1-8 6321-6328 7321-7328

Note: Table 11.Z - System alarm descriptions on next page

D-UM-TMNXM-12001
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Point System Alarm Description

9 Modem not Responding Modem not responding to initialization string

10 No Dialtone Dial tone not detected during dial-out attempt

11 Pager Que Overflow Over 250 unsent events in pager queue

12 Pager Notify Failed Attempted pager notification unsuccessful

13 Callout Que Overflow Over 8 unsent calls in Voice Call Out queue

14 Callout Notify Failed Attempted Voice Call Out unsuccessful

15 Exp. Module Callout Alarm collected from Entry Control Unit (ECU)

33 Unit Reset Toggles whenever unit reboots

34 Lost Provisioning Unit using default configuration settings. NVRAM may
be damaged

S . Communications failure between the NetGuardian-16S’s

35 Intra-communication Fail -
two circuit boards

36 Private LAN not Active Ethernet link not detected on Private port

37 Public LAN not Active Ethernet link not detected on Public port

38 Duplicate Private IPA Uqlt detects another node with same IP address as the
Private port

39 Duplicate Public IPA Unit .detects another node with same IP address as the
Public port

. Unit has not received poll from T/Mon for longer than

40 DCP Poller Inactive DCP Timer period set by system administrator

41 DCP Event Que Full More than 500 uncollected events in DCP event queue

42 SNMP Trap not Sent SNMP trap address is not defined and an SNMP Trap
event occurred

43 Network Time Server Communication to network time server failure

44 BSU Standalone Mode Communication with CopperControler failure and BSU
enters Standalone Mode.

45 Serial Rev Overflow UART hardware overflowed during receive

46 Serial Rev Que Full Alarm get when_ any data port is filled with more than
16K of information

47 Timed Tick Toggles state at constant rlat.e set by Timed Tick period
configured by system administrator
Channel port has not forwarded any traffic for longer

48 Channel Port Timeout than Channel Port Timeout period set by system admin-
istrator

49 Craft Port Timeout Craft Timeout Tlme_r _has not been reset in the period
set by system administrator

50 NGDdx Expansion Fai Sr(()ammunlcatlon to NetGuardian Expansion unit(s) fail-
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BAS for
NetGuardian
Table 12.A - N2 Mapping (BAS Device) Note: See next table for specific ECU mapping
Display Mapping Display Mapping Display Mapping
1 Internal 7 ECUS5 13 ECU 11
2 Internal 8 ECU 6 14 ECU 12
3 ECU1 9 ECU7 15 ECU 13
4 ECU 2 10 ECU 8 16 ECU 14
5 ECU 3 11 ECU 9 17 ECU 15
6 ECU 4 12 ECU 10 18 ECU 16
Table 12.B - ECU Mapping
Point Description Mode
1-8 Unused N/A
9 Door Sensor (Opto 1) Status**
10 Motion Sensor (Opto 2) Status™*
11 Opto 3 sensor Status™*
12 Door violation alarm Status
13-16 Unused N/A
17 Door strike active (relay #1) Status/Control * **
18 Relay #2 active Status/Control * **
19 Hack lockout Status
20 Exit password OK Status**
21 Propped-Door Mode active Status/Control*
22 Stay-Open Door or Exten_ded Propped-Door N/A
Mode active
23 Unused N/A
24 Speaker active Status**
25-61 Unused N/A
62 ECU is using defaults Status
63 ECU enabled Status™*
64 ECU polling error (device failure) Status

D-UM-TMNXM-12001

* When using controls from alarm masters, only issue the momentary (MOM) commands
** DPS recommends these alarms be set to “No Log” and “No History” in T/Mon point setup
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Table 12.C - Display Descriptions and SNMP Trap Numbers for the RAB 176N
Display Description Set Clear
1 Discrete Alarms 1-64 8001-8064 | 9001-0964
2 Discrete Alarms 65-128 8065-8128 [ 9065-9128
3 Discrete Alarms 129-175 8129-81759129-9175
3 Relays/System Alarms (See Table Below) 8176-8191(9176-9191

The TRAP number ranges shown correspond to the point range of each display. For example, the
SNMP Trap “Set” number for alarm 1 (in Display 1) is 8000, “Set” for alarm 2 is 8001, “Set” for alarm 3

is 8002, etc.

Table 12.D- Housekeeping Alarm Point Descriptions

Points Description Set Clear
49 Relays 8176 9176
50 Relays 8177 9177
51 Relays 8178 9178
52 Relays 8179 9179
53 Relays 8180 9180
54 Relays 8181 9181
55 Relays 8182 9182
56 Relays 8183 9183
57 Default Configuration 8184 9184
58 DIP Switch Config 8185 9185
59 MAC Address Not Set 8186 9186
60 IP Address Not Set 8187 9187
61 Net Hardware Error 8188 9188
62 SNMP Processing Error 8189 9189
63 SNMP Community Error 8190 9190
64 LAN Tx Packet Drop 8191 9191
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Table 12.E- Display Descriptions and SNMP Trap Numbers for the NetDog G2

Display Description Set Clear
1 Discrete Alarms 1-8 8001-8008 | 9001-9008
2 Ping Table 8065-8096 | 9065-9096
3 Analog Channel 1** 8129-8132 | 9129-9132
4 Analog Channel 2** 8193-8196 | 9193-9196
5 Internal Temp. Sensor* 8257-8260 | 9257-9260
6 External Temp. Sensor* 8321-8324 | 9321-9324
7 Reserved 8385-8388 | 9385-9388
8 Reserved 8449-8452 | 9449-9452
9 Reserved 8513-8516 | 9513-9516
10 Reserved 8577-8580 | 9577-9580
11 Relays/System Alarms (See Table Below) 8641-8704 | 9641-9704

* The TRAP number ranges shown correspond to the point range of each display. For example, the
SNMP Trap “Set” number for alarm 1 (in Display 1) is 8001, “Set” for alarm 2 is 8002, “Set” for alarm 3

is 8003, etc.

** The TRAP number descriptions for the Analog channels (1-8) are in the following order: minor under,
minor over, major under, major over. For example, for Analog channel 1, the “Set” number for minor
under is 8129, minor over is 8130, major under is 8131, and major over is 8132.

D-UM-TMNXM-12001
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Table 12.F- Display 11 System Alarms Point Descriptions

SNMP Trap #s
Points Description Set Clear
1 Relays 8641 9641
2 Relays 8642 9642
17 Timed Tick 8657 9657
19 Network Time Server 8659 9659
21 Duplicate IP Address 8661 9661
33 Power Up 8673 9673
36 Lost Provisioning 8676 9676
37 DCP Poller Inactive 8677 9677
38 LAN not active 8678 9678
41 Modem not responding 8681 9681
42 No Dial Tone 8682 9682
43 SNMP Trap not Sent 8683 9683
44 Pager Que Overflow 8684 9684
45 Notification failed 8685 9685
46 Craft RevQ full 8686 9686
47 Modem RcvQ full 8687 9687
63 Craft Timeout 8703 9703
64 Event Que Full 8704 9704

See Table 12.G “System Alarms Display Map” for detailed descriptions of the NetDog’s system
alarms.

11-30 Section Eleven - Display Mapping Reference Guide



Table 12.G- System Alarms Display Map and Descriptions

T/MonXM 6.8 User Manual

figuration settings.

Display | Points | Alarm Point Description Solution
[Toggles state at constant rate as
. . configured by the Timed Tick timer [To turn feature off, set the Timed
17 Timed Tick . . s : o
variable. useful in testing integrity of [Tick timer to O.
SNMP trap alarm reporting.
Try pinging the Network Time
Server’s IP address as it is
19 Network Time [Communication with Network Time |configured. If the Ping test is
Server Server has failed. successful, then check the port
setting and verify the port is not
being blocked on your network.
An alarm has been standing for the
time configured under Accu. Timer.
. [The Accumulation timer enables [To turn off the feature, under the
Accumulation . . .
20 you to monitor how long an alarm Accum. Timer, set the display
Event : . :
has been standing despite system jand point reference to 0.
reboots. Only the user may rest the
11 accumulated time, a reboot will not.
Unplug the LAN cable and con-
tact your network administrator.
. . Your network and the unit will
Duplicate IP |The unit has detected another node . .
21 . most likely behave incorrectly.
Address with the same IP address. A
After assigning a correct IP
Address, reboot the unit to clear
the System alarm.
[The unit has just come online. The . . . .
A . Seeing this alarm is normal if the
33 Power Up |set alarm condition is followed imme-|~ ".". .
) o unit is powering up.
diately by a clear alarm condition.
. Use Web or latest version of
Lost The internal NVRAM may be dam- "¢ 4 14 configure unit.
36 o aged. The unit is using default con- .
Provisioning Power cycle to see if alarm goes

away. May require RMA.

Table 12.G continues on the following page
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Table 12.G (continued)- System Alarms Display Map and Descriptions

Display | Points Alarm Point Description Solution
If DCP responder is not
being used, then set
the DCP Unit ID to 0.
The unit has not seen a poll from the gth?h“g'g%;r}[’iggii{in
37 |DCP Poller Inactive [Master for the time specified by the 9 the 9
CP i . under timers, or check
DCP timer setting how long it takes to cycle
through the current poll-
ing chain on the Master
system.
38 NET1 not active [The Net1 LAN port is down
39 NET2 not active [The Net2 LAN port is down Check LAN cable. Ping to
and from the unit.
40 LNK Alarm No network connection detected
Remove configured modem
initalization string, then
Modem not An error has been detected during  [power cycle the unit. If
41 respondin modem initialization. The modem did Jalarm persists, try resetting
. ¢ not respond to the initialization string. [the Modem port from the
TTY interface, or contact
DPS for possible RMA.
. During dial-out attempt, the unit did  [Check the integrity of the
42 No Dial Tone not detect a dial tone. phone line and cable.
Define the IP Address
: , where you would like to
11 43 |SNMP Trap not SentSNI\SAEI\:IrSF: addresstls not de(;lned and send SNMP trap events,
an rap event occurred. or configure the event not
to trap.
Check for failed notification
Over 250 events are currently queued|EVents that may be filling
Pager Queue . . up the pager queue. There
44 in the pager queued and are still try- X .
Overflow X may be a configuration or
ing to report communication problem
with the notification events.
4 . Use RPT filter debug to
45 Notification failed A nqtllflcahon event, Ill;ela page or help diagnose notification
email, was unsuccessful. broblems
Disconnect whatever
The Craft port received more data device is connected to the
46 Craft RevQ full than it was able to process. craft serial port. This alarm
should not occur.
: Check what is connecting
47 Modem RcvQ full ;Lhe r):odem E?rttrecelved more data to the NetDog. This alarm
an it was able to process. should not occur.
63 Craft Timeout
Enable DCP timestamp
The Event Queue is filled with more polling on the master so
64 Event Queue full than 500 lected t levents are collected, or
an uncofiected events reboot the system to clear
the alarm.
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Larse 1200/Badger RTU

Table 12.G- Display Map and Descriptions

Display Point Description
1 1-32 Discrete Alarms
2 1 Analog- Channel 1 Minor Over
2 2 Analog- Channel 1 Minor Under
2 3 Analog- Channel 1 Major Under
2 4 Analog- Channel 1 Major Over
2 5-64 Analog Data- Channel 1
3 1 Analog- Channel 2 Minor Over
3 2 Analog- Channel 2 Minor Under
3 3 Analog- Channel 2 Major Under
3 4 Analog- Channel 2 Major Over
3 5-64 Analog Data- Channel 2
4 1 Analog- Channel 3 Minor Over
4 2 Analog- Channel 3 Minor Under
4 3 Analog- Channel 3 Major Under
4 4 Analog- Channel 3 Major Over
4 5-64 Analog Data- Channel 3
17 1 Analog- Channel 16 Minor Over
17 2 Analog- Channel 16 Minor Under
17 3 Analog- Channel 16 Major Under
17 4 Analog Channel 16 Major Over
17 5-64 Analog Data- Channel 16
18 1-32 Relay Status (Base 1-16, Expansion 17-32)

Note: Badger is the same except without Display 18-34
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Table 12.G (cont.) - Display Map and Descriptions

Display Point Description

19 1 Analog - Channel 17 Minor Over
19 2 Analog - Channel 17 Minor Under
19 3 Analog - Channel 17 Major Under
19 4 Analog - Channel 17 Major Over
19 5-64 Analog Data - Channel 17

20 1 Analog - Channel 18 Minor Over
20 2 Analog - Channel 18 Minor Under
20 3 Analog - Channel 18 Major Under
20 4 Analog - Channel 18 Major Over
20 5-64 Analog Data - Channel 18

34 1 Analog - Channel 32 Minor Over
34 2 Analog - Channel 32 Minor Under
34 3 Analog - Channel 32 Major Under
34 4 Analog - Channel 32 Major Over
34 5-64 Analog Data - Channel 32
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DPM/DCM

Table 12.H- DPM Display Map

Display* Points Description
1 Discrete Point
2 Discrete Point
3 Discrete Point
4 Discrete Point
5 Discrete Point
6 Discrete Point
7 Discrete Point
8 Discrete Point
1 9 Discrete Point
10 Discrete Point
11 Discrete Point
12 Discrete Point
13 Discrete Point
14 Discrete Point
15 Discrete Point
16 Discrete Point
17 Control/Relay
33
18 Control/Relay

Note: The DPM and DCM 216 use the DCP protocol and require
display information shown.
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Table 12.1- DCM Display Map

Display Points Description
1 Control/Relay
2 Control/Relay
3 Control/Relay
4 Control/Relay
5 Control/Relay
6 Control/Relay
7 Control/Relay
8 Control/Relay
1 9 Control/Relay
10 Control/Relay
11 Control/Relay
12 Control/Relay
13 Control/Relay
14 Control/Relay
15 Control/Relay
16 Control/Relay
17 Discrete Point
33
18 Discrete Point
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Section 12 - Configure Controls

Site Controls Cateqory Definition
Window Name : MADERA MAIN

Group Category Description

RADSYH RADIO SWITCH
DRLCE DOOR LOCKE
TOWER LIGHTS

1
2
3
4
5
b
7
8
9
0

1

Enter category id

FZ=Point=s, F3=BLANK, AF3=DELETE, AF4=In=, FB8=5ave, F9=Help, F10-Esc=Exit
Fig. 12.1 - The site controls category definition screen.

S|te Controls The Site Controls Definition function is accessed while in the
Window Definition screen by pressing F4. They allow you to
define English look-up tables that can be accessed from Monitor

Site controls are operated Mode for operating control equipment within the alarm network.
from the Monitor Mode, Site controls are normally assigned to each equipment site window
see Section 16 for more that has control points. This makes it easy to quickly select the
information. right control since you are only selecting from one site as opposed

to the whole network. The fact that these controls can be initi-
ated by referring to an English table instead of cryptically (DCPF
Address, Display, etc.), makes it easier for the end user to work
with the system and less likely to cause inadvertent error.

T/MonXM provides three methods of operating control
points at RTU’s: Site Controls, Labeled Controls and
Derived Controls. Site Controls, described here, are
operated through windows, by site or other window cat-
egory. Labeled Controls, are very similar to site controls,
but are operated from a type of control grouping rather
than from a site window. Derived controls are automati-
cally operated by T/MonXM from user-defined formulas
that evaluate certain alarm points to determine if an
automatic control point operation is appropriate. See
description of derived controls in this section.
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Site Controls are a privi-
leged area and users must
be granted access in order
to issue controls. This is
done in the System Users
window.

Refer to Figure 12.2 for an illustrated explanation of the differences
between Site Controls and Labeled Controls.

Site Controls are issued in the Monitor Mode by selecting a site
window and pressing F8. The Site controls Category table for

the site appears. Highlight the desired category and press Enter.
The Control Point table for that category at that site then appears.
To operate the point, highlight the point and press Enter. Follow
instructions in the Controls window at the lower left corner. Press
F10/Esc when done.

The Site Controls Definition section consists of two input screens,
the Site Controls Category Definition screen (Figure 12.1) and the
Control Point Definition screen (Figure 12.3.

You can define up to 40 categories of control points. Each category
can consist of up to 200 control point entries. before you can define
a control point entry you must define a category. Enter a category
name and description, then go on to Control Point Definition.

Note: System Security provides security lockouts on
Site Controls by Windows, not by category group or
control point entries. Keep this in mind when setting
up your control categories and the control point entries
under them. See Table 12.A.

Table 12.A - Fields in the Site Controls Category Definition screen

Field Description
Category A six-character title for the category.
Description The description for the category.

Table 12.B - Key commands available in the Site Controls Category Definition screen

Function Key Description
F2 Move to the Control Point Definition screen.
Blank - Deletes current category entry and control point definitions for the cate-
F3 gory. Leaves an open line. Control Point Definitions deleted in this way cannot
be recovered by using F10 or Esc.
Alt-F3 Delete - Deletes entry N and its points. Moves all other lines up.
Alt-F4 Inserts an undefined point above cursor.
F8 Save point definitions and return to polling list.
F9 Save the category database.
F10/Esc Exit.
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SITE CONTROLS

FRESNO
Radio Switch
Door Lock
Tower Lights

Operate
Control Points
by Selecting Site
Window and
Pressing F8

SELMA
Radio Switch
Door Lock
Tower Lights

User Authorization

by "Windows"

MADERA
Radio Switch
Door Lock
Tower Lights

If your control scheme is
Location oriented, use
Site Controls. i.e.: You
want to lock the door
and turn on the tower
light at Selma.

If your control scheme is
Device oriented, use

want to lock doors
at every site.

NOTE: Control Points can appear as either
Site Controls or as Labeled Controls
or as both, depending on how they are
defined in the data base.

Labeled Controls. i.e.: You

T/MonXM 6.8 User Manual

LABELED CONTROLS

RADIO SWITCHES
Fresno
Selma
Madera

Operate
Control Points
by Pressing Ctrl-F8
from Any
Window

DOOR LOCKS
Fresno
Selma
Madera

User Authorization
by "Catagory Group”

TOWER LIGHTS
Fresno
Selma
Madera

Fig. 12.2 - The differences between site controls and labeled controls

Note: Site controls are the most commonly used method among T/Mon users.
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Site Control Points
Window Name : FRESNO ;
Category : CTRLS NET GUARDIAN SITE CONTROLS

Ent Description CHD Ch T ID Unt Point(s)

1 ENABLE TX A MON NG 11
2 ENRABLE TX B MON NG 11
Jd OPEN MAIN GATE MON NG 11
& TURN ON FLOOD LIGHTS OPR NG 11
o TURN OFF FLOOD LIGHTS RLS NG 11

Enter description

DPS Telecom Technical Support : 559-454-1600

F1=60T0 F3=BLANK AF3=DEL AF4=INS F5=Range F6=Read F8=Save F9=Help F10/Esc=Exit
Fig. 12.3 - Point definition screen

ContrOI PO| nt The Control Points Definition screen is used to define the control
. g points for Site Controls.
Definition

Table 12.C - Fields in the Control Point Definition screen

Field Description

Ent The entry number within the group selected (200 entries per group).

Description The description of the control points. Up to 40 characters

The command to be sent to the control point.
OPR = OPERATE RELAY

RLS = RELEASE RELAY

MON = MOMENTARY ON

MOF = MOMENTARY OFF

SOP = SBO Operate*

SRL = SBO Release*

SMO = SBO Momentary On*

EXE = SBO Execute*®

CLR = SCO Clear All*

CMD

*SBO = Select before operate. This method of control point operation offers extra security by requiring
two operator steps before the point actually operates. The desired operation (SOP, SRL, SMO or CLR)
is specified and a response from the remote is displayed, indicating that the point is “selected.” Then
the EXE command is sent to perform the specified operation. Another use of SBO is to operate several
control points simultaneously. The desired control points are “selected” at the remote and one execute
command operates all at the same time. This is useful in controlling functions that must occur together,
such as channel switching.
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Table 12.C - Fields in the Control Point Definition screen (continued)

Field Description
Channel Number.
NG = NetGuardians
N2 = Building Access System
K1 = VIRTUAL PORT (base and satellite KDAs with relay exp. card)

ch K2 = VIRTUAL PORT (relay and other expansion cards in base KDASs)
RP = REMOTE PORT (Modem port)
RC = RELAY CARD (102 card - local controls only)
AV = AUDIO/VISUAL CARD (108 Card -Only relays 9-12 can be used.)
1-29 = Port Number.
IAM Users - Relays 9-12 are not available on IAM.
Device Type. This field is selected only when the selected port is defined for

D DCM protocol. Selections are: C = CPM S = SBP (Smart Bypass Card -Used

only with the Building Access Unit. Three controls may be user-defined for a
BAU. See the BAU Operation Guide for details.)

Add The device address. Valid range is 1-999. This field is skipped when the
selected port has been defined for TBOS protocol.

Unt Unit. The Display (1-64) in which the control points reside. This field is skipped
when the selected port has been defined for DCM protocol.
A control point or range of control points that you wish to operate. Ranges

Points may be entered using dashes and/or commas (no spaces). Valid control point

ranges may be from 1-64.

Table 12.D - Key commands available in the (Site) Control Point Definition screen

Function Key

Description

F1 Moves the cursor to a selected entry point.
Blank - Deletes current point entry. Leaves an open line. Control Points delet-
F3 C :
ed in this way cannot be recovered by using F10 or Esc.
Alt-F3 Delete - Deletes entry and moves all other lines up.
Alt-F4 Insert - Moves current line down one group and inserts a blank line.
F6 Read - Read points from window____, Group . Enter window number to
read from (1-720, or O for labeled controls)
F8 Saves the control point entries and returns to the Site Controls Category
Definition screen.
F9 Displays help for this screen.
F10/Esc Exit or return to start of line.

D-UM-TMNXM-12001
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Labeled Controls Category Definition

Group Category Description

GEN 01 EAST WING GENERATOR

GEN 02 WEST WING GENERATOR

GEN 03 NORTH WING GENERATOR

GEN 04 SO0UTH EING GENERATOR
WEST DDOR

1
2
3
4
5
6
7
8
9
0

1

Enter category id

FZ=Points, F3=BLANK, AF3=DELETE, AF4=In=s, FB=5ave, FI=Help, F10-Esc=Exit
Fig. 12.4 - The labeled controls category definition screen

Labeled The Labeled Controls Definition function is accessed by select-
ing Labeled Controls from the File Maintenance Menu. Labeled

ContrOIS Controls allow you to define English look-up tables that can be

D efl n |ti on accessed from Monitor Mode for operating control equipment

within the alarm network.* The fact that these controls can be initi-
ated by referring to an English table instead of cryptically (DCPF
Address, Display, etc.), makes it easier for the end user to work
with the system and less likely to cause inadvertent error.

T/MonXM provides three methods of operating control
points at RTUs: Site Controls, Labeled Controls and
Derived Controls. Site Controls are operated through
windows, by site or other window category. Labeled
Controls, described here, are very similar to site con-
trols, but are operated from a type of control group-
ing rather than from a site window. Derived controls
are automatically operated by T/MonXM from user-
defined formulas that evaluate certain alarm points to
determine if an automatic control point operation is
appropriate.

* Labeled controls are assigned to equipment types (radio switches,
door locks, tower lights) rather than site windows. This makes it
easy to control similar devices across the network without having
to move between site windows.
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A higher level of system security can be assigned to the use of
Labeled Controls because of the grouping structure with which they
are built. Control groups can be setup with system security arrange-
ments so that accessibility is on a user-by-user basis.

Labeled Controls are easily operated in the Monitor Mode by press-
ing Ctrl F8 regardless of which site window is highlighted. The

Refer to Section 16 -

Labeled Controls Category table for the entire system appears.
Highlight the desired group/category and press Enter. The con-

Monitor Mode for details trol point table for that group/category over the entire system then

on operating labeled

controls.

appears (see Figure 12.4). The point is operated by highlighting the
desired point and pressing Enter. Follow instructions in the controls
window at the lower left corner of the screen. Press Esc/F10 when
done.

The Labeled Controls Definition section consists of two input
screens. The first screen (see Figure 12.4) is the Labeled Controls

Before operating Labeled

Category Definition screen and control points are defined on the
second screen, the Control Point Definition screen (see Figure

Controls authorize the 12.5).
System User to operate

controls. This is done in
the System Users defini-

tion.

You can define up to 40 categories of control groups. Each group
can consist of up to 200 control point entries. In order to define

a control point entry you must first define a category. Defining a

category requires that you Enter a category name and description.
After you’ve done this you can go on to Control Point Definition.

Note: System Security provides security lockouts on
Labeled Controls by Category not by control point
entries. Keep this in mind when setting up your control
categories and the control point entries under them.
(See Table 12.A.)

Refer to Figure 12.2 for an illustrated explanation of the differences
between Labeled Controls and Site Controls.

Table 12.E - Key commands available in the Labeled Controls Category Definition screen

Function Key

Description

Go to the Control Point Definition screen (see Figure 12.5) for the category

F2 that the cursor is on.
Blank - Deletes the current category entry. Also deletes any control point defi-
3 nitions for the category.
Note: Control Point Definitions deleted in this way cannot be recovered by
exiting the screen using F10 or Esc.
Alt-F3 Delete - Deletes entry and moves all other lines up.
Alt-F4 Insert - Moves current line down one group and inserts a blank line.
F8 Save the category database.
F9 Displays help for this screen.
F10/Esc Exit.

D-UM-TMNXM-12001
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Control Points
Category : GEN 01 EAST WING GENERATOR
Ent Description CMD Ch D fAidd Unt Point(s)
1 GENERATOR ON

1
Z GENERATOR OFF 1
3 GENERATOR ALARM OFF 2

4
5
6
7
8
9
0

1

Enter description

F1=GOTO F3=BLANK AF3=DEL AF4=IN5S F5=Range F6=Read FB8=Save FI9=Help F10-/Esc=Exit
Fig. 12.5 - The control point definition screen

Control Poi nt The Control Points Definition screen is used to define the control
.. points for Labeled Controls. See Figure 12.5, Table 12.F, and Table

Definition 12.G.

Screen

Table 12.F - Fields in the (Labeled) Control Points Definition screen

Field Description
Ent The entry number within the group selected (200 entries per group).
Description The description of the control points. Up to 40 characters

The command to be sent to the control point.
OPR = OPERATE RELAY

RLS = RELEASE RELAY

MON = MOMENTARY ON

MOF = MOMENTARY OFF

CMD SOP = SBO Operate*

SRL = SBO Release*

SMO = SBO Momentary On*

EXE = SBO Execute*

CLR = SCO Clear All*

*See Table 12.C for an explanation of the SBO Commands.
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Table 12.F - Fields in the (Labeled) Control Points Definition screen (continued)

Field Description
Channel Number.
NG = NetGuardians
N2 = Building Access System
K1 = VIRTUAL PORT (base and satellite KDAs with relay exp. card)
Cch K2 = VIRTUAL PORT (relay and other expansion cards in base KDA'’s)
RP = REMOTE PORT (Modem port)
RC = RELAY CARD (102 card - local controls only)
AV = AUDIO/VISUAL CARD (108 Card -Only relays 9-12 can be used.)
1-29 = Port Number.
IAM Users - Relays 9-12 are not available on AV Card.
Device Type. This field is selected only when the selected port is defined for
D DCM protocol. Selections are: C = CPM S = SBP (Smart Bypass Card - Used
only with the Building Access Unit. Three controls may be user-defined for a
BAU. See the BAU Operation Guide for details.)
Add The device address. Valid range is 1-999. This field is skipped when the
selected port has been defined for TBOS protocol.
Unt Unit. The Display (1-64) in which the control points reside. This field is skipped
when the selected port has been defined for DCM protocol.
A control point or range of control points that you wish to operate. Ranges
Points may be entered using dashes and/or commas. Valid control point ranges may

be from 1-64.

Table 12.G - Key commands Available in the (Labeled) Control Point Definition screen

Function Key

Description

F1 Moves the cursor to a selected entry point.
F3 Bla_nk - _Deletes current point entry. Leavgs an open line. Control Points delet-
ed in this way cannot be recovered by using F10 or Esc.
Alt-F3 Delete - Deletes entry and moves all other lines up.
Alt-F4 Insert - Moves current line down one group and inserts a blank line.
F8 Sa\{e_s_the control point entries and returns to the Site Controls Category
Definition screen.
F9 Displays help for this screen.
F10/Esc Exit or return to start of line.

D-UM-TMNXM-12001
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F BMSF - T/AccessMw

Settings  Befresh  Connection  Help

Derived Mumbher

Description
Set Qualification Delay

Derived Definition

aaA1
Derived from port 8 address 27 pt. 1-2

a Clear Qualification Delay a

TERM MATRIX

»>L 8.27.1.1-3

=]
=

=]
=

Soft Alarm
Call Type
Control Type
F»ind, E>dit.

g Site

: OFR
Drelete.

In.12.1.1

Port:
N)ext,

»L 8.28.1.1,.7-8

>
o
p
>
o
p
>
o

Generator Failed Alarm

Clx
1 DCPF IHT Sub: add: 1 Disp: 34 Point: 1

Prrev, Qruit

Desc:

Fig.

12.6 - The derived alarm definition screen

Derived Alarms/
Controls

Devices must be defined
before entering them in an
equation.

A derived equation can
trigger an alarm, control or
both.

Soft alarms are User
Defined Internal alarms at
address 11 thru 13.

Derived Alarms allow you to take the alarm status of various other
alarm points and feed them into an equation to develop a virtual
alarm. Based on that, you can declare an alarm or issue a control or
do both. Derived Alarms process alarms by using three sections of
OR statements. If either of the three sections of OR statements are
true then the alarm is considered true. Within each of the OR state-
ments there are up to nine fields. Every field listed in that section is
put together using the AND statement. For example, on the Derived
Definition screen shown in Figure 12.6 you will note the following

equation in the Term Matrix:

>L 8.27.1.1-3 > 8.28.1.7,8

The alarms to be evaluated are live (standing) alarms at port 8,
address 27, display 1, points 1 or 2 or 3 and at port 8, address 28,
display 1, points 1, 7 or 8. The condition is considered true (alarm
state) if both sides of the statement are true (alarm state). You can
use up to 9 statements but only two are shown here. Any set of OR
statements can have elements from both Live or COS alarms. Live
must be currently in the standing alarms list. COS must be currently
in the unacknowledged alarms list.

The example screen also defines the Soft alarm that is to occur:

Soft Alarm 1A12.11...

When a derived alarm is determined from this equation, the soft
alarm will produce a User Defined Internal Alarm at Port IA
address 12, display 1, point 1.
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The bottom of the Derived Definition screen (see Figure 12.6),
defines the control to be issued. Shown are the following settings:
Control Type:OPR Port: 2 DCPF INT Add: 1 Disp: 34 Point: 1

When this equation evaluates true, T/MonXM will issue that con-
trol. When the condition is no longer true, then T/MonXM will
issue the inversion of that control. In this situation, a release (RLS)
control would be issued instead of an operate (OPR) control. If it
originally issued a momentary (Mon) control it would issue another
momentary control.

cascaded. The Soft Alarm Example application of derived alarms:
that you set can in turn For example, a power failure alarm might not be a critical alarm,

be used as an input into

another equation.

nor a low backup battery. But it is a critical situation if the power
fails when the backup battery is low, and you can create a derived
alarm, with a severity level of critical, that will occur in that situa-
tion. You can also create derived alarms that take time into account.
For example, a exterior light failure alarm can be a minor alarm
between 6 A.M. and 7 P.M., and a major alarm between 6 P.M. and
7 AM.

Table 12.H- Fields in the Derived Definition screen

Field

Description

Description

Enter the description of the derived definition.

Set Qualification Delay

Time in minutes that is waited after the equation evaluates and remains true
before the equation state is officially declared and actions are taken. [0]

Clear Qualification Delay

Time in minutes that is waited after the equation evaluates and remains false
before the equation state is officially cleared and actions are taken. [0]

Enter term. ({/{L|CYS} [Port|IA|RP].{SubDev}address.DispRng.PntRng).

Term Matrix Ranges are allowed. See the following pages for a more detailed explanation
of Derived Alarm syntax and term evaluation.
Internal alarm point to set when the equation evaluates true (or to clear when the
equation evaluates false). (PORT.ADD.DISP.PNT) Ranges are not allowed. An
Soft Alarm asterisk can be used as a wild card in the address field only. This will correspond

with an asterisk entered in the address field of the Term Matrix. This permits a
derived alarm to work with ASCII Templates, which define common displays and
points that can be applied across multiple addresses.

Soft Alarm Desc

Description of the Soft Alarm. Changing this field will alter the description of
the User Internal Alarm Point. If the User Internal Alarm is not defined, then
this field will default to the value of the Derived Alarm Description field.

Call Type

Call to make when soft alarm is set. Valid call types are:
None: Don't call.

DPM: Call a DPM (Discrete Point Module).

ALP: Call an ALP (AlphaMax 82A).

KDA: Call a KDA 864.

KDA: Call a Time-Stamp KDA

KDA: Call a KDA 832-T8

D10: Call a Datalok 10D.

ASC: Call an ASCII device.

D-UM-TMNXM-12001
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Table 12.H - Fields in the Derived Definition screen (continued)

Field Description
Site Site number specified in your dial up device. Only active if you are using a
dial-up call. (Refer to Call Type.)
Clr Call when equation clears. [N] (Refer to Call Type and Site.)

Control Type

Select the type of control (if any) to issue. Valid controls are:
None: Don’t do anything.

RLS: Release.

OPR: Operate.

MON: Momentary.

This is the Port to issue command. [0]. Valid entries are:

1-500: Device on port 1-500.

NG = NetGuardians

N2 = Building Access System

K1 = VIRTUAL PORT (base and satellite KDAs with relay exp. card)

Port K2 = VIRTUAL PORT (relay and other expansion cards in base KDA’s)

RP = REMOTE PORT (Modem port)

RC = RELAY CARD (102 card - local controls only)

AV = AUDIO/VISUAL CARD (108 Card -Only relays 9-12 can be used.)

1-29 = Port Number.

IAM Users - Relays 9-12 are not available on AV Card.
Sub Sub Device Type. Valid types are C (CPM) and S (SBP). (DCM only)
Add Address of control. Valid addresses are protocol and device dependent.
Disp Display of control. Valid displays are protocol and device dependent.
Point Point of control. Valid points are protocol and device dependent.

Table 12.1 - Key commands Available in the Derived Definition Screen

Function Key

Description

F1 Skips to the next term (group of OR statements) in the Term Matrix.
F2 Options - Issue momentary control on true only; Y/N?
F3 English translation of the term matrix
F6 Regd. anc! an existing display of alarm p(?int definitions into the Internal Alarms
Point Definition Screen. May be further edited.
F8 Saves the Derived Definition database.
F9 Online help.
F10/Esc Exit.

Note: For aid in control point definition refer to the point
mapping information in Section 10.

Defining Term Syntax - The syntax for creating a term is as follows:

{/} {L|C} {S} PORT.ADDRESS.DISPLAY RANGE.POINT RANGE
or
TIME<HH:MM or TIME>HH:MM
or
DATE>MM-DD-YYYY or DATE<MM-DD-YYYY
or
{/}DAY={SUNDAY:MONDAY:TUESDAY:WEDNESDAY:THURSDA
Y:FRIDAY:
SATURDAY:WEEKDAYS:WEEKENDS}
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Table 12.J - Rules for creating a term

Term Definition
/ Logical Not. Reverses the state of the term evaluation.
L All elements in the term evaluated from the Standing Alarms. (default)
C Selected points in the term are evaluated from the “Failed COS” list.
S Ignore silenced alarms. Silenced alarms will be evaluated as false.
PORT This can be either a single port or a range of ports
IA: Internal alarms (Device/on-off line & Derived).
Special Ports RP: Rac Port.
K1 and K2: Virtual ports.
TIME Time variable in 24 hour format. The time statement <ENTER>ed will be either
later than (>) or earlier than (<) the specified time.
Day of week. Specify SUNDAY, MONDAY, TUESDAY, WEDNESDAY,
DAY THURSDAY, FRIDAY, SATURDAY, WEEKDAYS, WEEKENDS. Specify only one
day or expression in each term.
Date variable in DD-MM-YYYY format (e.g. 02-14-2002). Specify only one day or
DATE expression in each term. The date statement entered will be either later than (>) or
earlier than (<) the specified time.

DISPLAY and POINT can reference a single item or a range of items. The values in the RANGE are
grouped together with “OR” operators. Please see the examples below. ADDRESS can also be a wild-
card (*) to accommodate use with ASCII Templates.

Table 12.K - Term syntax examples

Term

Definition

1.2.34

Port 1, Address 2, Display 3, Point 4

1.x.2.3

Point 3 of Display 2 in any Address on Port 1

2.1.1-32.64

Port 2, Address 1, Point 64 in Displays 1-32

3.2.1-7,9.64

Port 3, Address 2, Point 64 in Displays 1-7 and 9

3.7.5-10, 12-14

Address 3, Display 7, Points 5-10 and 12-14

IA11.4.1-3

Internal Alarm, Address 11, Display 4, Points 1-3

TIME>13:00

Time of day is after 13:00 (1:00PM)

Note: To improve processing efficiency when the same time qualifica-
tion is used on multiple occasions, use only a single time equation that
sets an internal alarm. This can be used in other more detailed terms.
This has the added benefit of being able to change such time terms as
“daylight” or “first shift” in a single place.

Example: The base time qualification is between 5 AM and 5 PM,
Monday through Thursday. The point to be set during this time is inter-
nal alarm address 11, display 15, point 1. The statement in the derived
definition screen is:

>TIME>5:00
>TUESDAY

>

Soft Alarm: 11.15.1

>TIME<17:00 >MONDAY
>WEDNESDAY >THURSDAY

> >

D-UM-TMNXM-12001
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This time qualification is used in a derived alarm as follows:

>1.2.3.7

>

>

Soft Alarm: 11.5.5

>|A.11.15.1 >
> >
> >

This derived definition will produce an internal alarm at address 11,
display 5, point 5 between the hours of 5 AM and 5 PM, Monday
thru Thursday, whenever a live alarm exists at port 1, address 2,
display 3, point 7.

How an Equation is Evaluated

Each equation consists of up to three OR statements. Each OR state-
ment contains up to nine terms that are put together using the AND
statement (the between each field). Therefore, each OR statement
will only be true if all terms in that statement (up to nine) evaluate
true. Blank terms evaluate true. The entire equation is considered
true if any of the three OR sections are true.

You don’t have to fill in each group of OR statements. You can
have as few as 1 term and as many as 27 (9 per OR statement with
3 groups of OR statements).

To summarize, T/MonXM first looks at each statement indepen-
dently, then each AND is evaluated. Finally, the ORs are checked to
see if there is a true statement among them. If there is, the equation
is true.

>conpiion 1 N >conpimion2 BB >conbiTion 3 >CONDITION 4 >l >CONDITION 9

>LOW BATTERY

Inl n

>GENERATOR FAIL

®

ﬂ

>HIGH TEMP >A/C FAIL >5AM TO 5PM
\ v/
I ox
- N
l /7 1\
>LOW TEMP

>HEATER ﬁIL >5PM TO 5 AM

1

¢

= SOFT ALARM

WARNING!
MARGINAL SITE ALARM
FAILURE LIKELY TO OCCUR

Fig. 12.7 - Diagram of derived alarm logic in T/MonXM.

12-14 Ssection Twelve - Configure Controls



T/MonXM 6.8 User Manual

F BNSF - T/AccessMWw M= E3

Settings  Befresh  Connection  Help
Derived Definition

Derived Numher [G]5]5 1L

Description Generator self-—start test

Set Qualification Delay = & Clear Qualification Delay - 4
TERH MATRIX

>#L NG.5H_1.9 >TIME>B2:88 >TIME<B3:88

;DHY=TUESDHY

=]
=

=]
=

>
>
>
>
>
>
>
>

Soft Alarm IA.11.5.5 Desc:= Generator test in progress

Call Type = Site = Clr =

Control Type Port: Suh: Add: Disp:= Point:
F»ind, E>)dit,. D)elete, Hlext, Plrev, Qiuit = _

Fig. 12.8 - An alarm that’s set only if the specified event doesn’t happen

Creati ng An interesting and useful application of derived alarms is creating
. alarm formulas that alert you when events do not happen. These
De nved Alarms alarms can inform you of failures where equipment should start and

for Events That run automatically but does not.

y This is particularly useful for maintaining visibility of recurrent
Don t H appen background events, such as periodic equipment tests. A weekly
alarm informing system operators that all is well is a nuisance alarm
that will be ignored, and no one will notice when the alarm doesn’t
happen. A negative derived alarm will instead inform system opera-
tors only when the equipment test fails.

For example, let’s say a generator is supposed to run a self-start test

early every Tuesday morning, and you want to know if the generator
doesn’t self-start. When the generator starts, it sends an alarm signal
to a NetGuardian, which is mapped in T/MonXM to the alarm point

NG.5.1.9.

So you could create the alarm formula shown in Figure 12.8,
which states: /L.NG.5.1.9 and TIME>02:00 and TIME<03:00 and
DAY=TUESDAY.

Translated into English, this says, “Declare an alarm if no alarm
signal is received at NG.5.1.9 between 2:00 and 3:00 A.M. on
Tuesday.”

By adding the “/” (NOT) symbol before the alarm point, you
have defined the derived alarm to occur when the alarm at the
NetGuardian point doesn’t happen.

The time and day terms are important, because they define when the
test should happen. The NetGuardian alarm point will, of course,

be inactive all other times as well, but you’re only interested in the
alarm point’s inactivity during the time the test should take place.
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Section 13 - Define Building Status Unit Controls

DMLINE | DFFLIME

Building Status Unit

“lr) DPS Telecom

Introduction

The Building Status Unit (BSU) mounts near the door of a remote
site facility to provide personnel with a “last chance out the door”
view of how the site is functioning. If there is an alarm condition,
the lamps on the BSU will indicate the level of the alarm. A red
lamp indicates a critical alarm, an amber lamp indicates a major
alarm, and a green lamp indicates a minor alarm. A flashing indica-
tor and audible alarm signals a change of state. A Line On/Line Off
or Sanity indicator is Green when all is well, Red when commu-
nications fail between the workstation and the BSU and Off when
power fails. There is no indicator for alarms defined as status level.

A local BSU can also be used at the location of the T/MonXM
WorkStation to provide summary alarm information to personnel
located away from the screen.

L ] a J o
Fig. 13.1 - The

Building Status Unit (BSU)
shows overall facility
alarm status.

BSU fields and key com-
mands are defined in
Table 13.A and Table
13.B.

D-UM-TMNXM-12001

Alarm points are assigned to windows under the
Remote Ports sub-menu of the Parameters Menu. For
an alarm to cause a BSU to be activated it must be

assigned to a window which has that BSU defined.

BSU Activation Overview

The BSU is activated through a window. It will respond to all
alarms defined for that window. Thus, if there is a window assigned
to Fire Alarms, a BSU located at the fire station could be activated
through that window. This gives the fire department instantaneous
notification of alarms.

The BSU’s indicators are operated by contact closures. Four are
required (Critical, Major, Minor and Sanity or Line On/Line Off.)
There are two ways T/MonXM can activate them (see Figure 13.2):

1. Locally by either a 108 Card (included with T/
MonXM - also called an Audible Alarm Card or AV
Card) or by a 102 Card.

2. Remotely by issuing controls via protocols which are
converted into relay closures by a Remote Telemetry
Unit. For example, DCP(F) protocol could be used to
control 4 relays on a KDA. The outputs of the KDA
relays would operate the BSU indicators.

Note: In many cases it is possible to use the BSU window/relay
interface to drive existing light panels.

Once you have defined the window name, pressing F2 (BSU) from
the Window Definition screen takes you to the BSU Definition
screen (see Figure 13.2). Because the BSU is tied to a window,
when there is an alarm in that window it will be sent to the BSU.
For a local BSU you must also define a 102 or 108 Relay Card.
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NetGuardian

W per ) ==

TMonz=msss | - NP Sa—" c,

BSU
B KDA remote A
| DCcP() __ :
T'Monc==mmss | (e [

Fig. 13.2 - Two BSU applications

H If you enter a port number for remote operation, the protocol of
ASS | g n CO ntrOIS the interrogator on the port selected will automatically appear in

the protocol field. The cursor will jump to the next required field,
depending on the protocol. Then type in the required entries to acti-

Control relay assign- vate the control relays for Critical, Major, Minor and Sanity (On

ments depend on how Line/Off Line).
g\SeURTU is wired to the If you enter RC or AV for local operation, the cursor will jump to

the point field. Type in the number of the relay that will activate the
BSU for Critical, Major, Minor and Sanity (On Line/Off Line).

Fig. 13.3 - The BSU Definition screen
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Note: Later in the data basing procedure when you select the BSU
option from the Parameters menu, it will take you to the BSU
Frequency screen. The Sanity Frequency field is set so T/MonXM
can pulse the sanity point. This pulsing tells the BSU it is in con-
tact with T/MonXM. When pulses do not occur faster than the rate
selected by DIP switches in the BSU, the Sanity light will turn Red,
indicating that the alarm display is not current. Sanity only works
on BSU devices. You can also define the Update Frequency for

all BSU relays to be refreshed. For more details see the following

pages.

Interrogator Ports must be defined under the
Parameters Menu before using the BSU Definition
screen.

Table 13.A - Fields in the the BSU Definition screen

Field Description
Identify local relay card or remote port number controlling the BSU.
Valid entries are:
Port RC = 102 Relay Card
AV = Audio Visual Card (108 card)
1-500 = Remote port number
NOTE: The selected port’s protocol will appear in the Protocol field.
Cursor goes to DEV only for DCM protocol devices. Enter the device type. The
Dev only valid device for a BSU is CPM (Control Point Module). While the SBP
(Smart Bypass Card) is offered, it is used only with the Building Access Unit
(BAU).
Addr Cursor goes to Addr only for DCM & DCP/DCP(F)/DCP(X)
Disp Cursor goes to Disp only for TBOS & DCP/DCP(F)/DCP(X)
Pnt Enter the point number. Valid points are: 1-64 for remote ports
Protocol The protocol of the interrogator on the port selected will automatically appear in

the Protocol field.

Note: The 102 Card is not the standard audio/video card. It is
another relay card with 12 control points that are available for gen-
eral use.

Table 13.B - Key commands available in the BSU screen

Function Key

Description

Delete BSU definition. This will delete the entire BSU Definition from the

F1 screen. This option does not delete just one line.
F3 Blanks all the fields in the current row.
Saves the BSU Definition database and returns to the Window
F8 Definition screen.
NOTE: Define points for Critical, Major and Minor before saving.
F10/Esc Exit

D-UM-TMNXM-12001
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IAM Base Platform

Version R
Serial number : 00038

BSU

Sanity Frequency: 60. (sgconds)
Update Frequency: 0 {(minutes)

Valid range is 30-300.

Building Access
THonNET
Maintenance Reset
Summary Colors
Time Serwvices
Quit/Master

DPS Telecom Technical Support : 559-454-1600

Fig. 13.4 - The building status definition screen

Config ure Selecting BSU from the Parameters menu (press B to select BSU

. and press Enter) will allow you to configure the Sanity Frequency
san Ity (how often the BSU is polled for online status) and the Update
Fre q uen cy Frequency (how often all BSU relays are refreshed.)

Table 13.C lists of screen options for the BSU screen:

Table 13.C - Fields in the BSU screen

Field Description

The Sanity Frequency field is set so T/MonXM can pulse the sanity point.

This pulsing is the mechanism by which the BSU knows it is in contact with T/
MonXM. When pulses do not occur faster than the rate selected by DIP switch-
es in the BSU, the BSU Sanity light will turn Red, indicating to the observer that
the alarm display is not current. Sanity only works on BSU devices. Valid range
is 30-300 seconds.

The Update Frequency is the frequency that all BSU relays will be refreshed.
Valid range is 5-60 minutes. A 0 entry indicates never update.

Sanity Frequency

Update Frequency

Table 13.D - Key commands available in the BSU screen

Function Key Description
F8 Saves the BSU parameters settings
F9 On-line help
F10/Esc Exit

BSU Definition is available from the File Maintenance menu by
selecting the Windows command and pressing F2 for BSU.
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Section 14 - Define Internal Alarms

Selecting the Internal Alarms option from the Files Maintenance
menu will bring up the Internal Alarms menu. From this menu, you
will be able to edit Standard Alarms and User Defined Alarms.

Internal Alarms are handled by T/MonXM to report events devel-
oping within the system environment. There are two (2) types of
Internal Alarms, Standard and User-Defined (see Figure 14.2).

Standard Alarms are pre-defined alarms processed exclusively by

T/MonXM. Standard Alarms use address 0, display 1, points 1-64,
display 2, points 1-7, and address 13, Display 1, points 1-2 — see
Table 14.A and 14.B

System Health Alarms are predefined alarms. System Health
Alarms use address 14, display 1, points 1-64

User Defined Alarms are defined by the user and are activated
either by a device going online or offline, or by a user defined
equation (derived alarm). User Defined Alarms occupy 2 addresses
(11 and 12) with 157 displays, each with 64 points for a total of
8,192 addressable points. This expendability makes the manage-
ment of such alarms very flexible.

ASCII template users may use Local Displays to store internal
(derived) alarms. See the ASCII Templates in Software Module 6.

IAM Base Platform
Version ;4.5
Serial number : 6150 File Maintenance
Current User : DPS Windouws
Sustem Name : Proactive Monitoring Company _ Internal Alarms
tandard Alarms
User Defined Rlarms
Quit

KDA Shelves
LAN-based Remotes
Derived Alms/Ctrls
SNMP Responder
Utilities
Quit/Master Menu

Diagnostics
Quit

DPS Telecom Technical Support : 559-454-1600

F10/Fsc=Fxit
Fig.14.1 - The Internal Alarms menu
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T/MonXM

Standar d Internal Alarms

1 Address, 2 Displays
71 Points total

ADDRESS 0

DISPLAY 1 and 2 \

DISPLAY 1
I I I
N ety i > DISPLAY 64 = y
ADDRESS 11 E !
DISPLAYS 1-64 User Defined Internal Alarm's 5
A SINGLE DISPLAY 3
2 ADDRESSES, 64 DISPLAYS EACH CONSISTS OF 64 POINTS &
64 POINTS PER DISPLAY i .
ADDRESS 12 (8192 POINTS) 8 PONTS |
DISPLAYS 1-64 E 17064 :
DISPLAY{ M—-------------coomo - = DISPLAY 64 g i
8 I
.’: 1
g v

Fig. 14.2 - Standard and user defined internal alarms layout
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GOING ACTIVE

GOING PASSIVE

HO ACTIVITY ON LIME
ACTIVITY DETECTED
ADDRESS TAKEN OFFLIME
DEVICE FAILURE

T MonXH OFFLINE

T MonXH ONLIMNE
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Point Definition
Disp: 1

Fail
ALARM
ALARM
ALARM
ALARM
OFFLINE
FAIL
OFFLINE
OML INE

Clear
NORMAL
NORMAL
NORMAL
NORMAL
ONLINE
RESTORED
ONLINE
OFFLINE

aster Menu

Diagnostics
Quit

Fig. 14.3 - Standard alarms are configured in the point definition screen

Internal
Alarms Point
Definition Screen

Internal Standard Alarms
always have Address

0. User Defined Internal
Alarms always have either
address 11 or 12. Port
related internal alarms have
address 13.

Standard
Internal Alarms

D-UM-TMNXM-12001

The Point Definition screen is used to define alarm points for the
Standard and User Defined Internal alarms. For more detailed infor-
mation on Point Definition and editing procedures — see Section
10 (Point Definition Tutorial).

Internal alarms are reported on the screen in the following format:
IA Address. Display. Point

For example, 1A 0. 1. 7 refers to an Internal Alarm in internal
address 0, display 1, point 7. Because it is in address 0, this is a
Standard Internal Alarm. IA 11.1.2 would refer to an Internal Alarm
in internal address 11, display 1, point 2. Because it is in address
11, this is a User Defined Internal Alarm.

Every time certain system specific actions are performed with T/
MonXM, a standard alarm is reported. For example, when T/
MonXM goes offline, the standard alarm point 7 “T/MonXM
OFFLINE” is reported.

Standard alarms are pre-defined for use with T/MonXM and are
activated internally. These internal alarms are reported on address

0 and display 1 and 2. Port-related internal alarms are reported on
address 13 (Only two alarms are reported on address 13 and they
apply to Alt Path and Teltrac Mux only). Selecting Standard Alarms
from the Internal Alarms menu will bring up the Point Definition
screen for Standard Internal Alarms (Figure 14.3).

This screen permits you to assign the editable options and window

Section Fourteen - Define Internal Alarms 14=3
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for a particular alarm. Press E to edit. Editable options include Log,
History, Levels, Status, Fail, Clear, Windows and Message.

Standard Alarms in display 1 are listed in Table 14.A. Standard
Alarms in display 2 are listed in Table 14.B.

Table 14.A - Standard Internal Alarms in display 1

1 GOING ACTIVE

2 GOING PASSIVE

3 NO ACTIVITY ONLINE*

4 ACTIVITY DETECTED

5 ADDRESS TAKEN OFFLINE

6 DEVICE FAILURE

7 T/Mon (or IAM) OFFLINE*

8 T/Mon (or IAM) ONLINE*

9 TASK CARD NOT FUNCTIONING

10 HST COM ERROR WITH D/TASK CARD
11 UNABLE TO RESTART TASK CARD
12 Unassigned

13 REMOTE CARD 1 NOT FUNCTIONING
14 REMOTE CARD 2 NOT FUNCTIONING
15 ASCII DATABASE IS FULL - PORT
16 DIAL-UP DEVICE FAILURE

17 AUTO-CUTOFF ENABLED (LPT1)

18 AUTO-CUTOFF ENABLED (LPT2)

19 PRINT AUTO-CUTOFF ENABLED [1]
20 PRINT AUTO-CUTOFF ENABLED [2]
21 PRINT AUTO-CUTOFF ENABLED [3]
22 PRINT AUTO-CUTOFF ENABLED [4]
23 PRINT AUTO-CUTOFF ENABLED [5]
24 PRINT AUTO-CUTOFF ENABLED [6]
25 PRINT AUTO-CUTOFF ENABLED [7]
26 PRINT AUTO-CUTOFF ENABLED [8]
27 PRINTER HAS FAILED (LPT1)

28 PRINTER HAS FAILED (LPT2)

29 REMOTE TERMINAL HAS FAILED [1]
30 REMOTE TERMINAL HAS FAILED [2]
31 REMOTE TERMINAL HAS FAILED [3]
32 REMOTE TERMINAL HAS FAILED [4]
33 REMOTE TERMINAL HAS FAILED [5]

34 REMOTE TERMINAL HAS FAILED [6]
35 REMOTE TERMINAL HAS FAILED [7]
36 REMOTE TERMINAL HAS FAILED [8]
37 PWR FAILURE; SWITCH TO BATTERY
38 LOW BATTERY CONDITION DETECTED
39 UPS TIMEOUT OCCURRED

40 LED BAR OFFLINE

41 BLDG ACCESS LOG ON

42 BLDG ACCESS LOG OFF

43 RCVD CTL:

44 WORKSTATION RESET ATTEMPTED
45 REMOTE 3 CARD NOT FUNCTIONING
46 STANDBY IS ACTIVE

47 REMOTE LOG IN:

48 AUTO RESTART OCCURRED

49 REMOTE 4 CARD NOT FUNCTIONING
50 MAS DATABASE ERROR

51 REMOTE LOG OUT:

52 REMOTE LOG OUT:

53 REMOTE LOG OUT:

54 REMOTE LOG OUT:

55 ASCII LOG STOPPED: DISK FULL

56 DURESS LOG IN:

57 REMOTE 5 CARD NOT FUNCTIONING
58 DATABASE NEEDS TO BE BACKED
UP**

59 REMOTE 6 CARD NOT FUNCTIONING
60 NO DIAL TONE ON PAGER PORT
(Alpha, 2-Way, and Logger paging)

61 UNEXPECTED ENTRY:

62 UNAUTHORIZED ENTRY:

63 UNABLE TO ACCESS TIME SERVICE
64 NO DIAL TONE ON THE ASCIl PORT

*Change of State (COS) alarm only.
**Set the number of days in Parameters/Misc.

The Pol, Rvs and
Description fields cannot be
edited for Standard Internal
Alarms. See the following
pages for more information.

14-4 Section Fourteen - Define Internal Alarms

The ADDRESS TAKEN OFFLINE (Point 5) and DEVICE
FAILURE alarm (Point 6) alarms will report the site name
(obtained from the database).




T/MonXM 6.8 User Manual

Point Definition

Standard Internal Disp: 2

Description

DC PFUR A FUSE BLOWN

DC FUR B FUSE BLOUN

PRIMARY DRIVE FAILED <(Sata—8>
SECONDARY DRIVE FAILED <(Sata—1>
PRIMARY DRIVE UOQLUME ID INCORRECT
SECONDARY DRIVE UQLUME ID INCORRECT
THONHMET ALT. PATH FAILED

|
L
e
u
A
A
A
A
A
A
A

e -2
[l ol - =R = I
== === == = -
=l == e = e = R =y
EXXZEXITEIIXIIXIN S =

E)dit,. HW)ext, Pdrev,. Qiuit =

Meszage
ezponder
ies
aster Menu

Fig. 14.4 - Standard alarms in display 2

To edit standard alarms in display 2, press N (Next) and then press
E (Edit). For alarm descriptions, see the following pages.
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Table 14.B - Standard internal alarms in display 2

Point Number Description
1 DC PWR A FUSE BLOWN
2 CD PWR B FUSE BLOWN
3 PRIMARY DRIVE FAILED (Sata-0)
4 SECONDARY DRIVE FAILED (Sata-1)
5 PRIMARY DRIVE VOLUME ID INCORRECT
6 SECONDARY DRIVE VOLUME ID INCORRECT
7 TMONET ALT. PATH FAILED
8 NIC IRQ UNDEF - LEGACY MODE ACTIVE
9 PCI SERIAL CARD 1 FAILED
10 PCI SERIAL CARD 2 FAILED
11 PCI SERIAL CARD 3 FAILED
12 SERIAL PORT FAILED
13 SERIAL PORT TX BUFFER OVERFLOW
14 DEVICES AVAILABLE LESS THAN 10%
15 POINTS AVAILABLE LESS THAN 10%
16 POINTS AVAILABLE EXCEEDED
17 CANNOT CONNECT TO SNPP SERVER
18 CANNOT CONNECT TO SNMP SERVER
19 CANNOT CONNECT TO DNS SERVERS
20 CPU TEMPERATURE OUT OF TOLERANCE
21 AMBIENT TEMPERATURE OUT OF TOLERANCE
22 CPU FAN SPEED OUT OF TOLERANCE
23 AUXILARY FAN SPEED OUT OF TOLERANCE
24 LOW DISK SPACE DETECTED
25 PAGER CONNECTION ERROR
26 CANNOT CONNECT TO EXP VOICE DIALER
27 CONNECTION ERROR WITH PROXYIP
28 CONNECTION ERROR WITH PROXYIP DATA
29 CONNECTION ERROR WITH PROXYIP SERIAL
30 CONNECTION ERROR WITH PROXYIP FP
31 LOW MEMORY DETECTED
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Address 0
Display 1
Alarms

Note: The Offline and
Device Failure alarms are
system default alarms
that share the same
internal alarm point. DPS
Telecom recommend you
use user-defined device
failure and offline alarms
for improved granularity
and control. For details,
see section 14-11.
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Internal alarms exist within T/MonXM for the purpose of indicating
the status of the system. T/MonXM internal alarms are not directly

generated from the outside environment. Internal alarms are created
within the software when T/MonXM or its hardware have switched
its mode or status of operation.

Below is a list of the internal alarms that may be generated from
T/MonXM and a description of each. These alarms will show up
while in monitoring mode just like a point alarm would.

Note: Internal alarms marked with an asterisk will only show up
in the Change Of State window and will not show up in the Live
Alarms window.

1 GOING ACTIVE

A Level A internal alarm that indicates T/MonXM is actively poll-
ing the channel specified. This alarm will occur when you first go
into monitor mode and T/MonXM is in Master Mode. This will also
occur when in combined mode and T/MonXM switches from pas-
sive to active polling.

2 GOING PASSIVE

A Level A internal alarm that indicates T/MonXM is passively
monitoring the channel specified. This alarm will occur when you
first go into monitoring mode and T/MonXM is set to Passive
Mode. This alarm will also occur when in combined mode and T/
MonXM switches from active polling to passive monitoring.

3 NO ACTIVITY ON LINE

A Level D internal alarm that occurs when monitoring, and the peri-
od of Warning Threshold seconds expire, without any activity being
detected on the line.

4 ACTIVITY DETECTED

A Level D internal alarm that is the complement of internal alarm
number 3. It occurs if alarm number 3 has failed and activity is
detected on the Line.

5 ADDRESS TAKEN OFFLINE
A Level D internal alarm that occurs when an address is manually
taken offline.

6 DEVICE FAILURE
Occurs when a device has been determined to be non-responsive.

7 T/MonXM OFFLINE

A Level D internal alarm that occurs when the system returns to the
Master Menu from Monitor Mode. Note: Each address can have its
own internal alarm of this type.

8 T/MonXM ONLINE
A Level D internal alarm that occurs when Monitor Mode is select-
ed from the Master Menu.
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9 TASK CARD NOT FUNCTIONING

Occurs when the pr